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Summary

This contribution proposes to apply a subset of the Loose Routing principles as introduced in the latest IETF document RFC2543bis-06

Introduction

Just at the beginning of this week, the latest RFC2543 bis-06 has been published. It contains substantial changes, especially concerning the routing procedures. The strict routing has been relaxed to a more flexible way of routing, the so-called Loose Routing (LR). Studying the LR proposal, we have identified at least 16-24 different ways (depending on how one distinguishes) of doing the routing, of which the strict routing is only one. This results of the combination of the following new dimensions:

· Pull top-most Route from Route set: yes/no (2 possibilities)

· Modify (new) R-URI: yes/no (2 possibilities)

· Push Route header(s) to Route set: yes/no (2 possibilities)

· Route according to (new) R-URI: yes/no;
if no, route according to top-most Route header: yes/no (2/3 possibilities)

The bolded answers represent the old approach (strict routing).

If in IMS all these possibilities for routing are permitted, we end up in a non-deterministic system, which naturally increases the number of unsuccessful call attempts and other error cases.

To solve this problem, we could limit the routing scenarios. The easiest would be, to have one and only one routing behaviour specified to be allowed in IMS. The following alternatives have been found to be possible in IMS:

Alternative A:

Allow only strict routing as before. No changes to the current 3GPP specs:

Advantages/Drawbacks:

(+) No changes to specs

(-) No flexibility, especially at I-CSCF and complicated ISC scenarios (with hiding involved)

(-) Not fully compatible to IETF, as in certain scenarios we would have to modify Route headers beyond the topmost to implement session forwarding services (e.g. ISC with hiding could be such a case)

Alternative B

The routing is always done according to the topmost route header. The request URI contains only the intended (final) destination.

Simple example for a non-hiding scenario (not all headers shown):

The S-CSCF could pre-load the Route header with the route to AS1 and back to itself. The session is routed according to the top-most Route header.

S-CSCF -> AS1

INVITE user2_public1@home2.net SIP/2.0

Route: as1.home1.net, scscf1.home1.net

The AS performs a session forwarding service. It simply replaces the request URI with the new destination. The session is routed according to the top-most Route header.

AS1 -> S-CSCF

INVITE user3_public1@home3.net SIP/2.0

Route: scscf1.home1.net

Further examples see below in the Examples section

Advantages/Drawbacks:

(+) Fully RFC2543bis-06 compatible

(+) Provides the flexibility we need in IMS

(+) Clear distinction between request URI (final destination) and Route (hops in between)

(+) Session forwarding service can be done easily and in a straightforward way.

(+) Allows adding further information to the Route header, e.g. session case originating or terminating

(-) No strict routers on route possible (IETF problem: final destination gets lost)

(-) Changes, especially to 24.228

Alternative C

Usage of maddr parameter in request URI to indicate the next hop, the request URI contains final destination.

Simple example for a non-hiding scenario (not all headers shown):

The S-CSCF could pre-load the Route header with the route back to itself. The session is routed according to the request-URI.

S-CSCF -> AS1

INVITE user2_public1@home2.net; maddr=as1.home1.net SIP/2.0

Route: scscf1.home1.net

The AS performs a session forwarding service. It replaces the SIP URL of the request URI with the new destination and pops the Route header to the maddr parameter of the R-URI. The session is routed according to the request-URI.

AS1 -> S-CSCF

INVITE user3_public1@home3.net; maddr=scscf1.home1.net SIP/2.0

(no Route headers)

Advantages/Drawbacks:

(+) Fully RFC2543bis-06 compatible

(+/-) Provides some flexibility we need in IMS

(+/-) Limited possibilities for adding further information to the Route header or request URI, e.g. session case
        originating or terminating; compared to Alternative B 

(-) Rather complicated procedures, when moving top-most Route header content to maddr of request URI.

(-) Not so clear distinction between request URI (final destination) and Route (hops in between); compared to Alternative B

(-) No strict routers on route possible (IETF problem: final destination gets lost)

(-) Changes, especially to 24.228

Preferred Alternative

The preferred Alternative is B. Therefore the following proposal defines a strict rule set on how to apply strict routing in IMS.

Proposal

It is proposed, that the following rules are applied for IMS and taken as a basis for any further contributions:

1. The request URI contains always the called party.
Any re-targeting/session forwarding would modify the request URI.

2. As long as there is a Route header present, the routing is always done (strictly) according to the top-most Route header entry. No strict routing network elements in the IMS at all. This is to ensure that the request arrives always at the intended destination.

3. If no Route header present, the request URI is taken as a basis for routing 
This happens usually at the P-CSCF -> UE interface

4. It is possible to include new network elements onto the route, but only in initial requests. If this is applied, their addresses have to be pushed to the Route header.

5. If a network element receives a request, it should always find itself in the topmost Route header.
(It is FFS, on how to act, if this is not fulfilled)

6. If 5 is fulfilled, a network element removes the top-most Route header (which points to itself).

This means, we apply one and only one routing mechanism in IMS. If requests are going/coming from outside the IMS, a bordering element has to ensure, that there is no confusion between strict and any of the 15-23 loose routing mechanisms.

If this principles are accepted in CN1, Nokia (hopefully with the help of other companies) will come up with the necessarily CRs, which implement these mechanisms. 

Examples

In the following, some examples are shown, to clarify the idea. For the sake of brevity:

· Only request URI (R-URI), Contact, Record-Route and Route headers are shown.

· "sip:", which belongs to every SIP URL, is omitted.

· The issue that SIP URLs might need to be different to avoid triggering of (legal) loop detection is ignored.

An initial request could look as follows:

1. UE_1 -> P-CSCF_1 (sent to allocated P-CSCF_1)

INVITE user2_public1@home2.net SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

(No Route headers)

(No Record-Route headers)

The P-CSCF_1 inserts the information of the path towards the originating S-CSCF_1 (Path header)

2. P-CSCF_1 -> S-CSCF_1

INVITE user2_public1@home2.net SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: scscf1.home1.net

Record-Route: pcscf1.visited1.net

The S-CSCF_1 performs the filtering and finds, that AS1 has to be contacted

3. S-CSCF_1 -> AS1

INVITE user2_public1@home2.net SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: as1.home1.net, scscf1.home1.net

Record-Route: scscf1.home1.net, pcscf1.visited1.net

AS1 performs a session forwarding service.

4. AS_1 -> S-CSCF_1

INVITE user3_public1@home3.net SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: scscf1.home1.net

Record-Route: as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

The S-CSCF_1 finds that no further AS has to be contacted, and therefore routes the message to the terminating network

5. S-CSCF_1 -> I-CSCF_3

INVITE user3_public1@home3.net SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: icscf1.home3.net

Record-Route: scscf1.home1.net, as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

The I-CSCF_3 finds the S-CSCF_3 allocated to the subscriber in the R-URI by Cx query

6. I-CSCF_3 -> S-CSCF_3

INVITE user3_public1@home3.net SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: scscf1.home3.net

Record-Route: scscf1.home1.net, as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

The S-CSCF_3 performs the filtering and finds, that AS2 has to be contacted.

7.  S-CSCF_3 -> AS2

INVITE user3_public1@home3.net SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: as2.home3.net, scscf1.home3.net

Record-Route: scscf1.home3.net,scscf1.home1.net, as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

AS2 executes its service and indicates that it is not interested in subsequent requests by not inserting itself to the Record-Route header.

8. AS2 -> S-CSCF_3 

INVITE user3_public1@home3.net SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: scscf1.home3.net

Record-Route: scscf1.home3.net,scscf1.home1.net, as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

The S-CSCF_3 inserts the route-set (gained through the Path header) to the Route.

The S-CSCF_3 replaces the R-URI, which the Contact information according to the REGISTER request.

One way of conveying the IMPU and the Ipv6 address is, to put the IMPU as SIP URL and the Ipv6 address to the maddr parameter of the R-URI

The S-CSCF_3 does not insert itself to the Record-Route, because AS2 hasn't done it either.

9. S-CSCF_3 -> P-CSCF_3

INVITE user3_public1@home3.net; maddr: [5555::eee:fff:aaa:bbb] SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: pcscf1.visited3.net

Record-Route: scscf1.home3.net,scscf1.home1.net, as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

The P-CSCF_3 stores the Record-Route headers before routing to the UE_3.

10. P-CSCF_3 -> UE_3

INVITE user3_public1@home3.net; maddr: [5555::eee:fff:aaa:bbb] SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

(No Route headers)

(No Record-Route headers)

The response could look as follows:

The response is sent to the P-CSCF_3, which inserts the stored Record-Route headers, including its own entry.

11. UE_3 -> P-CSCF_3

Via: ...

Contact: [5555::eee:fff:aaa:bbb]

(No Route headers)

(No Record-Route headers)

Contact: user3_public1@home3.net; maddr: [5555::eee:fff:aaa:bbb]

12. P-CSCF_3 -> S-CSCF_3

Via: ...

Contact: [5555::eee:fff:aaa:bbb]

(No Route headers)

Record-Route: pcscf1.visited3.net, scscf1.home3.net,scscf1.home1.net,
   as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

Etc.

Subsequent requests from UE_1-> UE_3 could look as follows:

The UE_1 inserts the received content of the contact header field to the R-URI

21. UE_1 -> P-CSCF_1 (sent to allocated P-CSCF_1)

INVITE [5555::eee:fff:aaa:bbb] SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

(No Route headers)

(No Record-Route headers)

P-CSCF_1 inserts the stored Record-Route header reversed as Route, and removes its own entry before sending it further.

The Record-Route is filled according to RFC2543bis (backward compatibility reasons) 

22. P-CSCF_1 -> S-CSCF_1

INVITE [5555::eee:fff:aaa:bbb] SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: scscf1.home1.net, as1.home1.net,scscf1.home1.net, scscf1.home3.net, pcscf1.visited3.net

Record-Route: pcscf1.visited1.net

S-CSCF_1 removes its own entry before sending it further.

The message is routed according to the topmost Route header.

The Record-Route is filled according to RFC2543bis (backward compatibility reasons)

23. S-CSCF_1 -> AS1

INVITE [5555::eee:fff:aaa:bbb] SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: as1.home1.net,scscf1.home1.net, scscf1.home3.net, pcscf1.visited3.net

Record-Route: scscf1.home1.net, pcscf1.visited1.net

Nothing special happens. The messages are routed according to the topmost Route header and record-routed.

24. AS1 -> S-CSCF_1

INVITE [5555::eee:fff:aaa:bbb] SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: scscf1.home1.net, scscf1.home3.net, pcscf1.visited3.net

Record-Route: as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

Nothing special happens. The messages are routed according to the topmost Route header and record-routed.

25. S-CSCF_1 -> S-CSCF_3

INVITE [5555::eee:fff:aaa:bbb] SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: scscf1.home3.net, pcscf1.visited3.net

Record-Route: scscf1.home1.net, as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

Nothing special happens. The messages are routed according to the topmost Route header and record-routed.

26. S-CSCF_3 -> P-CSCF_3

INVITE [5555::eee:fff:aaa:bbb] SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

Route: pcscf1.visited3.net

Record-Route: scscf1.home3.net,scscf1.home1.net, as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

The P-CSCF_3 removes the Record-Route headers before routing to the UE_3.

The messages are routed according to R-URI.

27. P-CSCF_3 -> UE_3

INVITE [5555::eee:fff:aaa:bbb] SIP/2.0

Contact: [5555::aaa:bbb:ccc:ddd]

(No Route headers)

(No Record-Route headers)

The response goes according to the Via header fields. The P-CSCF_3 acts as 12 above.

Subsequent requests from UE_3-> UE_1 could look as follows:

The UE_3 inserts the received content of the contact header field to the R-URI

31. UE_3 -> P-CSCF_3 (sent to allocated P-CSCF_3)

INVITE [5555::aaa:bbb:ccc:ddd] SIP/2.0

Contact: [5555::eee:fff:aaa:bbb]

(No Route headers)

(No Record-Route headers)

P-CSCF_3 inserts the stored Record-Route header reversed as Route, and removes its own entry before sending it further.

The Record-Route is filled according to RFC2543bis (backward compatibility reasons) 

32. P-CSCF_3 -> S-CSCF_3

INVITE [5555::aaa:bbb:ccc:ddd] SIP/2.0

Contact: [5555::eee:fff:aaa:bbb]

Route: scscf1.home3.net,scscf1.home1.net, as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

Record-Route: pcscf1.visited3.net

S-CSCF_3 removes its own entry before sending it further.

The message is routed according to the topmost Route header.

The Record-Route is filled according to RFC2543bis (backward compatibility reasons)

33. S-CSCF_3 -> S-CSCF_1

INVITE [5555::aaa:bbb:ccc:ddd] SIP/2.0

Contact: [5555::eee:fff:aaa:bbb]

Route: scscf1.home1.net, as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

Record-Route: scscf1.home3.net, pcscf1.visited3.net

Nothing special happens. The messages are routed according to the topmost Route header and record-routed.

34. S-CSCF_1 -> AS1

INVITE [5555::aaa:bbb:ccc:ddd] SIP/2.0

Contact: [5555::eee:fff:aaa:bbb]

Route: as1.home1.net, scscf1.home1.net, pcscf1.visited1.net

Record-Route: scscf1.home1.net, scscf1.home3.net, pcscf1.visited3.net

Nothing special happens. The messages are routed according to the topmost Route header and record-routed.

35. AS1-> S-CSCF_1

INVITE [5555::aaa:bbb:ccc:ddd] SIP/2.0

Contact: [5555::eee:fff:aaa:bbb]

Route: scscf1.home1.net, pcscf1.visited1.net

Record-Route: as1.home1.net, scscf1.home1.net, scscf1.home3.net, pcscf1.visited3.net

Nothing special happens. The messages are routed according to the topmost Route header and record-routed.

36. S-CSCF_1 -> P-CSCF_1

INVITE [5555::aaa:bbb:ccc:ddd] SIP/2.0

Contact: [5555::eee:fff:aaa:bbb]

Route: pcscf1.visited1.net

Record-Route: scscf1.home1.net, as1.home1.net, scscf1.home1.net, scscf1.home3.net, pcscf1.visited3.net

The P-CSCF_1 removes the Record-Route headers before routing to the UE_1.

The messages are routed according to R-URI.

37. P-CSCF_1 -> UE_1

INVITE [5555::aaa:bbb:ccc:ddd] SIP/2.0

Contact: [5555::eee:fff:aaa:bbb]

(No Route headers)

(No Record-Route headers)

