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Introduction

SA2 has decided that there this is need for an charging identifier that needs to be shared with the IMS network entities, where this identifier will be used to correlate charging records that are generated from each IMS network entity.  The charging correlation ID needs to be passed in the SIP signalling that takes place when starting a dialog.  This contribution proposes a mechanism to pass the charging correlation ID in SIP messages.  It does not discuss the how the IMS network entities use the charging ID when generating charging records.

Note that there is a liaison from SA5 S5B020043 Liaison Statement Requesting that the ICID is provided to access network. This LS is calling the charging correlation ID the IMS Charging ID (ICID).  Consideration should be given to using the ICID nomenclature.  However, passing the ICID over the Go interface should be covered by CN3.

Discussion

The current direction from SA2 is that the first entity involved in a dialog will generate the charging ID and pass it along with the SIP INVITE request.  Each entity that processes the INVITE request would extract the charging ID for later use in a charging record.  The entities that generate charging ID’s are as follows:

· P-CSCF – for mobile originated call

· I-CSCF – for mobile terminated call from packet-switched network (e.g. another IMS)

· MGCF – for mobile terminated call from circuit-switched network (e.g. PSTN)

The advantage of the above method is that the INVITE request will have the charging ID for every entity to extract it during initial processing of the INVITE request.  

However, there was an unresolved issue on passing the name/address of the charging entity to each IMS network element so that they know where to send charging data.  The proposal was to determine the charging entity at registration time and have the S-CSCF pass it to the other IMS network entities.  This would result in a different mechanism for passing the charging ID and the charging entity address.

If the proposal for passing the charging entity name/address goes forward, then the S-CSCF should also be considered for the entity that generates the charging ID and passes it along to the other IMS network entities.  It would be more efficient to bundle these related items together and simpler to have one method for passing related information.  This would result in some entities receiving the charging information from the INVITE request and others receiving the charging information from the response to the INVITE (e.g. the 183 message).

This proposal will define the I-CSCF, P-CSCF, S-CSCF, BGCF, MGCF, MRFC and AS procedures to generate and pass the charging correlation ID (CCID) (and other info).  The diagrams that follow illustrate the sequence of events for all the nodes except the MRFC.

For MRFC, the AS and S-CSCF will include the CCID in the INVITE.

Note that the HSS is omitted from all the diagrams below to simplify the drawings.

The first four diagrams below describe the first option of having the first entity involved in the dialog generated the charging correlation ID (CCID).
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Figure 1: Mobile Origination to PSTN (option 1)
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Figure 2: Mobile Origination to Another UE (option 1)
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Figure 3: Mobile Termination from PSTN (option 1)
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Figure 4: Mobile Termination from Another UE (option 1)

The second set of call flows show the second option of having the S-CSCF always generate the CCID.  The same sequence will be required for passing a charging entity name/address.  The 183 response message will carry the data back to the entities that received the INVITE before the S-CSCF.
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Figure 5: Mobile Origination to PSTN (option 2)
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Figure 6: Mobile Origination to Another UE (option 2)
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Figure 7: Mobile Termination from PSTN (option 2)
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Figure 8: Mobile Termination from Another UE (option 2)

The proposal below assumes that option 1 is selected for passing the CCID, since this mechanism is simpler. It is assumed that each entity that receives the CCID in an INVITE request will pass it on with the INVITE request.  The exception is the P-CSCF, which will remove CCID before sending to the UE.

However, this may need to be revisited if it is needed to pass other information such as the charging function name/address.

Proposal

Add the text indicated below in yellow to the sub-clauses of [3G TS 24.229]. Initially, this will be part of Annex B. Remove text indicated with the strikethrough. 

---------------------------------------------------P-CSCF------------------------------------------------------------

5.2.7.2
Mobile-originating case

When the P-CSCF receives an initial INVITE request from the UE, prior to forwarding the INVITE the P-CSCF shall:

· Populate the IMS-Charging-ID in the message body with a new unique value.  See clause 7.6.1 for the format of the IMS-Charging-ID.
The P-CSCF shall respond to all INVITE requests with a 100 Trying response. 

Upon receiving a response (e.g. 183 Session Progress, 200 OK) to the initial INVITE request, the P-CSCF:

Editor’s note: the case when the P-CSCF acts on behalf of the UE is FFS.

-
insert the Media Authorization header containing the media authorization token generated by the PCF.

5.2.7.3
Mobile-terminating case

When the P-CSCF receive an initial INVITE request destined for the UE, it will contain the SIP URL of the P-CSCF in the Request-URI, and a single pre-loaded Route header. The received initial INVITE will also have a list of Record-Route headers. Prior to forwarding the initial INVITE, the P-CSCF shall:

Editor’s note: the case when the P-CSCF acts on behalf of the UE is FFS.

-
insert the Media Authorization header containing the media authorization token generated by the PCF.

In addition, the P-CSCF shall respond to all INVITE requests with a 100 Trying response. 

--------------------------------------------------I-CSCF---------------------------------------------------

5.3.2
Transactions for sessions initiated by the UE

Editor's note: INVITE requires 3GPP specific handling (HSS query)

Editor's note: Responses follow standard SIP routing (Via) 

When I-CSCF receives an initial request, it shall look for a Route header in the request.

NOTE 1:
A REGISTER request does not contain a Route header when reaches I-CSCF. An initial INVITE request contains a Route header when reaches the originating I-CSCF (P-CSCF inserts the preloaded route). An initial INVITE request does not contain a Route header when reaches the terminating I-CSCF. 

If there is a Route header, the I-CSCF shall proceed as described in clause 5.3.3. If there is no Route header, the I-CSCF shall analyse the Request-URI field and decrypt the header field if necessarry.

NOTE 2:
In some call transfer scenarios the Refer-To header is encrypted by I-CSCF/S-CSCF. When the call is transferred, the Refer-To header becomes the Request URI.

In the case that the I-CSCF can not route the request based on the domain part of  the Request URI, the HSS will be consulted. On receipt of the Cx Location Response from the HSS, the I-CSCF shall forward the request to the location indicated by the Cx Location response.

When providing configuration hiding, the I-CSCF (THIG) shall Record-Route the initial INVITE of a dialog, and refresh requests (i.e. reINVITE). 

When the I-CSCF receives an initial INVITE request for the UE, prior to forwarding the INVITE the I-CSCF shall:

Populate the IMS-Charging-ID in the message body with a new unique value.  See clause 7.6.1 for the format of the IMS-Charging-ID.
When the I-CSCF provides the THIG function for an outgoing INVITE request from the UE, prior to forwarding the INVITE the I-CSCF shall:

Remove the IMS-Charging-ID in the message body. 
-------------------------------------------MGCF----------------------------------------------

5.5.3
Call initiation 

5.5.3.1 
Initial INVITE

5.5.3.1.1
Circuit-switched network-originating case

When the MGCF receives an indication of an incoming call from a circuit-switched network, the MGCF shall: 

-
generate and send  an INVITE request:

· set the Request URI to the “tel” format using an E.164 address;

· Populate the IMS-Charging-ID in the message body with a new unique value.  See clause 7.6.1 for the format of the IMS-Charging-ID.
-
set the Supported header to “100rel” (see draft-ietf-sip-manyfolks-resource [7]).

5.5.3.1.2
Circuit-switched network-terminating case

When the MGCF receives an initial INVITE request, the MGCF shall:

-
send 100 “Trying” response;

-
assuming the “100rel” indicator was received and a matching codec is found,send 183 “Session Progress” response:

-
set the Require header to the value of “100rel”;

-
set the Content-Disposition header to the value of “precondition”;

Editor’s note: must receive Supports header with value of 100rel in the INVITE.

Editor’s note: need text to describe error legs.

-------------------------------------------------AS--------------------------------------------------------

5.7.4
Application Server (AS) performing 3rd party call control

5.7.4.1
General

The AS performing 3rd party call control acts as a B2BUA.  The B2BUA AS will internally map the message headers between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and will not be specified in 3GPP TS 24.229.

The AS, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem. 

5.7.4.2
Call initiation 

5.7.4.2.1 
Initial INVITE

When the AS receives an initial INVITE request, it will contain the AS’s SIP URL in the Request-URI. Before generating a new INVITE back to the S-CSCF, the AS:

· Performs the Application Server specific functions. See 3GPP TS 23.218.

· If successful, generate and send a new INVITE request to the S-CSCF to establish a new dialog. The AS shall look for the presence of the Original-Dialog-ID in the message body of the initial INVITE request and populate the same Original-Dialog-ID in the message body of the new INVITE request. The AS shall also look for the presence of the IMS-Charging-ID in the message body of the initial INVITE request and populate the same IMS-Charging-ID in the message body of the new INVITE request.

7.6 SIP message bodies defined within this specification
7.6.1
IMS-Charging-ID

Editor’s Note: The formal definition of the IMS-Charging-ID for the 3GPP-specific SIP message body needs to be specified here.

The following is an example of how the IMS-Charging-ID may be formulated within the 3GPP-specific SIP message body.

< IMS-Charging-ID >


<value>[globally unique identifier]</value>

</ IMS-Charging-ID > 

The Content-Type header shall be set appropriately to indicate the presence of application specific XML.  The value will depend on whether or not the message body contains one or more parts.
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