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Introduction

Based on the CN1 meeting #SIPadhoc0201 in Phoenix, there is a working assumption of using the REGISTER method (third party registration) to send notification of UE registration from the S-CSCF to an AS.  The contents of the REGISTER were not agreed upon at the drafting session.  Specific text needs to be brought into 3GPP TS 24.229 in support of this working assumption (or alternatives that may meet the needs better).

Discussion
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Figure 1: Registration Notification Flow

The above diagram shows the signalling flow when a UE registers and Application Servers need to receive notification of this activity.  Flow 5 illustrates that either a new REGISTER request or a NOTIFY request (assuming implicit SUBSCRIBE) can be used as the method to provide the notification.

Third Party REGISTER

The following is suggested for use with the new instance of REGISTER sent from S-CSCF to AS.  

        REGISTER Request-URI: Application Server name/address

        To: public user ID of the UE

        From: S-CSCF name/address

        Call-ID: xyz

        Contact: S-CSCF name/address

        Expires: value slightly larger than that of received REGISTER

        Within the message body: private user ID of UE

There is a need include the private user ID (IMSI) in the REGISTER request message body when the destination AS is an IM-SSF.  The IMSI is needed for the Si interface.

For the AS with Sh interface, the HSS may be consulted to retrieve private user ID or implicitly registered public user

ID's.  For AS not supporting the Sh interface, this information may need to be provisioned in the AS.  However, for the case of private user ID (IMSI), it is desirable to always include this information in the REGISTER body to prevent the S-CSCF from distinguishing between types of AS. The private user ID may have other uses as well. 

Alternatively, the HSS filter could indicate which AS need to receive the private user ID, but this is not in the proposal below. For future consideration, the implicitly registered public user ID’s could be included in the REGISTER message body.

The downside to the REGISTER approach is that public user ID is being presented in the To field to multiple entities that are not the Registrar.  Each AS will need to respond with an Expires time of zero to indicate that it is not acting as the Registrar.  The need to include information the message body is not standard use of REGISTER and needs to be specified in 24.229.

The suggested text changes for 24.229 are given below in proposal 1.

NOTIFY with Implicit SUBSCRIBE 

Consideration could still be given to use the NOTIFY method between the S-CSCF and AS for purposes of registration notification.  With the assumption of an implicit SUBSCRIBE, the sequence of events and messaging looks identical to the working assumption using the REGISTER method.  Simply substitute NOTIFY for the third party REGISTER. NOTIFY will need the same kind of information included as the REGISTER.  It has the advantage that 3GPP specifies the message body without any conflicts with standard SIP.  

Simple rules can be defined in 3GPP TS 24.229 to define the matching of the implicit SUBSCRIBE with the NOTIFY messages received at each AS.  The IETF Events draft allows the concept of implicit SUBSCRIBE messages.  The To/From/Call-ID fields that are normally matched between the SUBSCRIBE and NOTIFY could be matched by the AS assuming wildcards for these three fields.  Alternatively, there could be data stored in the HSS at registration time that the S-CSCF uses in the NOTIFY.  The AS could cross-check the To/From/Call-ID fields in the NOTIFY by pulling data from the HSS over the Sh interface.  

The NOTIFY could look something like the following.

        NOTIFY Request-URI: Application Server name/address

        To: public user ID of the UE

        From: S-CSCF name/address

        Call-ID: xyz

        Event: registration-state

        Content-Type: text/xml

        <public user ID 1>

        <public user ID 2>

The same filter criteria from the HSS would trigger sending the NOTIFY instead of REGISTER to an AS.  The message body would reflect an initial/re-registration versus a de-registration.

The suggested text changes for 24.229 are given below in proposal 2.

Proposal 1

Add the text indicated below in yellow to the sub-clauses of [3G TS 24.229]. Initially, this will be part of Annex B. Remove text indicated with the strikethrough. 

5.4
Procedures at the S-CSCF

5.4.1
Registration and authentication

5.4.1.1
Introduction

The S-CSCF shall act as the SIP registrar for all UAs of the IM CN subsystem with public user identities, (see Table A.122/2 and other capabilities in Annex A dependent on that major capability).

The S-CSCF shall support the use of the Path header. The S-CSCF must also support the Require and Proxy-Require headers. The Path header is only applicable to the REGISTER request and its 200-OK response.

The network operator defines minimum and maximum times for each registration. These values are provided within the S-CSCF.

The procedures for notification concerning automatically registered public user identities of a user are described in clause 5.4.2.1.2
5.4.1.2
Initial registration and user-initiated reregistration

When the S-CSCF receives a REGISTER request, the S-CSCF shall verify that the “path” option tag is contained in the Proxy-Require header. If the “path” option tag is present, the S-CSCF shall store the information contained in the Path header so that it can be used for mobile terminated requests. 

Editor’s Note: If the S-CSCF receives a Path header without the “path” option tag in the Proxy-Require header, we have an error condition in the I-CSCF. The I-CSCF behavior for this scenario is FFS.

The S-CSCF shall:

-
check the existence of a Path header in the request;

Editor's note: The action S-CSCF has to take when a Path header is not present in the request is FFS.

-
when a Path header exists in the request, insert its own FQDN, or IP address, in the form of SIP URL at the top of the list found in the Path header saved from the REGISTER request; 

-
construct a list of preloaded Route headers from the list of entries in the Path header. The order in the lists is preserved; 

-
include an expiration time in the 200 OK response, using the values provided within the S-CSCF, according to the local policy of the network;

-
save the list of preloaded Route headers for the entire duration of the registration; 

NOTE 1: 
If this registration is a reregistration, then a list of pre-loaded Route headers will already exist. The new list replaces the old list.

-
bind to each individual public user identity all contact information under which the public user identity has been registered (either manually by means of a REGISTER message or automatically upon the registration of another public user identity);

NOTE 2:
There might be more then one contact information available for one public user identity. 

-
bind to each contact information the respective Path header entries, that were received in the same REGISTER message as that contact information;

-
add its Path header on the top of the received list of Path headers, and returns this list in the 200 OK response;

-
check whether the message contains information indicating that it was received with a valid integrity check by the P-CSCF.

Editor’s Note: The method by which the P-CSCF indicates this is FFS.

-
send a third party REGISTER request to each Application Server that matches the filter criteria from the HSS for the REGISTER event. Each third party REGISTER request will include the following: Request-URI header contains the Application Server name/address, To header contains the public user identity of the UE, From and Contact headers contain the S-CSCF name/address, Expires header set to a value slightly larger than the value received in the REGISTER request, and included within the message body is the private user identity of the UE.
Editor’s Note: The format of the message body for including the private user identity is FFS.
The S-CSCF may require authentication of the user for any REGISTER request, and shall always require authentication for initial registration. The information that a REGISTER has a valid integrity check may be used as part of the decision to authenticate the registration. The S-CSCF shall request authentication by responding to the REGISTER request with a 401 Unauthorized with:

-
the Authorization header containing the authentication challenge parameters (i.e. RAND and AUTN).

5.4.1.3
User-initiated deregistration

When the S-CSCF receives a REGISTER request, it shall verify that the “path” option tag is contained in the Proxy-Require header. If the “path” option tag is present, the S-CSCF shall store the information contained in the Path header so that it can be used for mobile terminated requests. 

Editor’s Note: If the S-CSCF receives a Path header without the “path” option tag in the Proxy-Requre header, we have an error condition in the I-CSCF. The I-CSCF behavior for this scenario is FFS.

When S-CSCF receives a REGISTER request with the Expires header field containing the value zero, the S-CSCF shall: 

-
deregister the subscriber and remove all related stored information;

-
insert its own FQDN or IP address in the form of SIP URL at the top of the list found in the Path header saved from the REGISTER request; 

-
add its Path header on the top of the received list of Path headers, and returns this list in the 200 OK response.

-
send a third party REGISTER request to each Application Server that matches the filter criteria from the HSS for the REGISTER event. Each third party REGISTER request will include the following: Request-URI header contains the Application Server name/address, To header contains the public user identity of the UE, From and Contact headers contain the S-CSCF name/address, Expires header set to a value zero, and included within the message body is the private user identity of the UE.
Editor’s Note: The format of the message body for including the private user identity is FFS.
5.4.1.4
Network-initiated deregistration

When a network-initiated deregistration event occurs for a public user identity, and the UE has subscribed for that event, the S-CSCF shall generate a NOTIFY request in order to inform the UE of the network-initiated deregistration event for that public user identity. The S-CSCF shall set the event header to the name of the event package, which provides information about the registration state of the UE.

When a network-initiated deregistration event occurs for a public user identity, and the P-CSCF has subscribed for registration events for that public user identity, the S-CSCF shall generate a NOTIFY request in order to inform the P-CSCF of the network initiated deregistration event for that public user identity. The S-CSCF shall set the event header to the name of the event package, which provides information about the registration state of the UE.  

If the network-initiated deregistration is for a set of public user identities associated with the subscriber, the NOTIFY shall send the registration state of all public user identities of the subscriber.

Editor’s note: The possible values of the event header are: presence, registration-state, a new subpackage of presence.

Also, send a third party REGISTER request to each Application Server that matches the filter criteria from the HSS for the REGISTER event. Each third party REGISTER request will include the following: Request-URI header contains the Application Server name/address, To header contains the public user identity of the UE, From and Contact headers contain the S-CSCF name/address, Expires header set to a value zero, and included within the message body is the private user identity of the UE.
Editor’s Note: The format of the message body for including the private user identity is FFS.
5.4.1.5
Network-initiated reauthentication

The S-CSCF may request a subscriber to reauthenticate at any time, based on a number of possible operator settable triggers as described in clause 5.4.1.2. This will cause the UE to send a REGISTER request. The S-CSCF shall respond to the REGISTER request by sending a ‘401 Unauthorized’ response containing the authentication challenge parameters (i.e. RAND, AUTN)..

The UE will then respond as defined in clause Error! Bookmark not defined.5.1.2

  
. In the case that the response from the UE contains the correct authentication response, the S-CSCF shall restart any timers/counters/event monitors etc. that trigger reauthentication.

In the case that the authentication response from the UE is incorrect the S-CSCF shall either:

-
attempt a further authentication challenge; or

-
deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions. 

In the case that the response from the UE is incorrect for three consecutive attempts then the S-CSCF shall deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions.

In the case that the S-CSCF determines that no response will be received from the UE (e.g. it may be unreachable due to loss of radio coverage), the S-CSCF shall either:

-
attempt a further authentication challenge; or

-
deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions. 

In the case that there is no response from the UE for three consecutive attempts then the S-CSCF shall deregister the user and terminate any ongoing sessions or all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions.

5.7
Procedures at the Application Server (AS)

NOTE:
This clause defines only the requirements on the application server that relate to SIP. Other requirements are defined in 3GPP TS 23.218 [12].

When a REGISTER request is received, the AS shall:

· perform local actions based on the public user identity from the To field, the S-CSCF address from the Contact field and the private user identity from the message body

· send a 200 response with Expires header set to value of zero (indicating that the AS is not the Registrar)

Editor's note: The format of the message body for the private user identity is FFS.
5.7.1
Application Server (AS) acting as terminating UA, or redirect server

Editor's note: This clause should be structured according to any agreements for the structure for the MGCF.

5.7.2
Application Server (AS) acting as originating UA

Editor's note: This clause should be structured according to any agreements for the structure for the MGCF.

5.7.3
Application Server (AS) acting as a SIP proxy

Editor's note: This clause should be structured according to any agreements for the structure for the BGCF.

5.7.4
Application Server (AS) performing 3rd party call control

5.7.4.1
General

The AS performing 3rd party call control acts as a B2BUA. The B2BUA AS will internally map the message headers between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and will not be specified in 3GPP TS 24.229.

The AS, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem. 

5.7.4.2
Call initiation 

5.7.4.2.1 
Initial INVITE

When the AS receives an initial INVITE request, it will contain the AS’s SIP URL in the Request-URI. Before generating a new INVITE back to the S-CSCF, the AS:

-
performs the Application Server specific functions. See 3GPP TS 23.218 [12];

-
if successful, generate and send a new INVITE request to the S-CSCF to establish a new dialog. The AS shall look for the presence of the Original-Dialog-ID in the message body of the initial INVITE request and populate the same Original-Dialog-ID in the message body of the new INVITE request.

5.7.4.2.2
Subsequent requests

Editor’s Note: subsequent requests can be handled in a generic way. Is there anything needed here?

5.7.4.3
Call release

An Application Server may initiate a call release. See 3GPP TS 23.218 [12] for possible reasons. The BYE request shall be sent simultaneously for both dialogs managed by the B2BUA.

5.7.5.4
Call-related requests

Editor’s Note: call-related requests can be handled in a generic way. Is there anything needed here?

5.7.5.5
Further initial requests

Editor’s Note: call-related requests can be handled in a generic way. Is there anything needed here?

Proposal 2

Add the text indicated below in yellow to the sub-clauses of [3G TS 24.229]. Initially, this will be part of Annex B. Remove text indicated with the strikethrough. 

5.4
Procedures at the S-CSCF

5.4.1
Registration and authentication

5.4.1.1
Introduction

The S-CSCF shall act as the SIP registrar for all UAs of the IM CN subsystem with public user identities, (see Table A.122/2 and other capabilities in Annex A dependent on that major capability).

The S-CSCF shall support the use of the Path header. The S-CSCF must also support the Require and Proxy-Require headers. The Path header is only applicable to the REGISTER request and its 200-OK response.

The network operator defines minimum and maximum times for each registration. These values are provided within the S-CSCF.

The procedures for notification concerning automatically registered public user identities of a user are described in clause 5.4.2.1.2
5.4.1.2
Initial registration and user-initiated reregistration

When the S-CSCF receives a REGISTER request, the S-CSCF shall verify that the “path” option tag is contained in the Proxy-Require header. If the “path” option tag is present, the S-CSCF shall store the information contained in the Path header so that it can be used for mobile terminated requests. 

Editor’s Note: If the S-CSCF receives a Path header without the “path” option tag in the Proxy-Require header, we have an error condition in the I-CSCF. The I-CSCF behavior for this scenario is FFS.

The S-CSCF shall:

-
check the existence of a Path header in the request;

Editor's note: The action S-CSCF has to take when a Path header is not present in the request is FFS.

-
when a Path header exists in the request, insert its own FQDN, or IP address, in the form of SIP URL at the top of the list found in the Path header saved from the REGISTER request; 

-
construct a list of preloaded Route headers from the list of entries in the Path header. The order in the lists is preserved; 

-
include an expiration time in the 200 OK response, using the values provided within the S-CSCF, according to the local policy of the network;

-
save the list of preloaded Route headers for the entire duration of the registration; 

NOTE 1: 
If this registration is a reregistration, then a list of pre-loaded Route headers will already exist. The new list replaces the old list.

-
bind to each individual public user identity all contact information under which the public user identity has been registered (either manually by means of a REGISTER message or automatically upon the registration of another public user identity);

NOTE 2:
There might be more then one contact information available for one public user identity. 

-
bind to each contact information the respective Path header entries, that were received in the same REGISTER message as that contact information;

-
add its Path header on the top of the received list of Path headers, and returns this list in the 200 OK response;

-
check whether the message contains information indicating that it was received with a valid integrity check by the P-CSCF.

Editor’s Note: The method by which the P-CSCF indicates this is FFS.

-
send a NOTIFY request to each Application Server that matches the filter criteria from the HSS for the REGISTER event. Each NOTIFY request will include the following: Request-URI header contains the Application Server name/address, To header contains the public user identity of the UE, From and header contains the S-CSCF name/address, Event header contains registration-event, and included within the message body is the public and private user identities of the UE with indication of registration status.
Editor’s Note: The format of the message body for including the public and private user identities is FFS.
The S-CSCF may require authentication of the user for any REGISTER request, and shall always require authentication for initial registration. The information that a REGISTER has a valid integrity check may be used as part of the decision to authenticate the registration. The S-CSCF shall request authentication by responding to the REGISTER request with a 401 Unauthorized with:

-
the Authorization header containing the authentication challenge parameters (i.e. RAND and AUTN).

5.4.1.3
User-initiated deregistration

When the S-CSCF receives a REGISTER request, it shall verify that the “path” option tag is contained in the Proxy-Require header. If the “path” option tag is present, the S-CSCF shall store the information contained in the Path header so that it can be used for mobile terminated requests. 

Editor’s Note: If the S-CSCF receives a Path header without the “path” option tag in the Proxy-Requre header, we have an error condition in the I-CSCF. The I-CSCF behavior for this scenario is FFS.

When S-CSCF receives a REGISTER request with the Expires header field containing the value zero, the S-CSCF shall: 

-
deregister the subscriber and remove all related stored information;

-
insert its own FQDN or IP address in the form of SIP URL at the top of the list found in the Path header saved from the REGISTER request; 

-
add its Path header on the top of the received list of Path headers, and returns this list in the 200 OK response.

-
send a NOTIFY request to each Application Server that matches the filter criteria from the HSS for the REGISTER event. Each NOTIFY request will include the following: Request-URI header contains the Application Server name/address, To header contains the public user identity of the UE, From and header contains the S-CSCF name/address, Event header contains registration-event, and included within the message body is the public and private user identities of the UE with indication of registration status.
Editor’s Note: The format of the message body for including the public and private user identities is FFS.
5.4.1.4
Network-initiated deregistration

When a network-initiated deregistration event occurs for a public user identity, and the UE has subscribed for that event, the S-CSCF shall generate a NOTIFY request in order to inform the UE of the network-initiated deregistration event for that public user identity. The S-CSCF shall set the event header to the name of the event package, which provides information about the registration state of the UE.

When a network-initiated deregistration event occurs for a public user identity, and the P-CSCF has subscribed for registration events for that public user identity, the S-CSCF shall generate a NOTIFY request in order to inform the P-CSCF of the network initiated deregistration event for that public user identity. The S-CSCF shall set the event header to the name of the event package, which provides information about the registration state of the UE.  

If the network-initiated deregistration is for a set of public user identities associated with the subscriber, the NOTIFY shall send the registration state of all public user identities of the subscriber.

Editor’s note: The possible values of the event header are: presence, registration-state, a new subpackage of presence.

Also, send a NOTIFY request to each Application Server that matches the filter criteria from the HSS for the REGISTER event. Each NOTIFY request will include the following: Request-URI header contains the Application Server name/address, To header contains the public user identity of the UE, From and header contains the S-CSCF name/address, Event header contains registration-event, and included within the message body is the public and private user identities of the UE with indication of registration status.
Editor’s Note: The format of the message body for including the public and private user identities is FFS.
5.4.1.5
Network-initiated reauthentication

The S-CSCF may request a subscriber to reauthenticate at any time, based on a number of possible operator settable triggers as described in clause 5.4.1.2. This will cause the UE to send a REGISTER request. The S-CSCF shall respond to the REGISTER request by sending a ‘401 Unauthorized’ response containing the authentication challenge parameters (i.e. RAND, AUTN)..

The UE will then respond as defined in clause Error! Bookmark not defined.5.1.2

  
. In the case that the response from the UE contains the correct authentication response, the S-CSCF shall restart any timers/counters/event monitors etc. that trigger reauthentication.

In the case that the authentication response from the UE is incorrect the S-CSCF shall either:

-
attempt a further authentication challenge; or

-
deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions. 

In the case that the response from the UE is incorrect for three consecutive attempts then the S-CSCF shall deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions.

In the case that the S-CSCF determines that no response will be received from the UE (e.g. it may be unreachable due to loss of radio coverage), the S-CSCF shall either:

-
attempt a further authentication challenge; or

-
deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions. 

In the case that there is no response from the UE for three consecutive attempts then the S-CSCF shall deregister the user and terminate any ongoing sessions or all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions.

5.7
Procedures at the Application Server (AS)

NOTE:
This clause defines only the requirements on the application server that relate to SIP. Other requirements are defined in 3GPP TS 23.218 [12].

When a NOTIFY request is received with registration-state event package, the AS shall:

· perform local actions based on the S-CSCF address from the From field, and the public and private user identities from the message body

· send a 200 response 

Editor's note: The format of the message body for the public and private user identities is FFS.
5.7.1
Application Server (AS) acting as terminating UA, or redirect server

Editor's note: This clause should be structured according to any agreements for the structure for the MGCF.

5.7.2
Application Server (AS) acting as originating UA

Editor's note: This clause should be structured according to any agreements for the structure for the MGCF.

5.7.3
Application Server (AS) acting as a SIP proxy

Editor's note: This clause should be structured according to any agreements for the structure for the BGCF.

5.7.4
Application Server (AS) performing 3rd party call control

5.7.4.1
General

The AS performing 3rd party call control acts as a B2BUA. The B2BUA AS will internally map the message headers between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and will not be specified in 3GPP TS 24.229.

The AS, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem. 

5.7.4.2
Call initiation 

5.7.4.2.1 
Initial INVITE

When the AS receives an initial INVITE request, it will contain the AS’s SIP URL in the Request-URI. Before generating a new INVITE back to the S-CSCF, the AS:

-
performs the Application Server specific functions. See 3GPP TS 23.218 [12];

-
if successful, generate and send a new INVITE request to the S-CSCF to establish a new dialog. The AS shall look for the presence of the Original-Dialog-ID in the message body of the initial INVITE request and populate the same Original-Dialog-ID in the message body of the new INVITE request.

5.7.4.2.2
Subsequent requests

Editor’s Note: subsequent requests can be handled in a generic way. Is there anything needed here?

5.7.4.3
Call release

An Application Server may initiate a call release. See 3GPP TS 23.218 [12] for possible reasons. The BYE request shall be sent simultaneously for both dialogs managed by the B2BUA.

5.7.5.4
Call-related requests

Editor’s Note: call-related requests can be handled in a generic way. Is there anything needed here?

5.7.5.5
Further initial requests

Editor’s Note: call-related requests can be handled in a generic way. Is there anything needed here?
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