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Introduction

TS 24.229 indicates that a REGISTER request generated by a UE should contain a Require header and a Proxy-Require header with an option-tag of "path". The purpose of this is to provide a warning if the IM CN subsystem should be left due to Routeing errors of the REGISTER request.

If such an error occurs, the first proxy reached that does not support the path extension will generate a REGISTER response containing a 420 Bad Extension status-code.

While such a response could be routed back to the UE, there is little that the UE can do to correct the error, with the exception of where the UE has failed to correctly perform the P-CSCF discovery procedures.

If the P-CSCF has been reached, but the next entity is outside the IM CN subsystem, then this is a P-CSCF error in failing to find an I-CSCF of the home network. This is poor configuration on the part of the P-CSCF. According to IETF procedures, the P-CSCF has the option of reading the Unsupported header in the REGISTER response, or of passing on the response with no knowledge of the contents. It is proposed that that P-CSCF should always read the contents with a view to at least logging an error.

If the I-CSCF has been reached, but the next entity is outside the IM CN subsystem, then this is an I-CSCF/HSS error in failing to route to the appropriate S-CSCF. Here there may well be other alternative S-CSCFs to try based on the algorithm presented to the I-CSCF by the HSS. These should be tried, therefore it is proposed that the I-CSCF should read the contents with a view to performing this alternative attempt, or at least logging an error.

In summary, the entity that made the routeing decision should be required to read the Unsupported header in a response with a status-code of 420.

Proposal

Amend clause 5.2.2 as follows:

5.2.2 
Registration

When the P-CSCF receives a REGISTER request from the UE that pertains to a given public user identity, the P-CSCF shall:

-
insert a Path header in the request. The P-CSCF shall include in the Path header an entry containing the SIP URL identifying the P-CSCF;

-
insert a Require header and a Proxy-Require header both containing the option tag "path"; 

-
determine the I-CSCF of the home network and forward the request to that I-CSCF.

When the P-CSCF receives a 200 OK response to the above REGISTER request, the P-CSCF shall check the value of the Expires header field and/or Expires parameter in the Contact header. When the value of the Expires header field and/or expires parameter in the Contact header is different than zero, then the P-CSCF shall:

1)
remove its SIP URL from the list of Path headers, reverses the order of the list and save the resulting list of Path headers. This list shall be stored during the entire registration period of the respective public user identity. This list shall be used to preload the routeing information into the initial requests originated by the UE. If this registration is a reregistration, the P-CSCF shall replace the already existing Path headers with the new list;

2)
associate the Path header information with the registered public user identity.

3)
remove the list of Path headers and Path option tags from the 200 OK response before forwarding the response to the UE. 

Editor’s Note: The P-CSCF behavior when 3xx or 4xx responses are received is FFS.

Editor’s Note: The text above assumes that public user identities are registered one by one. Public user identity might need to be changed to Service Profile in the case when public user identities can be implicitly registered.  

NOTE:
The P-CSCF will maintain two Route lists. The first Route list - created during the registration procedure - is used only to pre-load the routeing information into the initial INVITE request that originated at the UE. This list is valid during the entire registration of the respective public user identity. The second Route list - constructed from the Record Route headers in the initial INVITE and associated response - is used during the duration of the call. Once the call is terminated, the second Route list is discarded.

When the P-CSCF receives a 420 Bad Extension response to the above REGISTER request, the P-CSCF shall check the value of the Unsupported header field. When the value of the Unsupported header field is path, the P-CSCF shall take OA&M actions to indicate an error, in addition to passing on the 420 response to the UE. In all other cases, the P-CSCF shall proxy the 420 Bad Extension response.
Amend clause 5.3.1 as follows:

5.3.1
Registration procedure

During the registration procedure the I-CSCF shall behave as a stateful proxy.

The use of the Path header shall be supported by the I-CSCF. 

Editor’s Note: If the I-CSCF receives a Path header without the “path” option tag in the Proxy-Require header, we have an error condition in the P-CSCF. The I-CSCF behavior for this scenario is FFS.

When I-CSCF receives a REGISTER request, the I-CSCF shall:

1.
use the result of the Cx-query in order to determine the S-CSCF to which the request is forwarded to; 

2.
determine whether hiding is required or not. 

If hiding is not required, then:

3.
forward the request to the S-CSCF determined in 1.

If hiding is required then:

3.
insert a resolveable identifier, (e.g. name) of the network as the topmost entry in the Path header;

4.
forward the request to the S-CSCF selected in 1; and,
5.
encrypt or tokenize the topmost entry in the Path header when 200 OK is received as a response to the REGISTER
.

Editor's note: The nature of the resolvable identifier in step 3 should be clarified within clause 4.

When the I-CSCF receives a 2xx response to a REGISTER request, the I-CSCF shall proxy the 2xx response to the P-CSCF from where the related REGISTER was received.
When the I-CSCF receives a 420 Bad Extension response to a REGISTER request, and the Unsupported header contains the value path, the I-CSCF shall take OA&M actions to indicate an error. If the algorithm to select the S-CSCF in 1. above enables an alternative S-CSCF to be selected, then the I-CSCF shall repeat steps 1 through 5 to this new S-CSCF. If no alternative S-CSCF can be selected, the I-CSCF shall proxy the 420 Bad Extension response. In all other cases, the I-CSCF the I-CSCF shall proxy the 420 Bad Extension response.
