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1. Introduction

In TS 26.xyz version 1.0.0 owned by WG SA#4, section 7.1 states:

"The bandwidth information of each media type shall be carried in SDP messages in both session and media type level during codec negotiation, session establishment and resource reallocation."

2. Proposal

It is therefore proposed to add the bandwidth parameter at media level to all example SDP payloads found in 24.228 with the following values:

bandwidth for AMR mode-set=0 with maxframes=2 be b1=5.2

bandwidth for AMR mode-set=2 with maxframes=2 be b1=6.4

bandwidth for AMR mode-set=5 with maxframes=2 be b1=8.4

bandwidth for AMR mode-set=7 with maxframes=2 be b1=12.6

All the above parameters correspond to RTP payload size. The size of the IP packet is calculated by adding the IP/UDP/RTP header on top of those numbers. The size of the those headers is approx. 60 bytes (IPheader=40, UPDheader=8, RTPheader=12). With 25 packets per second (maxframes=2) this is a 12kbit/sec overhead. Another 5% traffic is generated by RTCP, so the total required bandwidth becomes:

bandwidth for AMR mode-set=7 with maxframes=2 be b1=25.4 kbit/sec

Assuming H.261 codec is used for the video, the bandwidth ranges are from 40 to 2000 kbit/sec. Taking the minimum, it becomes 40+12(IP/UDP/RTP)+5%(RTCP)=54.6 kbit/sec.

In case more than one mode-set is specified, the highest bandwidth shall be included.

It is also proposed to remove the session level bandwidth information from the call flows as that becomes redundant information and send out an LS to SA4 asking them to remove this requirement from TS 26.xyz version 1.0.0

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

h

t=907165275 0

m=video 3400 RTP/AVP 98 99

b=AS:54.6

a=qos:mandatory sendrecv 

a=rtpmap:98 H261

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 98 99
b=AS:54.6
a=rtpmap:98 H261

a=rtpmap:99:MPV

a=qos:mandatory sendrecv 

m=audio 3456 RTP/AVP 97 96 0 15

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

m=audio 3458 RTP/AVP 97 96 0 15

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

The following changes are proposed to be made to the call flows in 24.228:

{}
{}
{b=AS:64} 
{}   {ALL}
The following changes are proposed to be made to the call flows in section 7.2.2-1:

7.2.2.1
(MO#1a) Mobile origination, roaming (S-S#1a, MT#1a assumed)

Figure 7.2.2.1-1 shows an origination procedure which applies to roaming subscribers when the home network operator does not desire to keep its internal configuration hidden from the visited network. The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure. During registration, the home network allocates a S-CSCF. The home network provides the S-CSCF name/address as the entry point from the visited network. 

When registration is complete, P-CSCF knows the name/address of the S-CSCF.
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Figure 7.2.2.1-1 MO#1a

Procedure MO#1a is as follows: 

1.
INVITE (UE to P-CSCF) – see example in Table 7.2.2.1-1


UE#1 determines the complete set of codecs that it is capable of supporting for this session. It builds a SDP containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows may be offered, and for each media flow (m= line in SDP), there may be multiple codec choices offered.


For this example, assume UE#1 is capable of sending two simultaneous video streams, either H261 or MPV format, and two simultaneous audio streams, either AMR, G726-32, PCMU, or G728.


UE sends the INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multimedia session.

Editor’s Note:  Need to insure the codec negotiation procedures are compatible with the procedures brought into release 4 for CS domain services (BICC).

Table 7.2.2.1-1: INVITE (UE to P-CSCF)

INVITE sip:+1-212-555-2222@home1.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 98 99
b=AS:54.6
a=qos:mandatory sendrecv 

a=rtpmap:98 H261

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 98 99
b=AS:54.6
a=rtpmap:98 H261

a=rtpmap:99:MPV

a=qos:mandatory sendrecv 

m=audio 3456 RTP/AVP 97 96 0 15
b=AS:25.4
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

m=audio 3458 RTP/AVP 97 96 0 15
b=AS:25.4
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

Request-URI: 
contains the keyed number from the user. This is specified by the UE as sip:<keyed number>@home1.net. This is in accordance to standard IETF procedures for specifying dialled digits.

Via: 
contains the IP address or FQDN of the originating UE.

Remote-Party-ID: contains the public user identity. The Display name is optional.

From:, To:, Call-ID: follow the recommendations of draft-ietf-sip-privacy-01, even though anonymity is not being requested for this session.

Cseq: 
is a random starting number.

Contact: 
is the SIP URL that contains the IP address or FQDN of the originating UE.

SDP
The SDP contains a set of codecs supported by UE#1 and desired by the user at UE#1 for this session.

Upon receiving the INVITE, the P-CSCF stores the following information about this session, for use in possible error recovery actions – see example in table 7.2.2.1-1b:

Table 7.2.2.1-1b: Storage of information at P-CSCF

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

CSeq: 127 INVITE

Contact(local): sip:[5555::aaa:bbb:ccc:ddd]

2.
100 Trying (P-CSCF to UE) – see example in Table 7.2.2.1-2


P-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 7.2.2.1-2: 100 Trying (P-CSCF to UE)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

3.
INVITE (P-CSCF to S-CSCF) – see example in Table 7.2.2.1-3

P-CSCF remembers (from the registration procedure) the request routing for this UE. This becomes  the Request-URI in the request. This next hop is the S-CSCF within the home network of UE#1.


P-CSCF adds itself to the Record-Route header and Via header.


P-CSCF#1 examines the media parameters, and removes any choices that the network operator decides based on local policy, not to allow on the network.


For this example, assume the network operator disallows H261 video encoding.


The INVITE request is forwarded to the S-CSCF.

Table 7.2.2.1-3: INVITE (P-CSCF to S-CSCF)

INVITE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf1.visited1.net 

Route: sip:+1-212-555-2222@home2.net;user=phone

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 99
b=AS:54.6
a=qos:mandatory sendrecv 
a=rtpmap:99:MPV

m=video 3402 RTP/AVP 99
b=AS:54.6
a=qos:mandatory sendrecv

a=rtpmap:99:MPV 

m=audio 3456 RTP/AVP 97 96 0 15
b=AS:25.4
a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 3458 RTP/AVP 97 96 0 15
b=AS:25.4
a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

Request-URI: 
is the first component in the remembered Path header from Registration.

Route: 
contains the remaining elements from the Path header from Registration, with the initial Request-URI (received from the UE) appended as the final component.

SDP
The SDP contains the restricted set of codecs allowed by the network operator. The “m=” lines for the video media streams no longer list code 98 (H261).

Upon receiving the INVITE, the S-CSCF stores the following information about this session, for use in possible error recovery actions – see example in table 7.2.2.1-3b:

Table 7.2.2.1-3b: Storage of information at S-CSCF

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

CSeq: 127 INVITE

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net

4.
100 Trying (S-CSCF to P-CSCF) – see example in Table 7.2.2.1-4

S-CSCF responds to the INVITE request (3) with a 100 Trying provisional response.

Table 7.2.2.1-4: 100 Trying (S-CSCF to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

5.
Service Control

S-CSCF validates the service profile, and performs any origination service control required for this subscriber.


S-CSCF#1 examines the media parameters, and removes any choices that the subscriber does not have authority to request.


For this example, assume the subscriber is not allowed video.

6.
INVITE (MO#1 to S-S) – see example in Table 7.2.2.1-6

S-CSCF forwards the INVITE request, as specified by the S-CSCF to S-CSCF procedures.

Editor’s Note: Need for additional headers to transport e.g. Billing-Correlation-Identifier is FFS.

Table 7.2.2.1-6: INVITE request (MO#1a to S-S)

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:332b23.1@scscf1.home1.net, sip:pcscf1.visited1.net

Supported: 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: (...)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

a=qos:mandatory sendrecv 

a=rtpmap:99:MPV

m=video 0 RTP/AVP 99

a=qos:mandatory sendrecv

a=rtpmap:99:MPV 

m=audio 3456 RTP/AVP 97 96 0 15
b=AS:25.4
a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 3458 RTP/AVP 97 96 0 15
b=AS:25.4
a=qos:mandatory sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

SDP
The SDP contains the restricted set of codecs allowed by the network operator. The “m=” lines for the video media streams show a port number zero, which removes them from the negotiation.

Request-URI: 
In the case where the Route header of the incoming INVITE request to S-CSCF contains a TEL-URL [5], it has to be translated to a globally routable SIP-URL before applying it as Request-URI of the outgoing INVITE request. For this address translation the S-CSCF shall use the services of an ENUM-DNS protocol according to RFC 2916 [6], or any other suitable translation database. Database aspects of ENUM are outside the scope of this specification.

7.
100 Trying (S-S to MO#1a) – see example in Table 7.2.2.1-7 (related to 7.2.2.1-6)

S-CSCF receives a 100 Trying provisional response, as specified by the S-CSCF to S-CSCF procedures.

Table 7.2.2.1-7: 100 Trying (S-S to MO#1a)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

8.
183 Session Progress (S-S to MO#1a) – see example in Table 7.2.2.1-8 (related to 7.2.2.1-6)

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response (to 6), per the S-CSCF to S-CSCF procedures.

Table 7.2.2.1-8: 183 Session Progress (S-S to MO#1a)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:361k21.1@pcscf2.visited2.net, sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net, sip:240f34.1@pcscf1.visited1.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes

Anonymity: Off

Require: 100rel

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c=IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 6544 RTP/AVP 97 96
b=AS:25.4
a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv confirm

m=audio 0 RTP/AVP 97 96 0 15

9.
183 Session Progress (S-CSCF to P-CSCF) – see example in Table 7.2.2.1-9

S-CSCF forwards the 183 Session Progress response to P-CSCF.

Table 7.2.2.1-9: 183 Session Progress (S-SCSF to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

Remote-Party-ID: 

Anonymity: 

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=
b=

a=

a=

a=

a=

m=

Upon receiving the 183 Session Progress, the P-CCSF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the information for this session is – see example in table 7.2.2.1-9b:

Table 7.2.2.1-9b: Storage of information at P-CSCF

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

CSeq: 127 INVITE

Contact(local): sip:[5555::aaa:bbb:ccc:ddd]

Route: sip:332b23.1@scscf1.home1.net, sip:764z87.1@scscf2.home2.net, pcscf2.visited2.net

10.
Authorize QoS Resources

P-CSCF authorizes the resources necessary for this session.

11.
183 Session Progress (P-CSCF to UE) – see example in Table 7.2.2.1-11

P-CSCF forwards the 183 Session Progress response to the originating endpoint.

Table 7.2.2.1-11: 183 Session Progress (P-CSCF to UE)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Media-Authorization: 0020000100100101706366312e78797a2e6e6574000c02013942563330373200

Remote-Party-ID: 

Anonymity:

Require: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=
b=

a=

a=

a=

a=

m=


P-CSCF removes the Record-Route and Via headers, calculates the proper Route header to add to future requests, and saves that information without passing it to the UE. The saved value of the Route header is:

Route: sip:332b23.1@scscf1.home1.net, sip:764z87.1@scscf2.home2.net,



sip:pcscf2.visited2.net

Media-Authorization: a P-CSCF generated authorization token. This particular example shows a Policy-Element generated by “pcf1.xyz.net” with credentials “9BV3072”. “00” at the end of the authorization token is required to pad to a multiple of 4 bytes.

12.
PRACK (UE to P-CSCF) – see example in Table 7.2.2.1-12

UE#1 determines which media flows should be used for this session, and which codecs should be used for each of those media flows. If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE#1 must include an SDP in the PRACK message sent to UE#2.


For this example, assume UE#1 chooses AMR as the codec to use for the single audio stream.


UE includes this information in the PRACK request to P-CSCF.

Editor’s Note: The use of three-message codec negotiation (one round-trip to determine common capabilities, then originator picks the ones to use) is allowed by RFC2543, but will apparently not be supported by 2543bis. This inconsistency needs to be resolved.

Table 7.2.2.1-12: PRACK (UE to P-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 128 PRACK

Rack: 9021 127 INVITE

Content-Type: application/sdp 
Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97
b=AS:25.4
a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv

m=audio 0 RTP/AVP 97 96 0 15

Request-URI: 
takes the value of the Contact header of the received 183 Session Progress response.

Via: 
takes the value of either the IP address of FQDN of the originating UE.

From:, To:, Call-ID: copied from the 183 Session Progress response so that they include any tag parameter.

Cseq: 
takes a higher value than that in the previous request.


The final selection of the media stream from the set of those supported by the terminating endpoint, given in the received 183 Session Progress response (14), is made by the originating UE and included in the SDP.

13.
PRACK (P-CSCF to S-CSCF) – see example in Table 7.2.2.1-13

P-CSCF adds the Route header corresponding to the session. 


P-CSCF forwards the PRACK request to S-CSCF.

Table 7.2.2.1-13: PRACK (P-CSCF to S-CSCF)

PRACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:764z87.1@scscf2.home2.net, sip:361k21.1@pcscf2.visited2.net,sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Rack: 

Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=
b=
a=

a=

a=

m=

Request-URI: 
taken from the first component of the saved Route header.

Route: 
saved from the 183 Session Progress response (with first element moved to Request-URI) with the initial Request-URI (received from the UE) appended as the final component.

14.
PRACK (MO#1a to S-S) – see example in Table 7.2.2.1-14

S-CSCF forwards the PRACK request to the terminating endpoint, as per the S-CSCF to S-CSCF procedure.

Table 7.2.2.1-14: PRACK (MO#1a to S-S)

PRACK sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:361k21.1@pcscf2.visited2.net,sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Rack: 

Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=
b=
a=

a=

a=

m=

Request-URI: 
the first component of the Route header. This will vary according to which S-CSCF to S-CSCF signalling flow is used.

15.
200 OK (S-S to MO#1a) – see example in Table 7.2.2.1-15 (related to 7.2.2.1-14)

The destination endpoint responds to the PRACK request (14) with a 200 OK response, per the S-CSCF to S-CSCF procedures.

Table 7.2.2.1-15: 200 OK (S-S to MO#1a)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

16.
200 OK (S-CSCF to P-CSCF) – see example in Table 7.2.2.1-16

S-CSCF forwards the 200 OK response to P-CSCF.

Table 7.2.2.1-16: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

17.
200 OK (P-CSCF to UE) – see example in Table 7.2.2.1-17

P-CSCF forwards the 200 OK response to UE.

Table 7.2.2.1-17: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

18.
Resource Reservation

After determining the final media streams in step #11, UE initiates the reservation procedures for the resources needed for this session.

19.
COMET (UE to P-CSCF) – see example in Table 7.2.2.1-19

When the resource reservation is completed, UE sends the COMET request to the terminating endpoint, via the signalling path established by the INVITE request. The request is sent first to P-CSCF.

Table 7.2.2.1-19: COMET (UE to P-CSCF)

COMET sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 129 COMET

Content-Type: application/sdp 
Content-Length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97
b=AS:25.4
a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:success sendonly

m=audio 0 RTP/AVP 97 96 0 15

Request-URI: 
takes the value of the Contact header of the received 183 Session Progress response.

Via: 
takes the value of either the IP address or FQDN of the originating UE.

From:, To:, Call-ID: copied from the 183 Session Progress response so that they include any tag parameters.

Cseq: 
takes a higher value than that in the previous request.

The SDP indicates that the resource reservation was successful.

20.
COMET (P-CSCF to S-CSCF) – see example in Table 7.2.2.1-20

P-CSCF adds the Route header corresponding to the session.


P-CSCF forwards the COMET request to S-CSCF.

Table 7.2.2.1-20: COMET (P-CSCF to S-CSCF)

COMET sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:764z87.1@scscf2.home2.net, sip:361k21.1@pcscf2.visited2.net,sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=
b=
a=

a=

a=

m=

Request-URI: 
taken from the first component of the saved Route header.

Route: 
saved from the 183 Session Progress response (with first element moved to Request-URI) with the initial Request-URI (received from the UE) appended as the final component.

21.
COMET (MO#1a to S-S) – see example in Table 7.2.2.1-21

S-CSCF forwards the COMET request to the terminating endpoint, as per the S-CSCF to S-CSCF procedure. 

Table 7.2.2.1-21: COMET (MO#1a to S-S)

COMET sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: pcscf2.visited2.net,sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=
b=
a=

a=

a=

m=

Request-URI: 
the first component of the Route header. This will vary according to which S-CSCF to S-CSCF signalling flow is used.

22.
200 OK (S-S to MO#1a) – see example in Table 7.2.2.1-22 (related to 7.2.2.1-21)

The destination endpoint responds to the COMET request (21) with a 200 OK, per the S-CSCF to S-CSCF procedures.

Table 7.2.2.1-22: 200 OK (S-S to MO#1a)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

23.
200 OK (S-CSCF to P-CSCF) – see example in Table 7.2.2.1-23

S-CSCF forwards the 200 OK response to P-CSCF.

Table 7.2.2.1-23: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

24.
200 OK (P-CSCF to UE) – see example in Table 7.2.2.1-24

P-CSCF forwards the 200 OK response to UE.

Table 7.2.2.1-24: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

25.
180 Ringing (S-S to MO#1a) – see example in Table 7.2.2.1-25 (related to 7.2.2.1-6)

The called UE may optionally perform alerting. If so, it signals this to the calling party by a 180 Ringing provisional response to (6). This response is sent to S-CSCF per the S-CSCF to S-CSCF procedure.

Table 7.2.2.1-25: 180 Ringing (S-S to MO#1a)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:361k21.1@pcscf2.visited2.net, sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net, sip:240f34.1@pcscf1.visited1.net

Require: 100rel

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159 

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

RSeq: 9022

Content-Length: 0

26.
Service Control


The S-CSCF validates the service profile and performs any service control required for this subscriber

27.
180 Ringing (S-CSCF to P-CSCF) – see example in Table 7.2.2.1-27

S-CSCF forwards the 180 Ringing response to P-CSCF.

Table 7.2.2.1-27: 180 Ringing (S-CSCF to P-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Length: 

28.
180 Ringing (P-CSCF to UE) – see example in Table 7.1.1-28

P-CSCF removes the Record-Route headers. 


P-CSCF forwards the 180 Ringing response to UE.

Table 7.2.2.1-28: 180 Ringing (P-CSCF to UE)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Require: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Length: 

Editor’s Note: Additional QoS interactions to handle one-way media at this point (e.g. for PSTN ringback and announcements) is for further study.

29.
PRACK (UE to P-CSCF) – see example in Table 7.2.2.1-29


UE indicates to the originating subscriber that the destination is ringing. It responds to the 180 Ringing provisional response (28) with a PRACK request.

Table 7.2.2.1-29: PRACK (UE to P-CSCF)

PRACK sip:[5555::eee:fff:aaa:bbb]SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 130 PRACK

Rack: 9022 127 INVITE

Content-Length: 0
Request-URI: 
takes the value of the Contact header of the 180 Ringing response.

Via: 
takes the value of either the IP address or FQDN of the UE.

From:, To:, Call-ID: copied from the 180 Ringing response so that they include any revised tag parameters.

Cseq: 
takes a higher value than in the previous request.

30.
PRACK (P-CSCF to S-CSCF) – see example in Table 7.2.2.1-30

P-CSCF adds the Route header corresponding to the session.


P-CSCF forwards the PRACK request to S-CSCF.

Table 7.2.2.1-30: PRACK (P-CSCF to S-CSCF)

PRACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:764z87.1@scscf2.home2.net, sip:361k21.1@pcscf2.visited2.net,sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Rack: 

Content-Length: 
31.
PRACK (MO#1a to S-S) – see example in Table 7.2.2.1-31

S-CSCF forwards the PRACK request to the terminating endpoint, as per the S-CSCF to S-CSCF procedure. 

Table 7.2.2.1-31: PRACK (MO#1a to S-S)

PRACK sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:361k21.1@pcscf2.visited2.net,sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Rack: 

Content-Length: 
32.
200 OK (S-S to MO#1a) – see example in Table 7.2.2.1-32 (related to 7.2.2.1-31)


The destination endpoint responds to the PRACK request (31) with a 200 OK response.

Table 7.2.2.1-32: 200 OK (S-S to MO#1a)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

33.
200 OK (S-CSCF to P-CSCF) – see example in Table 7.2.2.1-33


S-CSCF forwards the 200 OK response to P-CSCF.

Table 7.2.2.1-33: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

34.
200 OK (P-CSCF to UE) – see example in Table 7.2.2.1-34


P-CSCF forwards the 200 OK response to UE.

Table 7.2.2.1-34: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 

35.
200 OK (S-S to MO#1a) – see example in Table 7.2.2.1-35 (related to 7.2.2.1-6)

When the called party answers, the terminating endpoint sends a 200 OK final response to the INVITE request (6), as specified by the termination procedures and the S-CSCF to S-CSCF procedures, to S-CSCF.

Table 7.2.2.1-35: 200 OK (S-S to MO#1a)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:361k21.1@pcscf2.visited2.net, sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net, sip:240f34.1@pcscf1.visited1.net, 

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159 

Call-ID: 

CSeq: 127 INVITE

Contact: sip:[5555::eee:fff:aaa:bbb]

Content-Type: application/sdp

Content-Length: (...)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c=IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 6544 RTP/AVP 97
b=AS:25.4
a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:success sendrecv
m=audio 0 RTP/AVP 97 96 0 15

Upon receiving the 200 OK, the S-CCSF stores the following information about this session, for use in providing enhanced services or in possible error recovery actions – see example in Table 7.2.2.1-35b:

Table 7.2.2.1-35b: Storage of information at S-CSCF

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159 sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

CSeq(2dest): 127 INVITE

CSeq(2orig): none

Route(2dest): sip:scscf2.home1.net,sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home1.net

Route(2orig): sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net

36.
Service Control


S-CSCF performs whatever service control is appropriate for the completed session

37.
200 OK (S-CSCF to P-CSCF) – see example in Table 7.2.2.1-37

S-CSCF sends a 200 OK final response along the signalling path back to P-CSCF.

Table 7.2.2.1-37: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Types: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=
b=
a=

a=

a=

m=

38.
Approval of QoS Commit

The P-CSCF approves the commitment of the QoS resources

39.
200 OK (P-CSCF to UE) – see example in Table 7.2.2.1-39

P-CSCF indicates the resources reserved for this session should now be committed, and forwards the 200 OK final response to the session originator. UE can start the media flow(s) for this session.

Table 7.2.2.1-39: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Types: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=
b=
a=

a=

a=

m=

P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 

40.
ACK (UE to P-CSCF) – see example in Table 7.2.2.1-40

UE starts the media flow for this session, and responds to the 200 OK (37) with an ACK request sent to P-CSCF.

Table 7.2.2.1-40: ACK (UE to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 127 ACK

Content-Length: 0
Cseq: 
is required to be the same value as Cseq contained in original INVITE request [3]

41.
ACK (P-CSCF to S-CSCF) – see example in Table 7.2.2.1-41

P-CSCF forwards the ACK request to S-CSCF.

Table 7.2.2.1-41: ACK (P-CSCF to S-CSCF)

ACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:764z87.1@scscf2.home2.net, sip:361k21.1@pcscf2.visited2.net, sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
Request-URI: 
the first component of the saved Route header.

Route:
saved from the 200 OK response (with first element moved to Request-URI) with the initial Request-URI (received from the UE) appended as the final component.

42.
ACK (MO#1a to S-S) – see example in Table 7.2.2.1-42


S-CSCF forwards the ACK request to the terminating endpoint, per the S-CSCF to S-CSCF procedure. 

Table 7.2.2.1-42: ACK (MO#1a to S-S)

ACK sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:361k21.1@pcscf2.visited2.net, sip:[5555::eee:fff:aaa:bbb]

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
_1074017641.vsd

