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1. Introduction

This contribution is a follow-up contribution of N1-011754. It is proposed to make the following changes to the subclause 11.2.1.

2. Proposal

11.2.1 General

The P-CSCF shall support use the Path header. 

NOTE: The Path header is only applicable to the REGISTER request and its 200 OK response. 

11.2.2 
Registration




When the P-CSCF receives a REGISTER request from the UE that pertains to a given public user identity, the P-CSCF shall:

-
insert a Path header in the request. The P-CSCF shall include in the Path header an entry containing the SIP URL identifying the P-CSCF.
· insert a Require header and a Proxy-Require header both containing the option tag "path".
· determine the I-CSCF of the home network and forward the request to that I-CSCF.

When the P-CSCF receives a 200 OK response to the above REGISTER request, the P-CSCF shall check the value of the Expires header field and/or Expires parameter in the Contact: header. When the value of the Expires header field and/or expires parameter in the Contact: header is different than zero, then the P-CSCF shall:
1. remove its SIP URL from the list of Path headers, reverse the order of the list and save the resulting list of Path headers. This list shall be stored during the entire registration period of the respective public user identity. This list shall be used to preload the routeing information into the initial requests originated by the UE. If this registration is a reregistration, the P-CSCF shall replace the already existing Path headers with the new list.
2. 
associate the Path header information with the registered public user identity; and
3. remove the list of Path headers and Path option tags from the 200 OK response before forwarding the response to the UE. 


Editor’s Note: The P-CSCF behavior when 3xx or 4xx responses are received is FFS.
Editor’s Note: The text above assumes that public identities are registered one by one. Public ID might need to be changed to Service Profile in the case when public identities can be implicitly registered.  


NOTE:
The P-CSCF will maintain two Route lists. The first Route list - created during the registration procedure - is used only to pre-load the routeing information into the initial INVITE request that originated at the UE. This list is valid during the entire registration of the respective public identity. The second Route list - constructed from the Record-Route headers in the initial INVITE and associated response - is used during the duration of the call. Once the call is terminated, the second Route list is discarded.




11.2.3 
Deregistration


11.2.3.1
User-initiated deregistration


When the P-CSCF receives a 200 OK response to a REGISTER request (sent according to clause 11.2.2), it shall check the value of the Expires header field and/or expires parameter in the Contact: header field. When the value of the Expires header field or expires parameter equals zero, then the P-CSCF shall remove the public user identity found in the To: header field from the registered public user identities list and all related stored information.
NOTE: There is no requirement to distinguish a REGISTER request relating to a registration from that relation to a deregistration. For administration reasons the P-CSCF may distinguish such requests, however this has no impact on the SIP procedures.
11.2.3.2Network-initiated deregistration
If the P-CSCF has subscribed for the event providing registration state information of a certain public identity and an incoming NOTIFY request addressed to P-CSCF arrives containing information about network-initiated deregistration, then the P-CSCF shall remove the deregistered public identity from the registered public identities list and all related stored information.
ALL SUBSEQUENT SECTIONS SHALL BE RENUMBERED.
