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There has been discussion of N1-011754 and its predecessors in previous meetings.

We have redrafted the material of clause 11.2.1 taking account of the discussions that have taken place, and believe that the following text represents a more appropriate update of the existing text.

This contribution also incorporates changes that are also proposed in N1-011790 points 4 and 5.

11.2.1
General

The P-CSCF shall support use of the Path header. The P-CSCF shall also support the Require and Proxy-Require headers. The Path header is only applicable to the REGISTER request and its 200 OK response. 
Editor's note: The Path header will also need to appear in the response containing the authentication challenge, which is currently not planned to be a 200 OK response.
11.2.2 
Registration



When the P-CSCF receives a REGISTER request from the UE that pertains to a given public user identity, the P-CSCF shall check the value of the Expires header field and expires parameter in the Contact header. When the value of either Expires header field or the expires parameter in the Contact header is different than zero, then the P-CSCF shall:

-
insert the Path header in the request. The P-CSCF shall include in the Path header an entry containing the SIP URL identifying of the P-CSCF;
-
insert a Require header containing the option tag "path" and a Proxy-Require header containing the option tag "path";
-
determine the I-CSCF of the home network and forward the REGISTER request to that I-CSCF.

Prior to forwarding the REGISTRATION request, the P-CSCF needs to determine the transport protocol, port number and IP address of the I-CSCF in the home network.

The IP address of the I-CSCF will be obtained from the maddr parameter in the Request-URI, if specified. Otherwise the host parameter in the Request-URI will be used to obtain the IP address of the I-CSCF in the home network. If the maddr or the host parameter in the Request-URI specifies a domain name then the P-CSCF queries the DNS as specified in section 1.4.2 of draft-ietf-sip-rfc2543bis [1]. 

Editor's Note: The case when the maddr or the host parameter in the Request-URI of the REGISTRATION request specifies a numeric IP address is FFS.

When the P-CSCF receives a 200 OK response to the above REGISTER request, the P-CSCF shall:
1)
remove its SIP URL from the list of Path headers, reverse the order of the list and save the resulting list of Path headers. This list will be valid during the entire registration period of the respective public user identity. The list will be used to preload routeing information into the initial INVITE request originated by the UE. If this registration is a reregistration, then a list of saved Path headers already exists. The P-CSCF shall replace the list with the new list;
2)
associate the Path header information with the registered public user identity; and
3)
remove the list of Path headers and Path option tags from the 200 OK response before forwarding the response to the UE. 



Editor’s Note: The P-CSCF behavior when 3xx or 4xx responses are received is FFS.


NOTE:
The P-CSCF will maintain two Route lists. The first Route list - created during the registration procedure - is used only to pre-load the routeing information into the initial INVITE request that originated at the UE. This list is valid during the entire registration of the respective public user identity. The second Route list - constructed from the Record Route headers in the initial INVITE and associated response - is used during the duration of the call. Once the call is terminated, the second Route list is discarded.





11.2.3 
Deregistration

Editor’s Note: Procedures for this need to be described in order to delete the information stored for the registered user at the P-CSCF.

11.2.3.1
User-initiated deregistration

Editor’s Note: If 200 OK expires = 0 then delete stored information (e.g. Path Header)

When the P-CSCF receives a REGISTER request from the UE that pertains to a given public user identity, the P-CSCF shall check the value of the Expires header field and expires parameter in the Contact header. When the value of either Expires header field or the expires parameter in the Contact header is equal to zero, then the P-CSCF shall:

-
insert the Path header in the request. The P-CSCF shall include in the Path header an entry containing the SIP URL identifying of the P-CSCF;

-
insert a Require header containing the option tag "path" and a Proxy-Require header containing the option tag "path";

-
determine the I-CSCF of the home network and forward the REGISTER request to that I-CSCF.

Prior to forwarding the REGISTRATION request, the P-CSCF needs to determine the transport protocol, port number and IP address of the I-CSCF in the home network.

The IP address of the I-CSCF will be obtained from the maddr parameter in the Request-URI, if specified. Otherwise the host parameter in the Request-URI will be used to obtain the IP address of the I-CSCF in the home network. If the maddr or the host parameter in the Request-URI specifies a domain name then the P-CSCF queries the DNS as specified in section 1.4.2 of draft-ietf-sip-rfc2543bis [1]. 

Editor's Note: The case when the maddr or the host parameter in the Request-URI of the REGISTRATION request specifies a numeric IP address is FFS.

When the P-CSCF receives a 200 OK response to the above REGISTER request,  the P-CSCF shall:

-
remove the public user identity found in the To header field from the registered public user identities list and all related stored information.

11.2.3.2
Network-initiated deregistration

11.2.4
Subscription and notification

Editors Note: Further discussion is needed if the P-CSCF “looks into” the NOTIFY messages sent to the UE or subscribes itself.

11.2.4.1
Handling of SUBSCRIBE originated by the UE

<Text not amended by this contribution>

11.2.4.2
Handling of SUBSCRIBE destined to the UE

<Text not amended by this contribution>

11.2.4.3
Handling of NOTIFY destined to the UE

<Text not amended by this contribution>

11.2.4.4
Handling of NOTIFY originated by the UE

<Text not amended by this contribution>

