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Introduction

There is an issue of associating dialogs (call legs) at the S-CSCF when the AS is a Back to Back User Agent (B2BUA) performing third party call control (3pcc). 

Discussion

When the S-CSCF receives an initial INVITE request, it queries the HSS to retrieve profile data that includes a list of Application Servers (AS) to contact.  When the S-CSCF sends an initial INVITE to an AS that is a B2BUA performing third party call control, the AS becomes an endpoint (UA) in the dialog.  Assuming a successful operation, the AS starts a new dialog and maintains an association with the just received INVITE.  The AS sends a new INVITE request to the S-CSCF, which may have new Call-ID, To and/or From headers.  When the S-CSCF receives the new INVITE request, it will not be able to associate it with the previous INVITE request unless some additional information is provided.  The S-CSCF will need to use this information to keep track of which AS have received the INVITE request and which AS still need to be passed the INVITE request. After all AS have been notified, then the INVITE request needs to be sent on towards the appropriate destination.

Since the S-CSCF is aware of the Dialog ID from the initial INVITE request, any subsequent INVITE requests can include a reference to the same Dialog ID to correlate it with the initial INVITE request.  The initial Dialog ID consists of the Call-ID, remote address [To header] and local address [From header].  Including all three components ensures a unique identifier for the correlation.  However, no SIP header currently exists to populate a copy of these three fields.

One alternative would be to define a new “Session-ID” or “Original-Dialog-ID” header as a standard SIP header or a 3GPP specific extension.  As an example, this may look like the following:

Original-Dialog-ID: Call-ID=123456@foobar.com; To=you@yourhost; From=me@myhost

Another alternative is to take the existing “In-Reply-To” header, which holds a Call-ID value, and add a 3GPP extension to include the original “To” and “From” headers from the initial INVITE request.  This could possibly be done with new parameters such as “Original-To” and “Original-From”.  As an example, this may look like the following:

In-Reply-To: 123456@foobar.com; Original-To=you@yourhost; Original-From=me@myhost

Using either alternative, the S-CSCF would use the new Dialog ID header in the internal decision to determine the next hop in the path.   Both the S-CSCF and AS would propagate this new Dialog ID header in each subsequent INVITE until the S-CSCF determined that all appropriate ASes had been contacted.  When sending the INVITE to the UAS, the new Dialog ID header would not be included.  Thus, neither the originating UE (UAC) nor the terminating UE (UAS) would see the new Dialog ID header.  

For the In-Reply-To alternative, since the Original-To and Original-From parameters would be specific to the 3GPP network elements, they would not be present in a UE generated In-Reply-To header.  As such, the presence of the parameters would be sufficient for the S-CSCF to distinguish between 3GPP network element generated In-Reply-To and UE generated In-Reply-To.
The figure and text below illustrates the “In-Reply-To” alternative for a call flow with 2 dialogs (identified with Call-ID [a] and Call-ID [b]).
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Figure 1: AS in B2BUA role

1. The initial INVITE contains the following headers:

INVITE sip:+1-212-555-2222@home1.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: ab1239c09773242f34324e 

Cseq: 127 INVITE 

2. The INVITE from P-CSCF to S-CSCF contains the following headers:

INVITE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net; branch=abc123xyz, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip: pcscf1.visited1.net 

Route: sip:+1-212-555-2222@home2.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: ab1239c09773242f34324e

Cseq: 127 INVITE 

3. The INVITE from S-CSCF to AS contains the following headers:

INVITE sip:as@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net; branch=def456uvw, SIP/2.0/UDP pcscf1.visited1.net; branch=abc123xyz, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf1.home1.net, sip: pcscf1.visited1.net 

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: ab1239c09773242f34324e

Cseq: 127 INVITE 

4. The AS performs the appropriate service control logic.

5. The INVITE from AS back to S-CSCF contains the following headers:

INVITE sip:scscf1@home1.net SIP/2.0

Via: SIP/2.0/UDP as.home1.net

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: 949d980a75c76677f11

Cseq: 127 INVITE 

In-Reply-To: ab1239c09773242f34324e; Original-To=(sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost); Original-From=(“Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828)

6. The INVITE from S-CSCF to the next destination contains the following headers:

INVITE sip:next@somewhere.net SIP/2.0

Via: SIP/2.0/UDP scscf.home1.net; branch=ghi789rst, SIP/2.0/UDP as.home1.net

Record-Route: sip:scscf1.home1.net, sip: as.home1.net

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: 949d980a75c76677f11

Cseq: 127 INVITE 

In-Reply-To: ab1239c09773242f34324e; Original-To=(sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost); Original-From=(“Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828)

Proposal

Add the text indicated below, which is underscored and in blue, to the sub-clauses within 11.4.3 (Procedures for S-CSCF) of [3G TS 24.229].

11.4.3
Call initiation 

11.4.3.1 
Initial INVITE

Editor's Note: An issue that needs to be resolved before making this section normative is how the standard SIP behavior (specified in the RFC) and included in this exceptions section is referenced to insure consistent implementations. 

11.4.3.1.1 Determination of served user

11.4.3.1.2
Mobile-originating case

When the S-CSCF receive an initial INVITE request from the P-CSCF, it will contain S-CSCF's SIP URL in the Request-URI, and a single Route header. The URI in the Route header is the dialled destination. This URI may be a SIP URL or a tel-URL. The received initial INVITE will also have a list of Record-Route headers. Before forwarding the initial INVITE to the remote termination, the S-CSCF:

-
removes the single Route header (dialed destination) from the received initial INVITE, processes the dialled destination URI (e.g. DNS access), and inserts the result into the Request-URI. 

-
replaces the Contact header in the received INVITE with a locally defined value.

-
adds its Record-Route header to the list of Record-Route headers.

Editor's Note: The mechanism for hiding (encrypting) and handling the Record-Route headers in S-CSCF has to be determined.

-
determines the next hop in the path, which may be an Application Server (if indicated from HSS provided profile). If an Application Server is the next hop, then local data shall be initialised to track the status of contacting each Application Server specified in the profile for this INVITE request.
Upon receiving an INVITE request, the S-CSCF needs to determine if the request is related to any existing dialogs or if it is a new, initial request. The Call-ID, To and From fields may be used to search for any existing dialogs. Also, the presence of the In-Reply-To header may indicate an association with an existing dialog. If the In-Reply-To header contains parameters of Original-To and Original-From, then these two fields plus the Call-ID value of the In-Reply-To header should be used to search for any existing dialogs. If there is a match, then the INVITE request has been sent from an Application Server in response to a previously sent INVITE request and the following actions apply:

· Local data shall be updated to indicate that this Application Server has been contacted for the initial INVITE request.

· Determine the next hop using HSS provided profile and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, then retain the In-Reply-To header in the INVITE request. If the next hop is not an Application Server, then leave out the In-Reply-To header in the INVITE request.

Prior to forwarding the response to the initial INVITE, the S-CSCF:

Editor's Note: The handling of the Record-Route headers and construction of the list of Route headers in S-CSCF has to be determined.

· …

11.4.3.1.3
Mobile-terminating case

When the S-CSCF receive an initial INVITE request destined for the UA identified with its called public identifier it: 

Editor's Note: It has to be determined which entity (P-CSCF, S-CSCF) will construct the list of Route headers (from the Record-Route headers in the initial INVITE) that will be appended to subsequent requests that originate at the UE.

-
selects the list of Route headers that was created during the registration of called public identity, remove the top Route header from the list and insert it in the Request-URI, and pre-loads the remaining Route headers to the INVITE request. 

Editor's Note: It has to be determined if the list of Route headers (created during the registration) should contain the Contact header, or the received called public identifier is appended to the list of Route headers.

-
adds its Record-Route header to the list of Record-Route headers.

Editor's Note: The handling of the list of Record-Route header in S-CSCF has to be determined.

-
determines the next hop in the path, which may be an Application Server (if indicated from HSS provided profile). If an Application Server is the next hop, then local data shall be initialised to track the status of contacting each Application Server specified in the profile for this INVITE request.
Upon receiving an INVITE request, the S-CSCF needs to determine if the request is related to any existing dialogs or if it is a new, initial request. The Call-ID, To and From fields may be used to search for any existing dialogs. Also, the presence of the In-Reply-To header may indicate an association with an existing dialog. If the In-Reply-To header contains parameters of Original-To and Original-From, then these two fields plus the Call-ID value of the In-Reply-To header should be used to search for any existing dialogs. If there is a match, then the INVITE request has been sent from an Application Server in response to a previously sent INVITE request and the following actions apply:

· Local data shall be updated to indicate that this Application Server has been contacted for the initial INVITE request.

· Determine the next hop using HSS provided profile and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, then retain the In-Reply-To header in the INVITE request. If the next hop is not an Application Server, then leave out the In-Reply-To header in the INVITE request.

When the S-CSCF receives the response to the initial INVITE request, it will:

Editor's Note: The handling the list of Record-Route header in S-CSCF has to be determined.

-
removes and save the Contact header included in the response, and replaces it with a locally defined value prior to returning the response.  

Editor's Note: The handling the list of Record-Route header in S-CSCF has to be determined.

Add the text indicated below, which is underscored and in blue, to sub-clause 11.7.4 of [3G TS 24.229].  

11.7
Procedures at the Application Server (AS)

NOTE:
This clause defines only the requirements on the application server that relate to SIP. Other requirements are defined in 3GPP TS 23.218.

11.7.1
Application Server (AS) acting as terminating UA, or redirect server

Editor's note: This clause should be structured according to any agreements for the structure for the MGCF.

11.7.2
Application Server (AS) acting as originating UA

Editor's note: This clause should be structured according to any agreements for the structure for the MGCF.

11.7.3
Application Server (AS) acting as a SIP proxy

Editor's note: This clause should be structured according to any agreements for the structure for the BGCF.

11.7.4
Application Server (AS) performing 3rd party call control

Editor's note: This clause should be structured according to any agreements for the structure for the MGCF.

When the AS responds to an INVITE request, the AS shall look for the presence of the In-Reply-To header.

If the In-Reply-To header is not present or does not contain both the Original-To and Original-From fields, then the AS shall take the value of the Call-ID header from the received INVITE request and populate the same Call-ID value in the In-Reply-To header of the new INVITE request that it generates for the new dialog. Also, with the Call-ID in the same In-Reply-To header, the Original-To field shall be set to the value of the To header from the received INVITE request and the Original-From field shall be set to the value of the From header from the received INVITE request. Populating the In-Reply-To header in this manner allows the S-CSCF to correlate the dialog from the received INVITE with the dialog for the new INVITE.

If the In-Reply-To header is present and contains both the Original-To and Original-From fields, then the AS shall take the contents of the In-Reply-To header from the received INVITE request and populate the same contents in the In-Reply-To header of the new INVITE request that it generates for the new dialog. The In-Reply-To field contains a dialog identifier that is needed by the S-CSCF to correlate the earlier dialog with the new dialog.
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