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Introduction

This contribution proposes changes and additions to the text for network initiated re-authentication currently available in 24.229.

Proposal

11.4.1.5
Network-initiated re-authentication

If the S-CSCF gets informed that one or more public identites of a user need to be re-registered, it shall generate a NOTIFY request on all dialogs which have been established due to subscription to the registration-state event package of that user. The P-CSCF shall populate the content of the NOTIFY request in accordance with [14] and additionally shall:

· set Request URI and Route header due to the saved route information during subscription;

· set Event header to the “registration-state” value;
· indicate registration state “re-authenticate” for all public identities of the user which need to be re-authenticated

· indicate within the “<detail>” information of those public identities which will automatically re-authenticated the “autoamtically by” information, followed by the specific public identity which will cover the re-authentication.

Example: If sip:user1_public1@home1.net is re-authentciated, the public identity sip:user1_public2@home2.net will also automatically be re-authenticated. Therefore the entries in the body of the NOTIFY message shall look as:
        <tuple name="sip:user1_public1@home1.net">

          <status><value>re-authenticate</value><<</status>

        </tuple>



<tuple name="sip:user1_public2@home1.net">

          <status> <value>re-authenticate</value> </status>





   <detail>automatically by sip:user1_public1@home1.net</detail>

        </tuple>

· include the curent registration state of all other public identities of the user in the body of the NOTIFY request.

Afterwards it shall send the so generated NOTIFY request on the dialog. 
NOTE: Network initiated re-registration might be requested from the HSS or may occur due to internal processing within the S-CSCF.
Upon receipt of a positive response to the NOTIFY sent to the UE, the S-CSCF shall await the re-authentication procedures initiated by the UE, i.e. it shall await the UE to re-register.

Upon receipt of a negative or no response to the NOTIFY sent to the UE or if the UE has not subscribed to the registration-state event package the S-CSCF may – as an implementation option – try to request the UE by other means to re-authenticate, e.g. by sending a REFER method in order to request a REGISTER message. 

If all attempts of the S-CSCF to request a re-authentication from the UE failed, the S-CSCF shall de-register the user as described in section 11.4.1.4 and terminate any ongoing session for that user. 
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