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1. Introduction

This contribution introduces enhancements to the initial INVITE procedures at P-CSCF. 
2. Proposal

The following replaces the section 11.2.4 in Annex A.

11.2.4
 Initial INVITE

11.2.4.1 Determination MO or MT case

Editor’s Note: It has to be discussed whether this section is needed or if the determination of MO/MT case at the P-CSCF shall be left implementation dependent.
11.2.4.2
Mobile-originating case
When the P-CSCF receives an INVITE request, which does not belong to an existing call leg, it shall: 

· check whether the initiator of the request has a valid registration. If not, it shall send a 403 Forbidden response back to the UE containing a warning header.

Editor’s Note: The correct value for the warning code is yet to be assigned by IANA.
· select the list of pre-loaded Route headers that was created during the registration of the respective public identity. 

· use the URI in the Request-URI header (i.e., destination) in the initial INVITE request to construct a Route header, and append it to the bottom of the list of Route headers from the previous step. The appended URI may be a SIP URL or a tel-URL. 

· pre-load the list of Route headers from the previous steps to the initial INVITE request. 

· create a new list of  Record-Route header containing its own SIP URL.
· examine the media parameters and remove those, which are not allowed on the network by the local policy.

In addition, the P-CSCF shall respond to all INVITE requests with a 100 Trying response.

Upon receiving a response (e.g. 183 Session Progress, 200 OK) to the initial INVITE request, the P-CSCF shall:

· remove the list of Record-Route headers from the response.
· construct from the removed list of Record-Route headers a new list of Route headers by reversing it and dropping the topmost item. The Contact header received in the response shall not be appended to the bottom of the list of Route headers. The list of Route headers shall be saved and appended to all UE originated subsequent requests for this session.
Editor’s note: the case when the P-CSCF acts on behalf of the UE is FFS.

-
insert the Media Authorization header containing the media authorization token generated by the PCF.
.
11.2.4.3
Mobile-terminating case

When the P-CSCF receives an initial INVITE request destined for the UE, it will contain the SIP URL of the P-CSCF in the Request-URI, and a single pre-loaded Route header. The received initial INVITE will also have a list of Record-Route headers. Prior to forwarding the initial INVITE, the P-CSCF shall:

· remove the list of Record-Route headers, and shall convert it into a list of Route headers. The Contact header shall not be appended to the bottom of the list of Route headers. This list of Route headers shall be saved and appended to all subsequent requests for this session originated by the UE.

Editor’s note: the case when the P-CSCF acts on behalf of the UE is FFS.

· add itself  on the top of the removed list of Record-Route headers and save the list. The list will be appended to the response to the initial INVITE request originated at the UE.
· remove and store the list of received Via headers from the received request and shall place its own address in the Via header with a locally unique token to identify the saved values as a branch parameter . The list of Via headers shall be appended to all UE originated subsequent responses for this transaction. 

· examine the media parameters and remove those, which are not allowed on the network by the local policy.

· insert the Media Authorization header containing the media authorization token generated by the PCF.

In addition, the P-CSCF shall respond to all INVITE requests with a 100 Trying response.

When the P-CSCF receives the response from the UE to the initial INVITE request, it shall:

· append the saved list of Record-Route headers to the response.

· append the saved list of Via headers to the response.













