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Introduction

This contribution contains a number of editorial and minor technical changes to TS 24.229. The technical changes are to introduce consistency either within the document or with other documents, and therefore should not be controversial.

Most of the changes do not directly relate to each other.

Point 1
Clause 11.4.1.5 - Procedures at the S-CSCF - Network-initiated reauthentication - 3rd paragraph.

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

Replace "private identity" with the term "private user identity" to achieve consistency with TS 23.228.

The text currently does not define what is meant by a (further) challenge. While this should be clarified in the first paragraph when the protocol is defined, the terminology in this paragraph should be aligned to become "authentication challenge".

In the case that the response from the UE is incorrect (e.g. the response to the challenge is not correct) the S-CSCF shall either:

-
attempt a further authentication challenge; or

-
deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions. 

Point 2
Clause 11.4.1.5 - Procedures at the S-CSCF - Network-initiated reauthentication - 4th paragraph.

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

Replace "private identity" with the term "private user identity" to achieve consistency with TS 23.228.

In the case that the response from the UE is incorrect three consecutive attempts then the S-CSCF shall deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions.

Point 3
Clause 11.4.1.5 - Procedures at the S-CSCF - Network-initiated reauthentication - 5th paragraph.

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

Replace "private identity" with the term "private user identity" to achieve consistency with TS 23.228.

The text currently does not define what is meant by a (further) challenge. While this should be clarified in the first paragraph when the protocol is defined, the terminology in this paragraph should be aligned to become "authentication challenge".

In the case that the S-CSCF determines that no response will be received from the UE (e.g. it may be unreachable due to loss of radio coverage), the S-CSCF shall either:

-
attempt a further authentication challenge; or

-
deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions. 

Point 4
Clause 11.4.1.5 - Procedures at the S-CSCF - Network-initiated reauthentication - 6th paragraph.

Replace "public identity" with the term "public user identity" to achieve consistency with TS 23.228.

Replace "private identity" with the term "private user identity" to achieve consistency with TS 23.228.

Correct typo ("or" to "for").

In the case that there is no response from the UE for three consecutive attempts then the S-CSCF shall deregister the user and terminate any ongoing sessions for all public user identities associated with the private user identity being authenticated, and release resources allocated to those sessions.

