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Discussion

 When the P-CSCF receives the initial INVITE request from the UE, it initiates an initial INVITE transaction. This transaction consists of a single initial INVITE request, re-transmissions of the initial INVITE request, any responses to that request (which include zero or more provisional responses and one or more final responses), and the ACK if the final response was not a 2xx response. The CANCEL request that cancels the initial INVITE request - in spite being a new transaction - pertains to the initial INVITE transaction. Hence, it should be routed along the same routing path as the initial INVITE request. The P-CSCF initiates the initial INVITE transaction by pre-loading the list of Route headers to the initial INVITE request and forwarding the initial INVITE request to the next hop. The Route header consists of a list of proxies (e.g., I-CSCF, and S-CSCF) and the private identity of the called UA that was appended to the bottom of the list. 

There are three alternative routing configurations and associated routing paths that will effect the behavior of the P-CSCF during the handling of the initial INVITE transaction. 

Case 1. No Hiding (no access I-CSCF)

For this case the P-CSCF sends the initial INVITE request directly to the S-CSCF. The P-CSCF pre-loads the Route header to the initial INVITE request.  Since the P-CSCF is a stateful proxy, the P-CSCF sends any retransmission of the initial INVITE request, and the ACK for non-2xx responses to the initial INVITE request to the same IP address, port and transport protocol that was used for the initial INVITE request. The P-CSCF should not append the Route header to the ACK. If the P-CSCF sends a CANCEL request that pertains to the initial INVITE request, while still maintaining the context for this transaction, it will forward the CANCEL request to the same network address where the initial INVITE request was sent. Otherwise, it will use the list of Route headers (created during the registration) to forward the CANCEL request to the S-CSCF. The P-CSCF should not append the Route header to the CANCEL request.

Case 2. Hiding (access I-CSCF is stateful) 

For this case the P-CSCF sends the initial INVITE to the "access" I-CSCF which is a stateful proxy. Since the "access" I-CSCF is a stateful proxy, the P-CSCF will handle the initial INVITE transaction the same as in Case 1. That is, the P-CSCF sends any retransmission of the initial INVITE request, and the ACK for non-2xx responses to the initial INVITE request to the same IP address, port and transport protocol that was used for the initial INVITE request. The P-CSCF should not append the Route headers to the ACK. If the P-CSCF sends a CANCEL request that pertains to the initial INVITE request, while still maintaining the context for this transaction, it will forward the CANCEL request to the same network address where the initial INVITE request was sent. Otherwise, it will use the list of Route headers (created during the registration) to forward the CANCEL request to the "access" I-CSCF. The P-CSCF should not append the Route header to the CANCEL request.

Case 3. Hiding (I-CSCF is stateless)

For this case the P-CSCF sends the initial INVITE to the "access" I-CSCF which is a stateless proxy. There are two alternative how to handle the initial INVITE transaction in this case. 

The first alternative assumes that the P-CSCF behaves as in Case 2. It sends any retransmission of the initial INVITE request, and the ACK for non-2xx responses to the initial INVITE request to the IP address, port and transport protocol that was used for the initial INVITE request. The CANCEL request is handled the same as in Case 2. However, whenever the retransmission of the INVITE, ACK or CANCEL requests reaches the "access" I-CSCF, the I-CSCF has to access the HSS to obtain the S-CSCF information for each request. After accessing the HSS, the "access" I-CSCF has to insure that the same IP address, port and transport protocol (that was used for the initial INVITE request) is used to route these requests to the next hop (i.e., S-CSCF).

The second alternative avoids the excessive HSS accesses. In this case, the P-CSCF sends any retransmission of the initial INVITE request, the ACK for non-2xx responses to the initial INVITE request, and the CANCEL for the initial INVITE request to the same network address. However, the Route header that was pre-loaded to the initial INVITE request is pre-loaded to each retransmission of the initial INVITE request, the ACK for non-2xx responses to the initial INVITE, and the CANCEL for the initial INVITE. The private identity of the called UA, that was included in the initial INVITE request, should be removed from this Route header.

(This alternative contradicts the drft-ietf-sip-rfc2543bis-05.txt Section 17.1.1.3 that states: "The ACK request MUST NOT contain any Route headers.")

Proposal

It is proposed that the 3GPP CN1 working group makes a decision pertaining to the following question: 

"Does the I-CSCF that routes the SIP requests and responses between the P-CSCF and S-CSCF behave as a stateful or a stateless proxy during the initial INVITE transaction (and subsequent transactions)?" If the CN1 working group decide that the I-CSCF behaves as a stateless proxy, then it should select one of the two alternatives identified in this contribution.

