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1. Introduction

In 24.229 section 9.3.4 is empty. The subsection shall contain rules the I-CSCF shall follow and which are not specified in the latest draft of RFC2543 (bis5 at the moment).

2. Proposal

It is proposed to add the following text to subsection 9.3.4 in 24.229:

When I-CSCF receives a SIP request which has to be forwarded outside the network domain, it shall perform the following steps: 

· encrypt all entries in the Via field which reflect the domain name of that I-CSCF. The encryption of multiple entries may result in only one entry.

· encrypt all entries in the Record Route header which reflect the domain name of that I-CSCF. The encryption of multiple entries may result in only one entry.

· additionally it may encrypt any entry from other headers which reveal information of the network's internal structure. (e.g. Refer-To header)

When I-CSCF receives a SIP response which has to be forwarded outside the network domain, it is not required to encrypt/decrypt any of the fields.

