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Introduction

Recently a new, and drastically rewritten, version of the rfc2543bis draft has been circulated. This contribution identifies the necessary changes to TS 24.229 in order to incorporate this new draft.

The serverfeatures draft has been integrated into the revised rfc2543bis draft. This means that it should be removed from 3GPP TS 24.229.

It is proposed that in the future the 100 rel draft will be integrated into the bis draft. This has not yet been performed, and therefore no action has currently been taken on this.

A number of the definitions have been revised; as 3GPP TS 24.229 currently repeats those references, they have been amended. Note that this repetition is a temporary measure and they will eventually be deleted from TS 24.229. Therefore this change should really be treated as a means of identifying the changes in terminology that have occurred.

One new header has been added (Authentication-Info) and two removed (Encryption and Response-Key).

Message bodies are now allowed in all requests and responses.

Proposal

The following changes should be made to TS 24.229.

1
General throughout document

Due to the revision of the 2543bis draft, there has been a substantial change of clause numbering within this draft. Therefore the references in 24.229 to this draft all require amendment. 

The changes are as indicated in the table below.

Definition / method / header
Previous reference
New reference

insertion of date in requests and responses?
[1] 10.21
[1] 22.17

downloading of alerting information?
[1] 10.9
[1] 22.4

authentication between UA and UA?
[1] 19
[1] 20.2

authentication between UA and registrar?
[1] 19
[1] 20.2


RFC2543bis [1] table 4 and 5
RFC2543bis [1] table 2 and 3

ACK request
[1] 5.1.1
[1] 13

BYE request
[1] 6
[1] 15.1

BYE response
[1] 6
[1] 15.1

CANCEL request
[1] 5.2
[1] 16.8

CANCEL response
[1] 5.2
[1] 16.8

INVITE request
[1] 5.1
[1] 13

INVITE response
[1] 5.1
[1] 13

OPTIONS request
[1] 8
[1] 11

OPTIONS response
[1] 8
[1] 11

REGISTER request
[1] 7
[1] 10

REGISTER response
[1] 7
[1] 10

Accept
[1] 10.6
[1] 22.1

Accept-Encoding
[1] 10.7
[1] 22.2

Accept-Language
[1] 10.8
[1] 22.3

Alert-Info
[1] 10.9
[1] 22.4

Allow
[1] 10.10
[1] 22.5

Authorization
[1] 10.11
[1] 22.7

Call-ID
[1] 10.12
[1] 22.8

Call-Info
[1] 10.13
[1] 22.9

Contact
[1] 10.14
[1] 22.10

Content-Disposition
[1] 10.15
[1] 22.11

Content-Encoding
[1] 10.16
[1] 22.12

Content-Language
[1] 10.17
[1] 22.13

Content-Length
[1] 10.18
[1] 22.14

Content-Type
[1] 10.19
[1] 22.15

Cseq
[1] 10.20
[1] 22.16

Date
[1] 10.21
[1] 22.17

Error-Info
[1] 10.23
[1] 22.18

Expires
[1] 10.24
[1] 22.19

From
[1] 10.25
[1] 22.20

In-Reply-To
[1] 10.26
[1] 22.21

Max-Forwards
[1] 10.27
[1] 22.22

MIME-Version
[1] 10.28
[1] 22.23

Organization
[1] 10.29
[1] 22.24

Priority
[1] 10.30
[1] 22.25

Proxy-Authenticate
[1] 10.31
[1] 22.26

Proxy-Authorization
[1] 10.32
[1] 22.27

Proxy-Require
[1] 10.33
[1] 22.28

Record-Route
[1] 10.34
[1] 22.29

Require
[1] 10.35
[1] 22.30

Retry-After
[1] 10.37
[1] 22.31

Route
[1] 10.38
[1] 22.32

Server
[1] 10.39
[1] 22.33

Subject
[1] 10.40
[1] 22.34

Supported
[1] 10.41
[1] 22.35

Timestamp
[1] 10.42
[1] 22.36

To
[1] 10.43
[1] 22.37

Unsupported
[1] 10.44
[1] 22.38

User-Agent
[1] 10.45
[1] 22.39

Via
[1] 10.46
[1] 22.40

Warning
[1] 10.47
[1] 22.41

WWW-Authenticate
[1] 10.48
[1] 22.42

"100" Trying
[1] 11.1.1
[1] 23.1.1

"180" Ringing
[1] 11.1.2
[1] 23.1.2

"181" Call Is Being Forwarded
[1] 11.1.3
[1] 23.1.3

"182" Queued
[1] 11.1.4
[1] 23.1.4

"183" Session Progress
[1] 11.1.5
[1] 23.1.5

All references [6] throughout the document should be removed. This should leave an amended reference [1] in all places which is now sufficient.

2
Clause 2 (References)

Amend the references as follows:

[1]
draft-ietf-sip-rfc2543bis-05 (October 2001): “SIP: Session Initiation Protocol”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC.



3
Clause 3.1 (Definitions)

Update the definitions as follow, in accordance with the definitions given in the bis draft. Only those definitions that were already imported into 24.229 have been revised by this change request. It may be appropriate that other definitions are incorporated, and this should be performed by a separate change request.

For the purposes of the present document, the following terms and definitions apply.

Header: 

Editor’s note: To be provided.



Option tag: Option tags are unique identifiers used to designate new options in SIP. These tags are used in Require, Supported and Unsupported header fields. 

Editor’s note: Text extracted from RFC2543bis, but not specified as a definition.

Redirect server: A redirect server is a server that accepts a SIP request, maps the address into zero or more new addresses and returns these addresses to the client. Unlike a proxy server , it does not initiate its own SIP request. Unlike a user agent server , it does not accept calls.

Editor’s note: Previous version of this definition was in the bis draft, but has now been removed. Requires further study as to whether there is a more preferred term.
Status code: The Status-Code is a 3-digit integer result code that indicates the outcome of the attempt to understand and satisfy the request. 

Editor’s note: Text extracted from RFC2543bis, but not specified as a definition.
For the purposes of the present document, the following terms and definitions given in RFC 2543bis [1] (Editor’s note – working title) apply.

Editor’s note:Noted by CN1 SIP ad-hoc #1:  The full definitions are included below for information purposes in the preparation of this specification. They will ultimately be deleted, leaving only the list of terms.

Client: A client is any network element that sends SIP requests, and receives SIP responses. Clients may or may not interact directly with a human user. User agent clients and proxies are clients.

Method: The method is the primary function that a request is meant to invoke on a server. The method is carried in the request message itself. Example methods are INVITE and BYE.

Proxy, proxy server: An intermediary program that acts as both a server and a client for the purpose of making requests on behalf of other clients. A proxy server primarily plays to role of routing, which means its job is to ensure that a request is passed on to another entity that can further process the request. Proxies are also useful for enforcing policy and for firewall traversal. A proxy interprets, and, if necessary, rewrites a request message before forwarding it.


Registrar: A registrar is a server that accepts REGISTER requests, and places the information it receives in those requests into the location service for the domain it handles.
Server: A server is a network element that receives requests in order to service them, and sends back responses to those requests. Examples of servers are proxies, user agent servers, redirect servers and registrars.

Session: From the SDP specification: “A multimedia session is a set of multimedia senders and receivers and the data streams flowing from senders to receivers. A multimedia conference is an example of a multimedia session.” (Session Description Protocol [12]) (A session as defined for SDP can comprise one or more RTP sessions.) As defined, a callee can be invited several times, by different calls, to the same session. If SDP is used, a session is defined by the concatenation of the user name, session id, network type, address type and address elements in the origin field.

Stateful proxy: A logical entity that maintains the client and server transaction state machines defined by this specification during the processing of a request. Also known as a transaction stateful proxy. The behavior of a stateful proxy is further defined in section 16 of RFC2543bis [1]. A stateful proxy is not the same as a call stateful proxy.
Stateless proxy: A logical entity that does not maintain the client or server transaction state machines defined in this specification when it processes requests. A stateless proxy forwards every request it receives downstream and every response it receives upstream.

User agent client (UAC): A user agent client is a logical entity that creates a new request, and then uses the client transaction state machinery to send it. The role of UAC lasts only for the duration of that transaction. In other words, if a piece of software initiates a request, it acts as a UAC for the duration of that transaction. If it receives a request later on, it takes on the role of a User Agent Server for the processing of that transaction.
User agent server (UAS): A user agent server is a logical entity that generates a response to a SIP request. The response accepts, rejects or redirects the request. This role lasts only for the duration of that transaction. In other words, if a piece of software responds to a request, it acts as a UAS for the duration of that transaction. If it generates a request later on, it takes on the role of a User agent client for the processing of that transaction.
User agent (UA): A logical entity which can act both as a user agent client and user agent server for the duration of a dialog.

3
Clause 5 (Profile definition for the SIP protocol as used in this specification)

Remove the row relating to the Encryption header from all tables in clause 5.

Remove the row relating to the Response-Key header from all tables in clause 5.

Amend the tables to define the use of the Authentication-Info header. This corresponds to 2xx responses within the BYE, INVITE, OPTIONS, REFER and REGISTER methods. It is not proposed to complete the contents of the row at this time, as this requires a dependency on a new major capability referring to http digest. At the moment it is also not clear whether this header is correctly defined in the bis draft, as it is only defined for 2xx responses, and the proxy cannot add the header, which appears to be inconsistent with some SA3 deliberations. The header is not currently defined for the REFER method, but would appear to be appropriate for use in this case. Currently it is proposed to include it in the tables as appropriately indicated by the bis draft, and also to include the row in the REFER method.

Add new row (as shown) to tables 5.61, 5.75, 5.100, 5.113, 5.117, 5.121, 5.216, 5.229. 

xx
Response-Key
[1] 22.7
o

[1] 22.7
o


Duplicate table 5.15 and 5.131, thus separating out the 2xx response table from the 484 response table, and add the row above to the new table reflecting 2xx responses, but not to the one reflecting the 484 response.

Add the following table to allow definition of message bodies for the CANCEL request, given that bodies can now occur in all methods. A copy of the new table should follow table 5.20, 5.136.

Table 5.xx: Supported message bodies within the CANCEL request

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status

1








Add the following table to allow definition of message bodies for the CANCEL response, given that bodies can now occur in all methods. A copy of the new table should follow table 5.29, 5.145.

Table 5.xx: Supported message bodies within the CANCEL response

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status

1








