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1. Introduction

In 24.229 section 9.3.3 is empty. The subsection shall contain rules the I-CSCF shall follow and which are not specified in the latest draft of RFC2543 (bis5 at the moment).

2. Proposal

It is proposed to add the following text to subsection 9.3.3 in 24.229:

When I-CSCF receives a SIP request coming from outside the I-CSCFs network domain, it shall perform the following steps: 

1. Look for a Route header in the request. If there is no Route header, then proceeds as described in 9.3.2. If there is a Route header, then

2. decrypt the topmost entry in the Route header and move it to the Request URI field

3. if the decryption results in more than one entry, then the bottommost entry shall be moved to the request URI and the rest of entries be put back to the Route header unencrypted and preserve the order the entries were inserted

4. decrypt any other entry from other headers which can be identified as being encrypted beforehand by this or any other I-CSCF of the same network domain

When I-CSCF receives a SIP response coming from outside the I-CSCFs network domain, it shall perform the following steps: 

1. decrypt the topmost Via header after removed its own resolveable identifier (name) from the top of the list
2. decryption may result in one or more entries which shall be put back to the Via header preserving the order the entries were inserted

