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Introduction

This contribution identifies a number of miscellaneous requirements for inclusion in TS 24.229 relating to the usage of SIP within the S-CSCF. These proposals relate to clause 9.4.

The following changes have been made (Yellow highlight indicates changes to the previous version of the document):

1. Correction of the usage of modal auxiliary verbs within the existing text.

2. Identification that the S-CSCF performs the SIP registration function on behalf of user equipment.

3. Definition that the duration of registration, while taking into account the time specified by the UE, will be an option of the network operator, such that the S-CSCF may reduce or increase the registration time specified in the Expires header of the REGISTER request. An assumption is made that minimum and maximum figures are not defined for each subscriber, and therefore such values do not need to be downloaded from the HSS at the time of each registration.

4. In 9.4.1.1 the text under "Behaviour for mobile terminated requests", the text has been deleted, as this is already covered in text in 9.4.3.1.3. The associated editor's note has been moved to 9.4.3.1.3.

5. Movement of the requirement to support the Path header, and associated Require and Proxy-Require headers, from the initial registration clause, to a more general clause.

6. Text included for user initiated deregistration, based on the proposed amended text for registration.

7. Inclusion on text relating to the 100 Trying response. According to TS 24.228 this is included in response to all INVITE requests, but is apparently not included on any other method. It is assumed that the reason for this is that 100 TRYING can be used to prevent repetition of requests on timeout in the sender. The only request where this repetition has a significant impact is the INVITE, which may contain a large SDP as well as an extensive number of other headers, therefore this represents the most significant usage in terms of saving bits sent, particularly on the radio access.

8. The text that was included in new 9.4.2.2 has been checked and is all now included in new 9.4.4.1.3. However, there were concerns that the editor's note that was moved was inappropriate behaviour, and therefore this has now been deleted.
9. Defined that the S-CSCF is a stateful proxy in accordance with the behaviour on 100 Trying defined in 24.228.

Proposal

The revisions below reflect the proposals for additional requirements to be included in TS 24.229 clause 9.4. These changes should be included in Annex A of the document while they obtain stability.

9.4
Procedures at the S-CSCF

9.4.1
General

The S-CSCF shall act as a stateful proxy (see Table 5.118/8) and dependencies on that major capability apply.
9.4.2
Registration

9.4.2.1
Introduction

The S-CSCF shall act as the SIP registrar for all UAs of the IM CN subsystem with public user identities, (see Table 5.118/2) and other capabilities dependencies in clause 5 dependent on that major capability apply).
The S-CSCF shall support the use of the Path header. The S-CSCF must also support the Require and Proxy-Require headers. The Path header is only applicable to the REGISTER request and its 200-OK response.

The network operator defines minimum and maximum times for each registration. These values are preconfigured into provided within the S-CSCF.
9.4.2.2
Initial registration and user-initiated reregistration


When the S-CSCF receives a REGISTER request, it shall verifys that the “path” option tag is contained in the Proxy-Require header. If the “path” option tag is present, the S-CSCF shall store the information contained in the Path header so that it can be used for mobile terminated requests. 

Editor’s Note: If the S-CSCF receives a Path header without the “path” option tag in the Proxy-Require header, we have an error condition in the I-CSCF. The I-CSCF behavior for this scenario is FFS.


The S-CSCF shall: 
-
insert its own name in the form of SIP URL into the Path header saved from the REGISTER request; 

· construct a list of Route headers that will be pre-loaded into the initial INVITE request destined for UE.. The order in the lists is preserved; 

· save the list of Route headers for the entire duration of the registration; 

· include an expiration time in the 200 OK response that reflects the value received in the request, adjusted to the minimum value of registration if the value received was less that the minimum value, and adjusted to the maximum value of registration in the value received was greater than the maximum value.

· add its Path header on the top of the received list of Path headers, and return this list in the 200 OK response.

The S-CSCF shall maintain a separate list of Route headers for each registered public identity. If this registration is a re-registration, then a list of Route headers already exist. The new list of Route headers shall replace the old list.




9.4.2.3
User-initiated deregistration

When the S-CSCF receives a REGISTER request, it shall verifie that the “path” option tag is contained in the Proxy-Require header. If the “path” option tag is present, the S-CSCF shall store the information contained in the Path header so that it can be used for mobile terminated requests. 
Editor's note: The path header is not currently needed to perform deregistration. It is included for commonality with the registration procedure, but it is for further discussion on whether it should be removed.
Editor’s Note: If the S-CSCF receives a Path header without the “path” option tag in the Proxy-Requre header, we have an error condition in the IP-CSCF. The P-I-CSCF behavior for this scenario is FFS.

The S-CSCF shall: 

· insert its own name in the form of SIP URL into the Path header saved from the REGISTER request; 

· remove the list of Route headers; 

· include a zero expiration time in the response;

· add its Path header on the top of the received list of Path headers, and returns this list in the 200 OK response.

9.4.2.4
Network-initiated deregistration

9.4.3
Subscription and notification

Editors Note: This should be handled in a generic way

9.4.3.1
Subscriptions to S-CSCF events

9.4.3.2
Proxy behaviour for SUBSCRIBE / NOTIFY

9.4.4
Call initiation 

9.4.4.1 
Initial INVITE

Editor's Note: An issue that needs to be resolved before making this section normative is how the standard SIP behavior (specified in the RFC) and included in this exceptions section is referenced to insure consistent implementations. 

9.4.4.1.1
Determination of served user

9.4.4.1.2
Mobile-originating case

When the S-CSCF receive an initial INVITE request from the P-CSCF, it will contain S-CSCF's SIP URL in the Request-URI, and a single Route header. The URI in the Route header is the dialled destination. This URI may be a SIP URL or a tel-URL. The received initial INVITE will also have a list of Record-Route headers. Before forwarding the initial INVITE to the remote termination, the S-CSCF shall:

· remove the single Route header (dialed destination) from the received initial INVITE, processes the dialled destination URI (e.g. DNS access), and inserts the result  into the Request-URI. 

· replace the Contact header in the received INVITE with a locally defined value.

· .add its Record-Route header  to the list of Record-Route headers.

Editor's Note: The mechanism for hiding (encrypting) and handling the Record-Route headers in S-CSCF has to be determined.

Prior to forwarding the response to the initial INVITE, the S-CSCF shall:

Editor's Note: The handling of the Record-Route headers and construction of the list of Route headers in S-CSCF has to be determined.

· …

In addition, the S-CSCF shall respond to all INVITE requests with a 100 Trying response. The S-CSCF shall not send a 100 Trying response for any other request.
9.4.4.1.3
Mobile-terminating case

Editor’s Note: If the Path header does not exist, the S-CSCF must request a re-registration from the UE.
When the S-CSCF receive an initial INVITE request destined for the UA identified with its called public identifier it shall: 

Editor's Note: It has to be determined which entity (P-CSCF, S-CSCF) will construct the list of Route headers (from the Record-Route headers in the initial INVITE) that will be appended to subsequent requests that originate at the UE.

· select the list of Route headers that was created during the registration of called public identity, remove the top Route header from the list and insert it in the Request-URI, and pre-loads the remaining Route headers to the INVITE request. 

Editor's Note: It has to be determined if the list of Route headers (created during the registration) should contain the Contact header, or the received called public identifier is appended to the list of Route headers.

· add its Record-Route header to the list of Record-Route headers.

Editor's Note: The handling of the list of Record-Route header in S-CSCF has to be determined.

When the S-CSCF receives the response to the initial INVITE request, it shall:

Editor's Note: The handling  the list of Record-Route header in S-CSCF has to be determined.

· remove and save the Contact header included in the response, and replace it with a locally defined value prior to returning the response.  

Editor's Note: The handling  the list of Record-Route header in S-CSCF has to be determined.

In addition, the S-CSCF shall respond to all INVITE requests with a 100 Trying response. The P-CSCF shall not send a 100 Trying response for any other request.
9.4.4.2
Subsequent requests

Editor’s Note: PRACK and COMET can be handled in a generic way.

9.4.5
Call release

9.4.5.1
User-initiated call release

9.4.5.2
P-CSCF-initiated call release

Editor’s Note: This is a requirement from 23.228 and needs further discussion.

9.4.5.3
S-CSCF-initiated call release

Editor’s Note: Application Server initiated Call Release needs further investigation.

9.4.6
Call- Related related requests

9.4.6.1
Re-INVITE

9.4.6.1.1
Determination of served user

9.4.6.1.2
Mobile-originating case

In addition, the S-CSCF shall respond to all INVITE requests with a 100 Trying response. The P-CSCF shall not send a 100 Trying response for any other request.
9.4.6.1.3
Mobile-terminating case

In addition, the S-CSCF shall respond to all INVITE requests with a 100 Trying response. The P-CSCF shall not send a 100 Trying response for any other request.
9.4.6.2
REFER

9.4.5.2.1
Mobile-originating case

9.4.5.2.2
Mobile-terminating case

9.4.5.2.3
REFER initiating a new session

9.4.5.2.4
REFER replacing an existing session

9.4.6.3
INFO

Editor’s Note: It has to be determined which of these requests can be handled in a generic way.

9.4.7
Further initial requests

Editor’s Note: Generic handling of e.g. OPTIONS should be described here

