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Introduction

During the Monday Break Out Meeting on 24.228 (IMS Example Call Flows) editorial review, a list of technical issues was identified, which is reflected in this contribution. These technical issues were not regarded as editorial changes and were therefore not applied to 24.228 directly. It was also seen that some of the issues need further discussions.

The intent of this contribution is to list these issues and encourage delegates to come up with discussion papers and / or change requests. 

The content of the individual contributions proposed in the following sections is up to the editors, the issues summarized here are notes from the discussions that took place during the break out session. 

1. Use notation convention throughout 24.228

During the CN1 meeting in Dresden a contribution from Nokia (N1-011024) was agreed, in which it is stated that the normal / generic flows in 24.228 should use a consistent notation for public and private user identities (e.g. user1_public1@home1.net). Still a lot of generic flows in 24.228 shows headers which hold the users phone number within a SIP URL (e.g. sip:+1-234-567-890@home1.net). 

It is proposed to have a contribution that discusses if all generic flows should be changed to the consistent notation. If that is proposed, then extra sections should be added showing in general how tel-urls and E.164 numbers as SIP URLs should be used 

Action taken by Lucent and Siemens. 

2. Call-State-Information stored in S-CSCF

The changes shown in the below section and table should be proposed for all flows in 24.228. 

Upon receiving the INVITE, the S-CSCF stores the following information about this session – see example in table 17.2.2-4b:

Table 17.2.2-4b: Storage of information at S-CSCF

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost




Upon receiving the 200 OK, the S-CSCF stores the following information about this session – see example in table 17.2.2-45b

Table 17.2.2-45b: Storage of information at S-CSCF

Request-URI: sip:+1-212-555-2222@home1.net;user=phone

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 




Action taken by Siemens

3. Consistent Call-ID. 

From the current SIP draft Call-ID does not need to indicate the domain name anymore. Therefore this also does not need to appear in 24.228 and does also not have to be encrypted. 

Action taken by Ericsson

4. Encryption of From: and To: Header

Clarification needed whether From: and To: Headers in the example flows shall be encrypted or not. An extra section for the usage of privacy is already in 24.228. 

5. Treatment of Request-URI at I-CSCF2_1

Explanation is needed why the I-CSCF puts the S-CSCF-address to the Request URI and the original REquest-URI to the Route header. This is a source of confusion for pure SIP people. 

Table 17.3.2-10: INVITE (I-CSCF to S-CSCF)

INVITE sip:scscf2.home2.net SIP/2.0
Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Route: sip:+1-212-555-2222@home2.net;user=phone
Record-Route: sip:icscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf1.home1.net)

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

6. Home Network P-CSCF hiding

If the P-CSCF is part of the home network, it should be discussed if it could be left as an implementation option to the outgoing I-CSCF to hide also that P-CSCF information (contribution to 24.229).

