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Introduction

Currently, the work in CN3 for the interworking between IMS and IP networks is in a early phase [1]. Initial contributions concentrated on interworking between SIP and H.323 and interconnecting IMS to external IPv4 networks. Please note that the CN3 work item is not restricted to interworking with H.323 but also includes interworking with external SIP servers and clients. Moreover, user plane interworking, e.g. transcoding, is included in the work item.

There are activities in external bodies, e.g. the IETF, which cover some of the work included in the 3GPP work item. In order to benefit as much as possible from the work of external bodies, 3GPP should only address issues that are specific to the IMS, or where external bodies do not provide solutions that satisfy all the requirements of the IMS.

The wide scope of this work item justifies concerns whether it is possible to finish the work in the Rel.5 timescale. By identifying the parts of the work item, which can only be addressed within 3GPP, and possibly by identifying high priority topics within this set, a provisioning of at least the most important parts of the functionality within Rel.5 may become more feasible.

The present contributions discusses for the topics included in the current work item, how much of the functionality is handled by external standardisation bodies and how much should be addressed in 3GPP and proposes a minimal set of topics to be handled by 3GPP.

With this approach, this contribution follows the suggestions in the incoming “Liaison Statement on IMS to IP interworking functions” from SA2 [2].

“IMS SIP” to standard SIP interworking 

The IMS signalling protocol, as defined in TS 24.229 [5] and with related stage 2 work in TS 23.228 [3] and callflaws in TS 24.228 [4], uses the SIP protocol [7] and various extensions (Ref. [5] and [9] to [20]). A summary of the 3GPP requirements on SIP is provided in Ref. [6]. For brevity, the IMS signalling protocol will be referred to as “IMS SIP” in what follows.

IMS SIP differs from standard SIP not only with respect to the extension (some of these extensions are mandated in IMS SIP [10]

 REF _Ref521211134 \r \h 
[16]

 REF _Ref521211163 \r \h 
[17]

 REF _Ref521211188 \r \h 
[19], while others are optional.), but also in mandating, or forbidding, or applying modified conditions, for PDUs and even parameters within PDUs, which usually are optional or conditional in standard SIP. Also, IMS SIP might modify the procedural behaviour of network entities. (The related chapter in TS 24.229 [5] is still empty at the time of writing.)

SIP includes a mechanism (the “Require” statement) to negotiate the use of extensions between clients, and also between clients and servers. (Note that some extensions do not require server support.) However, the granularity of this negotiation is restricted to extension packages; there is no general mechanism defined in SIP to signal that particular PDUs or parameters are required.

The current revision of SIP within the IETF [7] is backward compatible with the old SIP RFC 2543 [8]; the above modifications of IMS SIP with respect to Ref. [7] might collide with this backward compatibility.

A signalling interworking function between IMS SIP and SIP will probably handle the following tasks:

(a) Process incoming messages (from external IP to IMS) in order to provide missing parameters, which are mandated in IMS SIP, and in order to suppress parameters, which are forbidden in IMS SIP.

(b) Process incoming and outgoing messages to satisfy modified conditions for particular parameters.

(c) Provide interworking for a modified procedural behaviour, which may result in a modifier sequence of messages. In this context, PDUs might be generated, which are optional in standard SIP but mandatory in IMS SIP. The interworking function will probably need to monitor the call state to handle this task.

(d) It is unlikely that all the extensions used within IMS SIP will be supported in the majority of SIP servers and clients in an outside IP network. (A back-to-back user agent would probably required instead of a simple proxy.) If the extensions, which are mandatory in IMS SIP, are not supported, the call will fail. Moreover, particular services and functionality, which depends upon optional extensions within IMS SIP, will not be available if the related extensions are not supported. Thus, it might be desirable that the interworking function terminates the signalling related to such extensions, if those extension are not supported by outside servers and/or UE. The interworking function will have to monitor, and interfere with, the negotiation of supported extensions.
For each of the extensions, a separate investigation about the benefits and the feasibility of such an interworking will be required.

All the problems related to IMS SIP to standard SIP interworking, as outlined above, are mostly IMS-specific and thus have to be solved within 3GPP. However, there are also efforts in IETF to align standard SIP further with IMS SIP.[6] Before the issues can be investigated in detail, some work progress on TS 24.229 [5] is required.

Interworking to Ipv4, NATs and firewalls

Current external IP networks use IP version 4 (“Ipv4”) almost exclusively, but the IMS uses IP version 6 (“Ipv6”). An interworking between the IMS and external (i.e. outside the IMS) SIP servers and/or servers is necessary, and will include an IP version conversion in many cases. This conversion will not only include the translation of IP addresses and/or ports within the IP/UDP/TCP header of SIP and user plane packages, as done in conventional NATs, but also within SIP messages (also within contained SDP). An address translation might also be required when connecting to other IPv6 networks, e.g. enterprise networks.

Firewalls will also be frequently encountered at the border between an IMS and an external IP network to secure security and privacy within the IMS and/or the external (e.g. enterprise) IP network. The opening and closing of gates for user plane UDP connections to an unknown destination without security holes is challenging. A control of this process by the related SIP signalling probably is the favourable solution.

At the IETF, there is an ongoing discussion about the traversal of standard SIP [7]

 REF _Ref521218115 \r \h 
[8] through NATs and firewalls (Ref. [21] to [26]). In practice, those network entities are usually implemented together, and the IETF discussion also addresses both topics together. The interest of the IETF is driven by the widespread use of NATs/firewalls at the border of enterprise networks.

The work in the IETF addresses different scenarios:

· All SIP servers are located at one side of the firewall/NAT and only a SIP client at the other side. [22]

 REF _Ref521229215 \r \h 
[23]

 REF _Ref521228400 \r \h 
[26] This scenario can be handled more easily using ad-hoc solutions and existing firewalls/NATs.

· SIP servers, as well as SIP clients, may be located on both sides of the firewall/NAT. [21]

 REF _Ref521229682 \r \h 
[24]

 REF _Ref521229746 \r \h 
[25]
This general scenario probably requires either a SIP-application aware firewall/NAT, or a firewall/NAT controlled by an external SIP proxy.

Questions related to interworking between an SIP/IPv6 and an SIP/IPv4 network and the traversal of SIP through firewalls and NATs are related to each other and addressed within the IETF.

However, 3GPP may require particular functionality: For instance, a traversal of authentication of certain SIP messages through firewalls is probably required in order to allow the billing of mobile terminating calls from external IP networks.

User Plane transcoding

IMS uses AMR as default speech codec. However, current devices in external IP networks do not yet support AMR. For instance, G.711 is the default H.323 [27] codec. Moreover, it is not desirable to use bandwidth-consuming codecs, as encountered in fixed networks, over the air interface. Similar problems might also be encountered for non-speech codecs. If there is no common codec between two UE, and no transcoding is available, a call will fail. Such scenarios will probably be frequent when interworking between the IMS and external IP networks, and the support of user plane transcoding is thus desirable.

SIP servers currently do not have the capability to automatically insert transcoding in case of a codec mismatch. (H.323 also does not support transcoding.) The author is not aware of related work in the IETF. However, there are ongoing discussions in the 3GPP. For instance, there are proposals to include this functionality in the MRF. A network-initiated transcoding capability might also be beneficial within the IMS, e.g. if application servers developed for fixed IP networks shall be included, or if interworking between a PC as UE and a native 3GPP UE is desired.

Unfortunately, in its LS SA2 has not provided clear guidance on the network elements to be used for user plane interworking, and rather offered a choice of possible network elements. Also, stage 2 work on the related signalling flows is not completed.

SIP to H.323 interworking

There is ongoing work [29]

 REF _Ref521326968 \r \h 
[30] in the IETF regarding the interworking of standard SIP [7]

 REF _Ref521218115 \r \h 
[8] and H.323 [27] signalling. Prototype implementations (e.g. [28]) are already available. Furthermore, at the ITU-T SG16, Q2/3, a work item addressing the H.323 to SIP interworking exists, but currently there is no related activity.

The above work is not IMS-specific.

IMS to H.323 interworking also has relationships to questions related to IMS-specific SIP extensions, as well as to the interworking to Ipv4 networks with NATs and firewalls, and to the user plane transcoding. However, these topics might be addressed separated from the signalling interworking between standard SIP and H.323.

Suggestions (in italic)
In the above discussion, we found that the interworking between a SIP/IPv6 and a SIP/IPv4 network and the traversal of standard SIP through firewalls and NATs, as well as the interworking between standard SIP and H.323, are addressed within the IETF.

In contrast, the interworking between IMS SIP [5] and standard SIP [7]

 REF _Ref521218115 \r \h 
[8], as well as user plane transcoding, are hardly addressed by external bodies and quite challenging. Moreover, network-initiated automatic user plane transcoding in the case of a codec mismatch is neither a SIP, nor an H.323 feature, but nevertheless desirable both inside the IMS and when interworking with external IP networks.

It is suggested that CN3 initially, i.e. for Rel.5, focuses its work regarding interworking between the IMS and external IP networks to questions related to the interworking of IMS SIP and standard SIP, and questions related to user plane transcoding.

Moreover, in Rel.5 the interface of the IMS to external IP networks should use IPv6 and standard SIP [7]. In Rel.5 Firewalls, NATs, SIP proxies controlling them, and network entities performing the interworking between H.323 and standard SIP signalling should not be defined within the IMS; such network entities should be logically located outside the IMS.

Outside the proposed standard SIP/IPv6 interface of the IMS, a large number of different scenarios will be found: Different types of firewalls and NATs, external Ipv4 or Ipv6 networks, tunneling through external Ipv4 network to other Ipv6 network or SIP server and/or client in Ipv4 network, H.323 or SIP networks, only SIP clients or also SIP servers on the outside, to name same scenarios. Describing all these scenarios would constitute a huge task without benefits.

This approach increases the chance the complete 3GPP work regarding interworking between the IMS and external IP networks, without loosing significant functionality. Progress in the IETF regarding the interworking between a SIP/IPv6 and a SIP/IPv4 network and the traversal of standard SIP through firewalls and NATs, as well as the interworking between standard SIP and H.323, can be used immediately, without any relationship to 3GPP releases. The IETF will probably cover those involved topics in more detail than possible with the current resources of CN3.

In order to align the work on IMS SIP to standard SIP interworking, the subject should be discussed in a joined meeting with CN1.

As we learn from the incoming LS from SA2 [2], “CN3 should note that SA2 still has to assess what (if any) interworking cases are required to be supported between 3PP IMS UE and non 3GPP IP network based end points.” Also, SA did not yet select the network elements to perform user plane interworking and control interworking and rather offers us a choice. More stage 2 work is clearly required.

The status of the stage 2 work also causes some concerns if the work on user plane transcoding can be finalised in the Rel.5 timescale. Those concerns should be reflected in the work item description sheet.

Once the interworking requirements have been further clarified by SA2, it is suggested to again review the status of the work in the IETF on all fields discussed above, in particular the Ipv4, NAT and firewall topic, as well as the interworking to H.323. The possibly resulting additional specification work should become part of Rel. 6.

The related work item description sheet in CN3 should be updated according to these suggestions in italic. It is suggested to split the work item into a part for Rel.5 and a part for Rel.6.
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