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Introduction

This contribution identifies a number of miscellaneous requirements for inclusion in TS 24.229 relating to the usage of SIP within the I-CSCF. These proposals relate to clause 9.3.

The following changes have been made:

1. No text has been included relating to the 100 Trying response. According to TS 24.228 this is included in response to all INVITE requests, but is apparently not included on any other method. As it is assumed that the I-CSCF is a stateless proxy, the I-CSCF merely relays all 100 Trying responses, and does not generate any, strictly in accordance with the bis draft.

Note that this is currently divergent to what is shown in some parts of 24.228, and contributions have been made to rectify this.

2. Inclusion of text relating to the I-CSCF acting as a stateless proxy, and also being transaction stateless as well.

3. Insertion of text relating to registration only occurring between P-CSCF and S-CSCF, and session establishment only appearing between two S-CSCFs (or between a hiding I-CSCF and an S-CSCF).

4. Insertion of inbound hiding text (this text is not complete and the editor's notes have been retained).

5. Insertion of outbound hiding text (this text is not complete and the editor's notes have been retained).

Proposal

The revisions below reflect the proposals for additional requirements to be included in TS 24.229 clause 9.3. These changes should be included in Annex A of the document while they obtain stability.

9.3
Procedures at the I-CSCF

9.3.1
Introduction

The I-CSCF shall act as a stateless proxy (see Table 5.118/7) and dependencies on that major capability apply. The I-CSCF shall also perform all functions as if it was transaction stateless.
9.3.2
Registration procedure

These procedures apply where the I-CSCF appears between a P-CSCF and an S-CSCF.

The use of the Path header shall be supported by the I-CSCF. 

Editor’s Note: If the I-CSCF receives a Path header without the “path” option tag in the Proxy-Require header, we have an error condition in the P-CSCF. The I-CSCF behavior for this scenario is FFS.

When I-CSCF receives a REGISTER request, it shall:

1.
use the result of the Cx-query in order to determine the S-CSCF to which the request is forwarded to; 

2.
determine whether hiding is required or not. 

If hiding is not required, then:

3.
forward the request to the S-CSCF determined in 1.

If hiding is required then:

3.
insert a resolveable identifier, (e.g. name) of the network as the topmost entry in the Path header;

4.
forward the request to the S-CSCF selected in 1;

5.
encrypt or tokenize the topmost entry in the Path header when 200 OK is received as a response to the REGISTER; and,

6.
forward the 200 OK to the P-CSCF from where the related REGISTER was received.

Editor's note: The nature of the resolvable identifier in step 3 should be clarified within clause 4.

9.3.3
Transactions for sessions initiated by the UE

Editor's note: INVITE requires 3GPP specific handling (HSS query)

Editor's note: Responses follow standard SIP routing (Via) 

These procedures apply where the I-CSCF appears between an originating S-CSCF and a terminating S-CSCF, or between a firewall I-CSCF and a terminating S-CSCF.

When I-CSCF receives an INVITE request, it shall:

1.
use the result of the Cx-query in order to determine the S-CSCF to which the request is forwarded to; 

2.
determine whether hiding is required or not. 

If hiding is not required, then:

3.
forward the request to the S-CSCF determined in 1.

4.
forward the 200 OK to the S-CSCF from where the related INVITE was received.

If hiding is required then:

3.
use the Record-Route procedures to place the I-CSCF on the path for future requests in this session;
4.
forward the request to the S-CSCF selected in 1;

5.
forward the 200 OK to the S-CSCF from where the related INVITE was received.

9.3.4
Inbound hiding

Editor's note: Decryption of topmost Route header for inbound requests.

Editor's note: Decryption of topmost Via header for inbound responses.

Editor's note: Decryption of Record Route headers in inbound responses.

When I-CSCF performing hiding receives an INVITE request, it shall:

1.
use the Record-Route procedures to place the I-CSCF on the path for future requests in this session;

2.
forward the 200 OK to the entity from where the related INVITE was received.

9.3.5
Outbound hiding

Editor's note: Encryption of topmost Record Route and Via headers in outbound requests.

Editor's note: Encryption of Record Route headers in outbound responses.

When I-CSCF performing hiding receives an INVITE request, it shall:

1.
use the Record-Route procedures to place the I-CSCF on the path for future requests in this session;

2.
forward the 200 OK to the entity from where the related INVITE was received.
