3GPP TSG-CN1 Meeting #20
Tdoc N1-010551

Brighton, England, 15.-19. October 2001
Source:
Lucent Technologies

Title:
CR to 24.229: Some proposals for procedures at the P-CSCF

Agenda item:
8.11

Document for:
APPROVAL

Introduction

This contribution identifies a number of miscellaneous requirements for inclusion in TS 24.229 relating to the usage of SIP within the P-CSCF. These proposals relate to clause 9.2.

The following changes have been made:

1. Inclusion on text relating to the 100 Trying response. According to TS 24.228 this is included in response to all INVITE requests, but is apparently not included on any other method. It is assumed that the reason for this is that 100 TRYING can be used to prevent repetition of requests on timeout in the sender. The only request where this repetition has a significant impact is the INVITE, which may contain a large SDP as well as an extensive number of other headers, therefore this represents the most significant usage in terms of saving bits sent, particularly on the radio access.

2. Defined that the P-CSCF is a stateful proxy in accordance with the behaviour on 100 Trying defined in 24.228.

Proposal

The revisions below reflect the proposals for additional requirements to be included in TS 24.229 clause 9.2. These changes should be included in Annex A of the document while they obtain stability.

9.2
Procedures at the P-CSCF

9.2.1
General

The I-CSCF shall act as a stateful proxy (see Table 5.118/8) and dependencies on that major capability apply.
9.2.2 
Registration

Editor’s Note: The Registration procedure should be generically described – regardless if it is an initial or a re-registration 

The P-CSCF shall support use of the Path header. The P-CSCF shall also support the Require and Proxy-Require headers. The Path header is only applicable to the REGISTER request and its 2xx or 4xx response e.g. 200 OK. 

When the P-CSCF receives a REGISTER request from the UE that pertains to a given public identity, the P-CSCF shall include in the REGISTER request:

-
The Path header containing the SIP URL identifying the name of the P-CSCF.

-
A Require header containing the option tag "path" and a Proxy-Require header containing the option tag "path".

When the P-CSCF receives a 2xx response to a REGISTER request, it shall

1)
Remove its SIP URL from the list of Path headers, reverses the order of the list and saves the resulting list of Path headers.

2)
Associate the Path header information with the registered public identity.

3)
Remove the list of Path headers and Path option tags from the 2xx response before forwarding the response to the UE. 

4)
Uses the URIs in the list of Path headers to construct a list of Route headers that will be pre-loaded into the initial INVITE request that originate at the UE. The order in the lists is preserved.

5)
Saves the list of Route headers for the entire duration of this registration.

Editor’s Note: The P-CSCF behavior when 3xx or 4xx responses are received is FFS.

Editor's Note: The path header is used only in REGISTER message and corresponding 200 OK message between P-CSCF and S-CSCF.

The P-CSCF shall maintain a separate list of Route headers for each registered public identity. If this registration is a re-registration, then a list of Route headers already exist. The new list of Route headers replaces the old list.

NOTE:
The P-CSCF will maintain two Route lists. The first Route list - created during the registration procedure - is used only to pre-load the routeing information into the initial INVITE request that originated at the UE. This list is valid during the entire registration of the respective public identity. The second Route list - constructed from the Record Route headers in the initial INVITE and associated response - is used during the duration of the call. Once the call is terminated, the second Route list is discarded.

Locating Home I-CSCF during Registration

Prior to forwarding the REGISTRATION request, the P-CSCF needs to determine the transport protocol, port number and IP address of the I-CSCF in the home network.

The IP address of the I-CSCF will be obtained from the maddr parameter in the Request-URI, if specified. Otherwise the host parameter in the Request-URI will be used to obtain the IP address of the I-CSCF in the home network. If the maddr or the host parameter in the Request-URI specifies a domain name then the P-CSCF queries the DNS as specified in section 1.4.2 of the document draft-ietf-sip-rfc2543bis-02.txt [1]. 

Editor's Note: The case when the maddr or the host parameter in the Request-URI of the REGISTRATION request specifies a numeric IP address is FFS.

9.2.3 
Deregistration

Editor’s Note: Procedures for this need to be described in order to delete the information stored for the registered user at the P-CSCF.

9.2.3.1
User-initiated deregistration

Editor’s Note: If 200 OK expires = 0 then delete stored information (e.g. Path Header)

9.2.3.2
Network-initiated deregistration

9.2.4
Subscription and notification

Editors Note: Further discussion is needed if the P-CSCF “looks into” the NOTIFY messages sent to the UE or subscribes itself.

9.2.5
Initial INVITE

9.2.5.1
Determination MO or MT case

Editor’s Note: It has to be discussed whether this section is needed or if the determination of MO/MT case at the P-CSCF shall be left implementation dependent.

9.2.5.2
Mobile-originating case

The P-CSCF uses the public identity of the caller and it: 

· selects the list of Route headers that was created during the registration of the respective public identity utilizing the Path mechanism. 

· uses the URI in the Request-URI header (i.e., destination) in the initial INVITE request to construct a Route header, and appends it to the bottom of the list of Route headers from the previous step. The appended URI may be a SIP URL or a tel-URL. 

· pre-loads the list of Route headers from the previous steps to the initial INVITE request. 

· create a list of Record-Route header by putting its SIP URL as the first entry of the list, and forwards the INVITE request. 

The Contact header received in the initial INVITE request is left intact by the P-CSCF.

In addition, the P-CSCF shall respond to all INVITE requests with a 100 Trying response. The P-CSCF shall not send a 100 Trying response for any other request.
Upon receiving a response (e.g. 183 Session Progress, 200 OK) to the initial INVITE request, the P-CSCF:

 
constructs a new list of Route headers from the received list of Record-Route headers. The Contact header received in the response is left intact and it is not appended to the bottom of the list of Route headers.

 
removes the entire list of Record-Route headers from the received list of Record-Route headers..

9.2.5.3
Mobile-terminating case

When the P-CSCF receive an initial INVITE request destined for the UE, it will contain the SIP URL of the P-CSCF in the Request-URI, and a single pre-loaded Route header. The received initial INVITE will also have a list of Record-Route headers. Prior to forwarding the initial INVITE, the P-CSCF:

· removes the list of Record-Route headers, and converts it into a list of Route headers. The Contact header received in the initial INVITE request is left intact and it is not appended to the bottom of the list of Route headers. This list of Route headers will be appended to all subsequent requests for this call that originate at the UE.

· adds its Record-Route header on the top of the removed list of Record-Route headers, save the list. This list will be appended to the response to the initial INVITE request that is generated by the UE and returned via the P-CSCF.

In addition, the P-CSCF shall respond to all INVITE requests with a 100 Trying response. The P-CSCF shall not send a 100 Trying response for any other request.
When the P-CSCF receives the response from the UE to the initial INVITE request, it:

· appends the saved list of Record-Route headers to the response to the initial INVITE request returned by the UE, and forwards the response.

9.2.6
Call release

9.2.6.1
P-CSCF-initiated call release

9.2.6.2
Call release initiated by any other entity 

Editor’s Note: As S-CSCF initiated call release looks the same for P-CSCF as a User Initiated Call Release, this special case shall also be handled in this section.

9.2.7
Call-related requests

Editor’s Note: PRACK, COMET, Re-INVITE, INFO, REFER etc. shall be handled here in a generic way.

Whenever the P-CSCF receives subsequent requests from the UE that pertains to an existing call, it:

-
selects the list of Route headers that was created during the exchange of the initial INVITE request and associated response for this call.

-
uses the URI in the Request-URI header in the request to construct a Route header, and appends it to the bottom of the list of Route headers, 

-
appends the list of  Route headers to the request, and forwards the request utilizing the list of Route headers.

If the request contains the Contact header, it is left intact by the P-CSCF.

Prior to forwarding the response to the UE, the P-CSCF removes the Via and Record Route headers if present.  If the request contains the Contact header, it is left intact by the P-CSCF. 

Whenever the P-CSCF receives subsequent requests destined for the UE that pertains to an existing call, it will contain the SIP URL of the P-CSCF in the Request-URI, and a single Route header. The P-CSCF utilizes the Route header to forward the request to the UE. 

Prior to forwarding the request to the UE, the P-CSCF removes the Via and Record Route headers if present. If the request contains the Contact header, it is left intact by the P-CSCF. 

If the response received from the UE contains the Contact header,  it is left intact by the P-CSCF.

9.2.8
Further initial requests

Editor’s Note: Generic handling of e.g. OPTIONS should be described here

