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Introduction

This contribution contains a number of points which address editorial issues or issues of internal technical alignment within 24.229. The points can all be considered independently.

Point 1
Clause 2 (References).

A number of documents have been reissued since the last meeting, and therefore the references clause requires revision as follows:

[1]
draft-ietf-sip-rfc2543bis-04 (July 2001): “SIP: Session Initiation Protocol”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC.

[2]
RFC 2976 (October 2000): “The SIP INFO method”.

[3]
draft-ietf-sip-100rel-04 (September 2001): “Reliability of provisional responses in SIP”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[4]
draft-ietf-sip-callerprefs-04 (June 2001): “SIP caller preferences and callee capabilities”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[5]
draft-ietf-sip-refer-01 (September 2001): “The REFER method”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[6]
draft-ietf-sip-serverfeatures-05 (July 2001): “The SIP supported header”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[7]
draft-ietf-sip-session-timer-07 (October 2001): “The SIP session timer”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[8]
draft-sip-manyfolks- resource-02 (August 2001): “Integration of resource management and SIP”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[9]
draft- sip-privacy-02 (May 2001): “SIP extensions for caller identity and privacy”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[10]
draft- sip-state-02 (August 2001): “SIP extensions for supporting distributed call state”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[11]
draft- sip-call-auth-02 (August 2001): “SIP extensions for media authorization”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[12]
draft-ietf-mmusic-sdp-new-03 (January 2002): “SDP: Session Description Protocol”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC.

[13]
3GPP TS 23.218: "3rd Generation Partnership Project; Technical Specification Group Core Network; IP Multimedia (IM) Session Handling; IP Multimedia (IM) call model (Release 5)".

Point 2
Clause 4 (General), 1st paragraph: prior to clause 4.1

The text of this paragraph is now fully covered by the text of clause 4.1, but in more detail, and therefore this paragraph can be deleted.


Point 3
Table 5.121 (proxy role ACK request), (Authorization header).

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

1
Authorization
[1] 10.11
m
m
[1] 10.11
i
i

Point 4
Table 5.121 (proxy role ACK request), (Timestamp header).

The send capabilities should be "m" to match the receive capabilities of "i"

2
Timestamp
[1] 10.42
m
m
[1] 10.42
i
i

Point 5
Table 5.121 (proxy role ACK request), (Referred-By header).

The send capabilities should be "m" to match the receive capabilities of "i".

c1: IF 5.118/12 THEN m ELSE n/a

Point 6
Table 5.123 (proxy role BYE request), (Authorization header). Similarly in Table 5.126 through Table 5.133.

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

3
Authorization
[1] 10.11
m
m
[1] 10.11
i
i

Point 7
Table 5.123 (proxy role BYE request), (Timestamp header).

The send capabilities should be "m" to match the receive capabilities of "i"

4
Timestamp
[1] 10.42
m
m
[1] 10.42
i
i

Point 8
Table 5.123 (proxy role BYE request), (Referred-By header).

The send capabilities should be "m" to match the receive capabilities of "i".

c1: IF 5.118/12 THEN m ELSE n/a

Point 9
Table 5.135 (proxy role CANCEL request), (Authorization header).

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

5
Authorization
[1] 10.11
m
m
[1] 10.11
i
i

Point 10
Table 5.135 (proxy role CANCEL request), (Timestamp header). 

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

6
Timestamp
[1] 10.42
m
m
[1] 10.42
i
i

Point 11
Table 5.135 (proxy role CANCEL request), (Referred-By header).

The send capabilities should be "m" to match the receive capabilities of "i".

c1: IF 5.118/12 THEN m ELSE n/a

Point 12
Table 5.145 (proxy role COMET request), (Authorization header).

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

7
Authorization
[1] 10.11
m
m
[1] 10.11
i
i

Point 13
Table 5.145 (proxy role COMET request), (Timestamp header). Similarly in Table 5.147 through Table 5.155.

The send capabilities should be "m" to match the receive capabilities of "i"

8
Timestamp
[1] 10.42
m
m
[1] 10.42
i
i

Point 14
Table 5.145 (proxy role COMET request), (Referred-By header).

The send capabilities should be "m" to match the receive capabilities of "i".

c1: IF 5.118/12 THEN m ELSE n/a

Point 15
Table 5.157 (proxy role INFO request), (Authorization header).

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

9
Authorization
[1] 10.11
m
m
[1] 10.11
i
i

Point 16
Table 5.157 (proxy role INFO request), (Priority header).

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

10
Priority
[1] 10.30
m
m
[1] 10.30
i
i

Point 17
Table 5.157 (proxy role INFO request), (Timestamp header). Similarly in Table 5.159 through Table 5.167.

The send capabilities should be "m" to match the receive capabilities of "i"
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Timestamp
[1] 10.42
m
m
[1] 10.42
i
i

Point 18
Table 5.157 (proxy role INFO request), (Referred-By header).

The send capabilities should be "m" to match the receive capabilities of "i".

c1: IF 5.118/12 THEN m ELSE n/a

Point 19
Table 5.169 (proxy role INVITE request), (Authorization header).

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

12
Authorization
[1] 10.11
m
m
[1] 10.11
i
i

Point 20
Table 5.169 (proxy role INVITE request), (In-Reply-To header).

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

13
In-Reply-To
[1] 10.26
m
m
[1] 10.26
i
i

Point 21
Table 5.169 (proxy role INVITE request), (Priority header).

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

14
Priority
[1] 10.30
m
m
[1] 10.30
i
i

Point 22
Table 5.169 (proxy role INVITE request), (Timestamp header). Similarly in Table 5.171 through Table 5.180.

The send capabilities should be "m" to match the receive capabilities of "i"

15
Timestamp
[1] 10.42
m
m
[1] 10.42
i
i

Point 23
Table 5.169 (proxy role INVITE request), (Referred-By header).

The send capabilities should be "m" to match the receive capabilities of "i".

c1: IF 5.118/12 THEN m ELSE n/a

Point 24
Table 5.182 (proxy role OPTIONS request), (Authorization header).

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

16
Authorization
1] 10.11
m
m
[1] 10.11
i
i

Point 25
Table 5.182 (proxy role OPTIONS request), (Timestamp header). Similarly in Table 5.184 through Table 5.193.

The send capabilities should be "m" to match the receive capabilities of "i"

17
Timestamp
[1] 10.42
m
m
[1] 10.42
i
i

Point 26
Table 5.182 (proxy role OPTIONS request), (Referred-By header).

The send capabilities should be "m" to match the receive capabilities of "i".

c1: IF 5.118/12 THEN m ELSE n/a

Point 27
Table 5.195 (proxy role PRACK request), (Authorization header).

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

18
Authorization
[1] 10.11
m
m
[1] 10.11
i
i

Point 28
Table 5.195 (proxy role PRACK request), (Timestamp header). Similarly in Table 5.197 through Table 5.205.

The send capabilities should be "m" to match the receive capabilities of "i"

19
Timestamp
[1] 10.42
m
m
[1] 10.42
i
i

Point 29
Table 5.195 (proxy role PRACK request), (Referred-By header).

The send capabilities should be "m" to match the receive capabilities of "i".

c1: IF 5.118/12 THEN m ELSE n/a

Point 30
Table 5.207 (proxy role REFER request), (Authorization header).

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

20
Authorization
[1] 10.11
m
m
[1] 10.11
i
i

Point 31
Table 5.207 (proxy role REFER request), (Timestamp header). Similarly in Table 5.209 through Table 5.218.

The send capabilities should be "m" to match the receive capabilities of "i"

21
Timestamp
[1] 10.42
m
m
[1] 10.42
i
i

Point 32
Table 5.207 (proxy role REFER request), (Refer-To and Referred-By header).

The send capabilities should be "m" to match the receive capabilities of "i".

c1: IF 5.118/12 THEN m ELSE n/a

Point 33
Table 5.220 (proxy role REGISTER request), (Authorization header).

The "m" and "i" entries for send and receive were transposed by the contributing Lucent contribution. The row should be modified as follows:

22
Authorization
[1] 10.11
m
m
[1] 10.11
i
i

Point 34
Table 5.220 (proxy role REGISTER request), (Timestamp header).

The send capabilities should be "m" to match the receive capabilities of "i"

23
Timestamp
[1] 10.42
m
m
[1] 10.42
c3
c3

Point 35
Table 5.220 (proxy role REGISTER request), (Referred-By header).

The send capabilities should be "m" to match the receive capabilities of "i".

c1: IF 5.118/12 THEN m ELSE n/a

Point 36
Table 5.222 through table 5.231 (proxy role REGISTER response), (Timestamp header).

The send capabilities should be "m" to match the receive capabilities of "i"

24
Timestamp
[1] 10.42
m
m
[1] 10.42
c4
c4

