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Introduction

This purpose of this contribution is to address the issue of binding of information at the P-CSCF in the scenario where a single REGISTER message for the purpose of registering IMPU1 (IM Public Id 1) results in an automatic registration of IMPU2, IMPU3… IMPUn within the network.  

The contribution analyses the problem at hand and suggests the use of the Contact: header as the key into identifying a subscriber at the P-CSCF, instead of the present use of  public id as the key.

Acronyms

IMPU
IM Public User Identity

IMPI
IM Private Id

Problem Description
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The REGISTER message carries only a single IMPU.  If the S-CSCF chooses to allow for the automatic registration of the service profile associated with that IMPU, the result is that the network also registers the associated IMPU2 and IMPU3.  The network may subsequently notify the subscriber of the list of IMPUs that have been automatically registered.

The P-CSCF may subscribe to the registration state of a particular user. The S-CSCF will, in this case, inform the P-CSCF on the automatically subscribed IMPUs. Note however that this subscription is optional. The P-CSCF decides, based on roaming agreements, capacity, traffic, etc. to subscribe or not subscribe to the user's registration state. Therefore, there is a case where the P-CSCF does not know all the IMPUs for a user.

Existing functionality at the P-CSCF allows for the binding of only a single IMPU, which is the one sent in the REGISTER message, with the Contact: provided in the REGISTER.  This creates the following complications:

1) If the subscriber initiates a session with the automatically registered IMPU2, the P-CSCF does not have a valid registration state corresponding to IMPU2.  Therefore, pre-loaded routing information established at registration cannot be retrieved.

2) It would be problematic to allow for the binding of multiple IMPUs for the same service profile at the P-CSCF for purposes of synchronisation.  Besides, auto-registration of a service profile is a service that is within the scope of the S-CSCF/AS only.  Replicating the information at the P-CSCF should only be resorted to as a last resort and is not recommended.

Recommendation

Although registrations are done on the basis of a IMPU, the issues described above show that the storage of registration related information at the P-CSCF would need to be based on the Contact:.  

Existing binding mechanisms at the P-CSCF assume two constants to provide a binding at successful registration: 

· Public-Id (IMPU)

· Contact:

It has been demonstrated above that the IMPU can vary for the same UE due to automatic registration in the network. The Contact: header denotes the physical address of the subscriber independent of the number of registered IMPUs.  It remains constant in all messages (e.g. INVITE) initiated by the UE towards the P-CSCF, and is independent of the IMPU sent in the message. 

UE behaviour:

It is understood that the Contact: established for a given IMPU by the UE remains unchanged for the duration of the registration.  All messages sent by the UE subsequent to the REGISTER will carry the same Contact:.  The Contacts stored at a P-CSCF are unique and will not clash with one another.

Network behaviour at REGISTER of IMPU1

Assuming that the single IMPU1 received in the REGISTER results in the automatic registration of IMPU2, IMPU3, the S-CSCF creates a binding between the Contact: header received in the REGISTER and IMPU1, IMPU2 and IMPU3.  The 200 OK for the REGISTER acknowledges the established Contact:.

In case the same IMPU is registered by multiple UEs (i.e. a single IMPU has multiple Contact: s’ associated with it), the behaviour in the network is remains the same as stated above as each of the Contacts are handled independent of each other during call processing.

Call originated by IMPU2

It is recommended that the P-CSCF uses the Contact:, instead of the public-id, as the key into identifying the registration state at the P-CSCF at the reception of the INVITE.  The stored Path: header is then used to build the Route: header as described already in 24.229 v0.6.

Terminating call towards IMPU2

Any call terminating towards a subscriber has to first be routed through the S-CSCF.  The S-CSCF uses the received IMPU2 as the key into determining the Contact: for the subscriber.  The call is then routed based on the Contact:

Proposal

The following marked changed are proposed to 24.229 v. 0.6.0

9.2
Procedures at the P-CSCF

9.2.1 
Registration

Editor’s Note: The Registration procedure should be generically described – regardless if it is an initial or a re-registration 

The P-CSCF shall support use of the Path header. The P-CSCF shall also support the Require and Proxy-Require headers. The Path header is only applicable to the REGISTER request and its 2xx or 4xx response e.g. 200 OK. 

When the P-CSCF receives a REGISTER request from the UE that pertains to a given public identity, the P-CSCF shall include in the REGISTER request:

-
The Path header containing the SIP URL identifying the name of the P-CSCF.

-
A Require header containing the option tag "path" and a Proxy-Require header containing the option tag "path".

When the P-CSCF receives a 2xx response to a REGISTER request, it shall

1)
Remove its SIP URL from the list of Path headers, reverses the order of the list and saves the resulting list of Path headers.

2)
Associate the Path header information with the Contact: received in the REGISTER.

3)
Remove the list of Path headers and Path option tags from the 2xx response before forwarding the response to the UE. 

4)
Uses the URIs in the list of Path headers to construct a list of Route headers that will be pre-loaded into the initial INVITE request that originate at the UE. The order in the lists is preserved.

5)
Saves the list of Route headers for the entire duration of this registration.

Editor’s Note: The P-CSCF behavior when 3xx or 4xx responses are received is FFS.

Editor's Note: The path header is used only in REGISTER message and corresponding 200 OK message between P-CSCF and S-CSCF.

The P-CSCF shall maintain a separate list of Route headers for each Contact:. If this registration is a re-registration, then a list of Route headers already exist. The new list of Route headers replaces the old list.

NOTE:
The P-CSCF will maintain two Route lists. The first Route list - created during the registration procedure - is used only to pre-load the routeing information into the initial INVITE request that originated at the UE. This list is valid during the entire registration of the respective Contact:. The second Route list - constructed from the Record Route headers in the initial INVITE and associated response - is used during the duration of the call. Once the call is terminated, the second Route list is discarded.

Locating Home I-CSCF during Registration

Prior to forwarding the REGISTRATION request, the P-CSCF needs to determine the transport protocol, port number and IP address of the I-CSCF in the home network.

The IP address of the I-CSCF will be obtained from the maddr parameter in the Request-URI, if specified. Otherwise the host parameter in the Request-URI will be used to obtain the IP address of the I-CSCF in the home network. If the maddr or the host parameter in the Request-URI specifies a domain name then the P-CSCF queries the DNS as specified in section 1.4.2 of the document draft-ietf-sip-rfc2543bis-02.txt [1]. 

Editor's Note: The case when the maddr or the host parameter in the Request-URI of the REGISTRATION request specifies a numeric IP address is FFS.

9.2.2 
Deregistration

Editor’s Note: Procedures for this need to be described in order to delete the information stored for the registered user at the P-CSCF.

9.2.2.1
User-initiated deregistration

Editor’s Note: If 200 OK expires = 0 then delete stored information (e.g. Path Header)

9.2.2.2
Network-initiated deregistration

9.2.3
Subscription and notification

Editors Note: Further discussion is needed if the P-CSCF “looks into” the NOTIFY messages sent to the UE or subscribes itself.

9.2.4
Initial INVITE

9.2.4.1
Determination MO or MT case

Editor’s Note: It has to be discussed whether this section is needed or if the determination of MO/MT case at the P-CSCF shall be left implementation dependent.

9.2.4.2
Mobile-originating case

The P-CSCF uses the Contact: received in the INVITE  to locate the registration information and it: 

· selects the list of Route headers that was created during the registration of the respective public identity utilizing the Path mechanism. 

· uses the URI in the Request-URI header (i.e., destination) in the initial INVITE request to construct a Route header, and appends it to the bottom of the list of Route headers from the previous step. The appended URI may be a SIP URL or a tel-URL. 

· pre-loads the list of Route headers from the previous steps to the initial INVITE request. 

· create a list of Record-Route header by putting its SIP URL as the first entry of the list, and forwards the INVITE request. 

The Contact header received in the initial INVITE request is left intact by the P-CSCF.

Upon receiving a response (e.g. 183 Session Progress, 200 OK) to the initial INVITE request, the P-CSCF:

 
constructs a new list of Route headers from the received list of Record-Route headers. The Contact header received in the response is left intact and it is not appended to the bottom of the list of Route headers.

 
removes the entire list of Record-Route headers from the received list of Record-Route headers..

Annex C (informative – to be deleted from document before publishing):
Working assumptions on user identification within IMS entities

Editor’s Note: This Annex has to be deleted from the document before 24.229 is published.

<< snip >>
C.3 
At the P-CSCF, how do we identify which list to use as a pre-loaded route (path)?

Mobile Originated:

During registration, the binding is performed between the public id received in the REGISTER and the Contact: received in the REGISTER.  At reception of a message that needs to use the preloaded route, the Contact: received in that message is used as a key into determining the pre-loaded route.


Mobile Terminated:

The “Gateway” I-CSCF determines the responsible S-CSCF based on a Cx-Query to the HSS with the public-user ID as received in the request uri of the INVITE from the Home Network of the originating user.

The S-CSCF loads the route (constructed from path stored at registration time) to the P-CSCF based on Public-ID of the B-user (which can be found in the Route header).

The P-CSCF determines the Contact / IP-addr of the user based on the Public-ID (based on binding at registration time) of the B-user (which can be found in the Route header).  
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