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Proposal:

It is proposed to 

a) Add call flow figure to subclause 18.2 of Annex A-5 (see below)

b) Move all of Annex A-5 to the main body of 24.228

Annex A-5: Proposed addition of session release procedures

Editor’s Note: The following text proposes session release procedures to be placed in clause 8.

8.2
Mobile terminal initiated session release

Figure 8.2-1 shows a mobile terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the Home network in either or both cases).
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Figure 8.2-1: Mobile initiated session release

1
SIP BYE (UE to P-CSCF) - see example in Table 8.2-1

One mobile party hangs up, which generates a SIP BYE request from the UE to the P-CSCF. 

Table 8.2-1: SIP BYE (UE to P-CSCF)

BYE sip:token10@pcscf1.visited1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost> 

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159 
Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq: 153 BYE

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Length: 0


The request-URI takes the value of the Contact header of the previously received response.


The Via header and the contact header take the value of either the IP address or the FQDN of the originating UE.


The example contents of the From header, the To header and Call-ID header are used to identify the session being cleared, and therefore are identical to those of the previously received response for that session, so that they include any tag parameters.


The content of the Cseq header must have a higher sequence number than the previous transaction. Here it is assumed that a Cseq value no greater than 152 has been previously used.

2
Release PDP

Steps 2 and 3 may take place before or after Step 1 and  in parallel with Step 4. The UE initiates the release of the bearer PDP context. The GPRS subsystem releases the PDP context. The IP network resources that had were reserved for the message receive path to the mobile for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

3
Rls. Response

The GPRS subsystem responds to the UE.

4
Remove resource reservation

The P-CSCF removes the authorization for resources that had previously been issued for this endpoint for this session. This step will also result in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the session have been deleted.

5
SIP BYE (P-CSCF to S-CSCF)  - see example in Table 8.2-5

The P-CSCF sends a SIP BYE request to the S-CSCF of the releasing party. 

Table 8.2-5: SIP BYE (P-CSCF to S-CSCF)

BYE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:scscf2.home2.net, sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home2.net

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

6
Service control

The S-CSCF performs whatever service control procedures are appropriate for this ending session.

7
SIP BYE (S-CSCF to S-CSCF) see example in Table 8.2-7
The SIP BYE request is sent from the S-CSCF to the S-CSCF of the network of the other party. 

Table 8.2-7: SIP BYE (S-CSCF to S-CSCF)

BYE sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home2.net
Record-Route: sip:scscf1.home1.net
From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 

8
Service control

The S-CSCF performs whatever service control procedures are appropriate for this ending session.

9
SIP BYE (S-CSCF to P-CSCF)  - see example in Table 8.2-9

The SIP BYE request is forwarded directly to the P-CSCF. 

Table 8.2-9: SIP BYE (S-CSCF to P-CSCF)

BYE sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net
Record-Route: sip:scscf2.home2.net, sip:scscf1.home1.net

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

10
Remove resource reservation

The P-CSCF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the UE#2 session have been deleted.

11
SIP BYE (P-CSCF to UE) - see example in Table 8.2-11

The P-CSCF forwards the SIP BYE request on to the UE. 

Table 8.2-11: SIP BYE (P-CSCF to UE)

BYE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token25

From:

To:

Call-ID:

CSeq:

Contact: token25@pcscf2.visited2.net 

Content-Length: 0

12
SIP 200 OK (UE to P-CSCF) - see example in Table 8.2-12

The mobile responds with a SIP 200 OK response, which is sent back to the P-CSCF. 

Table 8.2-12: SIP 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token25

From:

To:

Call-ID:

CSeq:

Content-Length: 0

13
Release PDP

Steps 14 and 15 may be done in parallel with step 13. The Mobile initiates the release of the bearer PDP context.

14
Rls response

The GPRS subsystem releases the PDP context. The IP network resources that had were reserved for the message receive path to the mobile for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

15
SIP 200 OK (P-CSCF to S-CSCF) - see example in Table 8.2-15

The P-CSCF sends a SIP 200 OK response to the S-CSCF directly. 

Table 8.2-15: SIP 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From:

To:

Call-ID:

CSeq:

Content-Length: 0

16
SIP 200 OK (S-CSCF to S-CSCF) - see example in Table 8.2-16

The S-CSCF of the other party forwards the SIP 200 OK response to its local S-CSCF. 

Table 8.2-16: SIP 200 OK (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From:

To:

Call-ID:

CSeq:

Content-Length: 0

17
SIP 200 OK (S-CSCF to P-CSCF) - see example in Table 8.2-17


The S-CSCF of the releasing party forwards the SIP 200 OK response to the P-CSCF of the releasing party. The example contents of the SIP 200 OK response are shown in table 9-9.

Table 8.2-17: SIP 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From:

To:

Call-ID:

CSeq:

Content-Length: 0

18
SIP 200 OK (P-CSCF to UE) - see example in Table 8.2-18

The P-CSCF of the releasing party forwards the SIP 200 OK response to the UE.

Table 8.2-18: SIP 200 OK (P-CCSF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From:

To:

Call-ID:

CSeq:

Content-Length: 0

18.2
Mobile terminal initiated session release

Figure 18.2-1 shows a mobile terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the home network in either or both cases).

NOTE:
For the puposes of the description of the I-CSCF in figure 18.2-1 and in the associated text, it is assumed that the party that established the session initiated the clearing. For clearing in the reverse direction, there is a slight change in the optionality of the I-CSCFs between the S-CSCFs. This is as described for session establishment.
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Figure 18.2-1: Mobile initiated session release

1
SIP BYE (UE to P-CSCF) - see example in Table 18.2-1

One mobile party hangs up, which generates a SIP BYE request from the UE to the P-CSCF. 

Table 18.2-1: SIP BYE (UE to P-CSCF)

BYE sip:token10@pcscf1.visited1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost> 

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159 
Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

CSeq: 153 BYE

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Length: 0


The request-URI takes the value of the Contact header of the previously received response.


The Via header and the contact header take the value of either the IP address or the FQDN of the originating UE.


The example contents of the From header, the To header and Call-ID header are used to identify the session being cleared, and therefore are identical to those of the previously received response for that session, so that they include any tag parameters.


The content of the Cseq header must have a higher sequence number than the previous transaction. Here it is assumed that a Cseq value no greater than 152 has been previously used.

2
Release PDP

Steps 2 and 3 may take place before or after Step 1 and  in parallel with Step 4. The UE initiates the release of the bearer PDP context. The GPRS subsystem releases the PDP context. The IP network resources that had were reserved for the message receive path to the mobile for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

3
Rls. Response

The GPRS subsystem responds to the UE.

4
Remove resource reservation

The P-CSCF removes the authorization for resources that had previously been issued for this endpoint for this session. This step will also result in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the session have been deleted.

5
SIP BYE (P-CSCF to I-CSCF) - see example in Table 18.2-5


The P-CSCF sends a SIP BYE request to the Firewall I-CSCF hiding the S-CSCF of the releasing party.

Table 18.2-5: SIP BYE (P-CSCF to I-CSCF)

BYE sip:icscf1a.home1.net SIP/2.0
Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:Token(sip:scscf1.home1.net, sip:scscf2.home2.net), sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net
From:

To:

Call-ID:

CSeq:

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net

Content-Length: 0

6
SIP BYE (I-CSCF to S-CSCF) - see example in Table 18.2-6


The Firewall I-CSCF sends a SIP BYE request to the S-CSCF of the releasing party.

Table 18.2-6: SIP BYE (I-CSCF to S-CSCF)

BYE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:icscf1_1.home1.net
Route: sip:scscf2.home2.net, sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net
Record-Route: sip:icscf1a.home1.net
From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

7
Service control

The S-CSCF performs whatever service control procedures are appropriate for this ending session.

8
SIP BYE (S-CSCF to I-CSCF) - see example in Table 18.2-8

The SIP BYE request is sent from the S-CSCF to the Firewall I-CSCF.

Table 18.2-8: SIP BYE (S-CSCF to I-CSCF)

BYE sip:icscf1b.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:icscf2b.home2.net, sip:Token(sip:scscf2.home2.net), sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net
Record-Route: sip:scscf1.home1.net

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

9
SIP BYE (I-CSCF to I-CSCF) - see example in Table 18.2-9

The SIP BYE request is sent from the Firewall I-CSCF to the I-CSCF of the network of the other party.

Table 18.2-9: SIP BYE (I-CSCF to I-CSCF)

BYE sip:icscf2b.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Route: sip:Token(sip:scscf2.home2.net), sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net

Record-Route: sip:icscf1b.home1.net, sip:Token(sip:scscf1.home1.net)

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

10
SIP BYE (I-CSCF to S-CSCF) - see example in Table 18.2-10


The SIP BYE request is forwarded from the I-CSCF that was used to determine the location of S-CSCF of the other party. 

Table 18.2-10: SIP BYE (I-CSCF to S-CSCF)

BYE sip:scscf2.home2.net SIP/2.0
Via: SIP/2.0/UDP icscf2b.home2.net, SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net
Record-Route: sip:icscf2b.home2.net, sip:icscf1b.home1.net, sip:Token(sip:scscf1.home1.net)

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

11
Service control

The S-CSCF performs whatever service control procedures are appropriate for this ending session.

12
SIP BYE (S-CSCF to I-CSCF) - see example in Table 18.2-12

The SIP BYE request is forwarded to a Firewall I-CSCF.

Table 18.2-12: SIP BYE (S-CSCF to I-CSCF)

BYE sip:icscf2a.home2.net SIP/2.0
Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2b.home2.net, SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])
Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net
Record-Route: sip:scscf2.home2.net, sip:scscf1.home1.net

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

13
SIP BYE (I-CSCF to P-CSCF) - see example in Table 18.2-13


The Firewall I-CSCF forwards the SIP BYE request to the P-CSCF.

Table 18.2-13: SIP BYE (I-CSCF to P-CSCF)

BYE sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net SIP/2.0
Via: SIP/2.0/UDP icscf2a.home2.net, SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2b.home2.net, SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]))

Record-Route: sip:icscf2a.home2.net, sip:Token(sip:scscf2.home2.net, sip:scscf1.home1.net)

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

14
Remove resource reservation

The P-CSCF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the UE#2 session have been deleted.

15
SIP BYE (P-CSCF to UE) - see example in Table 18.2-15

The P-CSCF forwards the SIP BYE request on to the UE.

Table 18.2-15: SIP BYE (P-CSCF to UE)

BYE sip:[5555::eee:fff:aaa:bbb] SIP/2.0
Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token25

From:

To:

Call-ID:

CSeq:

Contact: token26@pcscf2.visited2.net 

Content-Length: 0

16
SIP 200 OK (UE to P-CSCF) - see example in Table 18.2-16

The mobile responds with a SIP 200 OK response, which is sent back to the P-CSCF.

Table 18.2-16: SIP 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=token26

From:

To:

Call-ID:

CSeq:

Content-Length: 0

17
Release PDP

Steps 14 and 15 may be done in parallel with step 13. The Mobile initiates the release of the bearer PDP context.

18
Rls response

The GPRS subsystem releases the PDP context. The IP network resources that had were reserved for the message receive path to the mobile for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

19
SIP 200 OK (P-CSCF to I-CSCF) - see example in Table 18.2-19

The P-CSCF sends a SIP 200 OK response to the Firewall I-CSCF.

Table 18.2-19: SIP 200 OK (P-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf2a.home2.net, SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2b.home2.net, SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]))

Record-Route: sip:icscf2a.home2.net, sip:Token(sip:scscf2.home2.net, sip:scscf1.home1.net)

From:

To:

Call-ID:

CSeq:

Content-Length: 0

20
SIP 200 OK (I-CSCF to S-CSCF) - see example in Table 18.2-20


The Firewall I-CSCF sends a SIP 200 OK response to the S-CSCF.

Table 18.2-20: SIP 200 OK (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net, SIP/2.0/UDP icscf2b.home2.net, SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:icscf2a.home2.net, sip:scscf2.home2.net, sip:scscf1.home1.net

From:

To:

Call-ID:

CSeq:

Content-Length: 0

21
SIP 200 OK (S-CSCF to I-CSCF) - see example in Table 18.2-21

The S-CSCF of the other party forwards the SIP 200 OK response to its selecting I-CSCF.

Table 18.2-21: SIP 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf2b.home2.net, SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:icscf2b.home2.net, sip:icscf1b.home1.net, sip:Token(sip:scscf1.home1.net)

From:

To:

Call-ID:

CSeq:

Content-Length: 0

22
SIP 200 OK (I-CSCF to I-CSCF) - see example in Table 18.2-22

The selecting I-CSCF forwards the SIP 200 OK response to the Firewall I-CSCF.

Table 18.2-22: SIP 200 OK (I-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:Token(sip:icscf1b.home1.net), sip:scscf1.home1.net

From:

To:

Call-ID:

CSeq:

Content-Length: 0

23
SIP 200 OK (I-CSCF to S-CSCF) - see example in Table 18.2-23


The Firewall I-CSCF forwards the SIP 200 OK response to the S-CSCF.

Table 18.2-23: SIP 200 OK (I-CSCF to S-CSCF) 

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:Token(sip:scscf2.home2.net), sip:icscf.home2.net, sip:icscf.home1.net, sip:scscf1.home1.net 

From:

To:

Call-ID:

CSeq:

Content-Length: 0

24
SIP 200 OK (S-CSCF to I-CSCF) - see example in Table 18.2-24

The S-CSCF of the releasing party forwards the SIP 200 OK response to the Firewall I-CSCF.

Table 18.2-24: SIP 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf2.home2.net, sip:scscf1.home1.net, sip:icscf1a.home1.net

From:

To:

Call-ID:

CSeq:

Content-Length: 0

25
SIP 200 OK (I-CSCF to P-CSCF) - see example in Table 18.2-25


The Firewall I-CSCF forwards the SIP 200 OK response to the P-CSCF of the releasing party.

Table 18.2-25: SIP 200 OK (I-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:Token(sip:scscf1.home1.net, sip:scscf2.home2.net), sip:icscf2.home2.net

From:

To:

Call-ID:

CSeq:

Content-Length: 0

26
SIP OK (P-CSCF to UE) - see example in Table 18.2-26

The P-CSCF of the releasing party forwards the SIP 200 OK response to the UE.

Table 18.2-26: SIP OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From:

To:

Call-ID:

CSeq:

Content-Length: 0
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