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Abstract

This contribution clarifies the usage of 100 and 1xx responses in IETF SIP and updates clause 5 of 24.229 accordingly.

Introduction

Currently in 24.229, 1xx responses have been included for all methods.

It is clear from discussion within IETF that 1xx responses (provisional responses) only apply to the INVITE method. 

100 responses can apply to all methods because they have a special function in preventing resend of requests in UDP transmission.

Because of this function 100 responses will have a limited set of headers included, because they are not UA to UA. Our reading of the bis draft:

11.1.1 100 Trying

Some unspecified action is being taken on behalf of this call (e.g., a database is being consulted), but the user has not yet been located.

is that this response cannot be generated by a UAS.

The 100rel draft indicates that the RSeq header MUST NOT be used in a 100 response, therefore even in the INVITE tables, 100 and 1xx now require separate tables.

The headers that are understood to be necessary for the 100 response are:

· From (mandatory to send, mandatory to receive)

· To (mandatory to send, mandatory to receive)

· Call-ID (mandatory to send, mandatory to receive)

· CSeq  (mandatory to send, mandatory to receive)

· Via  (mandatory to send, mandatory to receive)

· Content-Length (mandatory to send, mandatory to receive) - will always indicate no content as bodies cannot be included.

· Date (optional to send, mandatory to receive) - some servers automativally put this in all responses, no matter what they are.

There is currently text that requires the use of the Supported header in ALL responses, but it is proposed to ignore that text (bis-04, section 10.41). In addition, there is text on the use of the Timestamp header requiring this header to be reflected back by a server (bis-04, section 10.42), but it is also proposed to ignore that text. As these are both UAS to UAC headers, there does not seem to be any way to send them in 100 Trying.

All the remaining response headers, and other headers designated for use generally in responses, seem to have functionality for being sent from end UA to end UA, therefore there is no point in including them in 100 Trying responses.

Proposal summary

100 is allowed in all responses from a proxy. Stateful proxies may generate and receive 100. Stateless proxies pass 100 responses on.

180, 181, 182, 183 and 184 are only allows in INVITE responses; in these responses it is mandatory for UAs and proxies to be able to send and receive these responses.

Proposal - UA role

Modify the following row in Table 5.5 as follows:

1
"100" Trying
[1] 11.1.1
n/a
n/a
[1] 11.1.1
m
m

2
"180" Ringing
[1] 11.1.2
c2
c2
[1] 11.1.2
c1
c1

3
"181" Call Is Being Forwarded
[1] 11.1.3
c2
c2
[1] 11.1.3
c1
c1

4
"182" Queued
[1] 11.1.4
c2
c2
[1] 11.1.4
c1
c1

5
"183" Session Progress
[1] 11.1.5
c1
c1
[1] 11.1.5
c1
c1

c1: IF 5.4/11 THEN m ELSE n/a
c2: IF 5.4/11 THEN o ELSE n/a
Replace table 5.16 (UA role - BYE 1xx response) and the associated conditions and preconditions with the following table.

Prerequisite 5.4/3 – BYE response

Prerequisite: 5.5/1 – 100 Trying

Table 5.16: Supported headers within the BYE response

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status

2
Call-ID
[1] 10.12
n/a
n/a
[1] 10.12
m
m

6
Content-Length
[1] 10.18
n/a
n/a
[1] 10.18
m
m

8
Cseq
[1] 10.20
n/a
n/a
[1] 10.20
m
m

12
From
[1] 10.25
n/a
n/a
[1] 10.25
m
m

20
To
[1] 10.43
n/a
n/a
[1] 10.43
m
m

22
Via
[1] 10.46
n/a
n/a
[1] 10.46
m
m

Replace the following tables in an identical fashion (changing the prerequisite for the method and the table number and title as appropriate).

· 5.27 (UA role - CANCEL 1xx response)

· 5.38 (UA role - COMET 1xx response)

· 5.50 (UA role - INFO 1xx response)

· 5.76 (UA role - OPTIONS 1xx response)

· 5.88 (UA role - PRACK 1xx response)

· 5.101 (UA role - REFER 1xx response)

· 5.114 (UA role - REGISTER 1xx response)

Add a new table (UA role - INVITE 100 response) immediately prior to table 5.63 as follows:

Prerequisite 5.4/11 – BYE response

Prerequisite: 5.5/1 – 100 Trying

Table 5.62bis: Supported headers within the INVITE response

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status

2
Call-ID
[1] 10.12
n/a
n/a
[1] 10.12
m
m

6
Content-Length
[1] 10.18
n/a
n/a
[1] 10.18
m
m

8
Cseq
[1] 10.20
n/a
n/a
[1] 10.20
m
m

12
From
[1] 10.25
n/a
n/a
[1] 10.25
m
m

20
To
[1] 10.43
n/a
n/a
[1] 10.43
m
m

22
Via
[1] 10.46
n/a
n/a
[1] 10.46
m
m

Modify table 5.63 (UA role - INVITE 1xx response) prerequisite as follows:

Prerequisite: 5.5/2 OR 5.5/3 OR 5.5/4 OR 5.5/5 – 1xx

Table 5.63: Supported headers within the INVITE response

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status

1
Accept
[1] 10.6
o

[1] 10.6
o


2
Anonymity
[9] 5.2
o

[9] 5.2



3
Authorization
[1] 10.11
o

[1] 10.11
o


4
Call-ID
[1] 10.12
m
m
[1] 10.12
m
m

5
Call-Info
[1] 10.13
o

[1] 10.13
o


6
Contact
[1] 10.14
o

[1] 10.14
o/m


7
Content-Disposition
[1] 10.15, [8] 8.3
o

[1] 10.15, [8] 8.3
o


8
Content-Encoding
[1] 10.16
o

[1] 10.16
o


9
Content-Language
[1] 10.17
o

[1] 10.17
o


10
Content-Length
[1] 10.18
m
m
[1] 10.18
m
m

11
Content-Type
[1] 10.19
m
m
[1] 10.19
m
m

12
Cseq
[1] 10.20
m
m
[1] 10.20
m
m

13
Date
[1] 10.21
o

[1] 10.21
o


14
Encryption
[1] 10.22
o

[1] 10.22
o


15
Error-Info
[1] 10.23
o

[1] 10.23
o


16
Expires
[1] 10.24
o

[1] 10.24
o


17
From
[1] 10.25
m
m
[1] 10.25
m
m

18
Media-Authorization
[11] 5.1
o

[11] 5.1
o


19
MIME-Version
[1] 10.28
o

[1] 10.28
o


20
Organization
[1] 10.29
o

[1] 10.29
o


21
Remote-Party-ID
[9] 5.1
o

[9] 5.1
o


22
Require
[6] 2.2, [7] 5.2
o

[6] 2.2, [7] 5.2
o


23
Rseq
[3] 5.1
o

[3] 5.2



24
Server
[1] 10.39
o

[1] 10.39
o


25
Session expires
[7] 3
o

[7] 3
o


26
State
[10] 5.1
o

[10] 5.1
o


27
Supported
[1] 10.41, [6] 2.1, [10] 3
o

[1] 10.41, [6] 2.1, [10] 3
o


28
Timestamp
[1] 10.42
m
m
[1] 10.42
c2
c2

29
To
[1] 10.43
m
m
[1] 10.43
m
m

30
User-Agent
[1] 10.45
o

[1] 10.45
o


31
Via
[1] 10.46
m
m
[1] 10.46
m
m

32
Warning
[1] 10.47
o

[1] 10.47
o


c2: IF 5.3/7 THEN m ELSE n/a

Delete the following row from Table 5.49 (UA - INFO)










Proposal - proxy role

Modify the following row in Table 5.120 as follows:

1
"100" Trying
[1] 11.1.1
c1
c1
[1] 11.1.1
c2
c2

2
"180" Ringing
[1] 11.1.2
c3
c3
[1] 11.1.2
c3
c3

3
"181" Call Is Being Forwarded
[1] 11.1.3
c3
c3
[1] 11.1.3
c3
c3

4
"182" Queued
[1] 11.1.4
c3
c3
[1] 11.1.4
c3
c3

5
"183" Session Progress
[1] 11.1.5
c3
c3
[1] 11.1.5
c3
c3

c1: IF 5.118/8 THEN m ELSE n/a
c2: IF 5.118/8 THEN m ELSE i
c3: IF 5.119/11 THEN m ELSE n/a
Replace table 5.131 (proxy role - BYE 1xx response) and the associated conditions and preconditions with the following table.

Prerequisite 5.119/3 – BYE response

Prerequisite: 5.120/1– 100 Trying

Table 5.131: Supported headers within the BYE response

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status

2
Call-ID
[1] 10.12
m
m
[1] 10.12
m
m

6
Content-Length
[1] 10.18
m
m
[1] 10.18
m
m

8
Cseq
[1] 10.20
m
m
[1] 10.20
m
m

12
From
[1] 10.25
m
m
[1] 10.25
m
m

20
To
[1] 10.43
m
m
[1] 10.43
m
m

22
Via
[1] 10.46
m
m
[1] 10.46
m
m

Replace the following tables in an identical fashion (changing the prerequisite for the method and the table number and title as appropriate).

· 5.142 (proxy role - CANCEL 1xx response)

· 5.153 (proxy role - COMET 1xx response)

· 5.165 (proxy role - INFO 1xx response)

· 5.191 (proxy role - OPTIONS 1xx response)

· 5.203 (proxy role - PRACK 1xx response)

· 5.216 (proxy role - REFER 1xx response)

· 5.229 (proxy role - REGISTER 1xx response)

Add a new table (proxy role - INVITE 100 response) immediately prior to table 5.178 as follows:

Prerequisite 5.119/11 – BYE response

Prerequisite: 5.120/1 – 100 Trying

Table 5.177bis: Supported headers within the INVITE response

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status

2
Call-ID
[1] 10.12
n/a
n/a
[1] 10.12
m
m

6
Content-Length
[1] 10.18
n/a
n/a
[1] 10.18
m
m

8
Cseq
[1] 10.20
n/a
n/a
[1] 10.20
m
m

12
From
[1] 10.25
n/a
n/a
[1] 10.25
m
m

20
To
[1] 10.43
n/a
n/a
[1] 10.43
m
m

22
Via
[1] 10.46
n/a
n/a
[1] 10.46
m
m

Modify table 5.63 (UA role - INVITE 1xx response) prerequisite as follows:

Prerequisite 5.119/11 – INVITE response

Prerequisite: 5.120/2 OR 5.120/3 OR 5.120/4 OR 5.120/5 – 1xx

Table 5.178: Supported headers within the INVITE response

Item
Header
Sending
Receiving



Ref.
RFC status
Profile status
Ref.
RFC status
Profile status

1
Accept
[1] 10.6
o

[1] 10.6
o


2
Anonymity
[9] 5.2
o

[9] 5.2












3
Call-ID
[1] 10.12
m
m
[1] 10.12
m
m

4
Call-Info
[1] 10.13
o

[1] 10.13
o


5
Contact
[1] 10.14
o

[1] 10.14
o/m


6
Content-Disposition
[1] 10.15, [8] 8.3
o

[1] 10.15, [8] 8.3
o


7
Content-Encoding
[1] 10.16
o

[1] 10.16
o


8
Content-Language
[1] 10.17
o

[1] 10.17
o


9
Content-Length
[1] 10.18
m
m
[1] 10.18
m
m

10
Content-Type
[1] 10.19
m
m
[1] 10.19
m
m

11
Cseq
[1] 10.20
m
m
[1] 10.20
m
m

12
Date
[1] 10.21
o

[1] 10.21
o


13
Encryption
[1] 10.22
o

[1] 10.22
o


14
Error-Info
[1] 10.23
o

[1] 10.23
o


15
Expires
[1] 10.24
o

[1] 10.24
o


16
From
[1] 10.25
m
m
[1] 10.25
m
m

17
Media-Authorization
[11] 5.1
o

[11] 5.1
o


18
MIME-Version
[1] 10.28
o

[1] 10.28
o


19
Organization
[1] 10.29
o

[1] 10.29
o


20
Remote-Party-ID
[9] 5.1
o

[9] 5.1
o


21
Require
[6] 2.2, [7] 5.2
o

[6] 2.2, [7] 5.2
o


22
Rseq
[3] 5.1
o

[3] 5.2



23
Server
[1] 10.39
o

[1] 10.39
o


24
Session expires
[7] 3
o

[7] 3
o


25
State
[10] 5.1
o

[10] 5.1
o


26
Supported
[1] 10.41, [6] 2.1, [10] 3
o

[1] 10.41, [6] 2.1, [10] 3
o


27
Timestamp
[1] 10.42
i
i
[1] 10.42
i
i

28
To
[1] 10.43
m
m
[1] 10.43
m
m

29
User-Agent
[1] 10.45
o

[1] 10.45
o


30
Via
[1] 10.46
m
m
[1] 10.46
m
m

31
Warning
[1] 10.47
o

[1] 10.47
o


Delete the following row from Table 5.164 (proxy role - INFO)










