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0
Abstract

This contribution analyses the various SIP drafts, and identifies the SIP requirements for the Alert-Info header. It then identifies the values that need to be inserted in the profile tables of 24.229 regarding this header.

1
An analysis of the SIP drafts with respect to the Alert-Info header

1.1
SIP: Session Initiation Protocol (draft-ietf-sip-rfc2543bis-04.txt)

Table 3 defines the syntax for the header name.

Table 4 indicates that the header appears in requests only (i.e. it is a request header). A status of optional is given only for the following method: INVITE. There is an indication "am" in the proxy column, therefore the following applies:

The "proxy" column describes whether proxies can add comma-separated elements to headers ("c", for concatenate or comma), can modify the header ("m"), can add the header if not present ("a") or need to read the header ("r"). Headers that need to be read cannot be encrypted. Proxies MUSTNOT alter any fields that are authenticated (see Section 13.2), but MAY add copies of fields that were authenticated by the UA if indicated in the table. Depending on local policy, proxies MAY inspect any non-encrypted header fields and MAY modify any non- authenticated header field, but proxies cannot rely on fields other than the ones indicated in the table to be readable or modifiable.

Section 10.9 defines the header as follows:

10.9 Alert-Info

The Alert-Info header field indicates that the content indicated in the URLs should be rendered instead of ring tone. A user SHOULD be able to disable this feature selectively to prevent unauthorized disruptions.

Alert-Info     =  "Alert-Info" ":" # ( "<" URI ">" *( ";" generic-param ))

generic-param  =  token [ "=" ( token | host | quoted-string ) ]

Example:

Alert-Info: <http://wwww.example.com/sounds/moo.wav>

2
Summary of RFC status

A UA can insert this information in an INVITE request. 

A UA can choose to ignore the information when received in an INVITE request.

3
Summary of 3GPP status

As above. 

This is primarily a UA generated header, and therefore there is no justification in adopting a 3GPP specific behaviour.

Discussion point: Any use of such a header will result in the called terminal having to fetch the tone information indicated by the URL. This therefore would result in the load on radio interface being significantly increased, and also possibly result in a delay to alerting the called user. Should we either

· deprecate its use by the calling terminal (this would however have no impact on calls coming from external SIP networks

· specify that the called terminal should ignore this header when received, and therefore generate ordinary tones and announcements.

Choosing either of the above will result in some modifications to the proposal section below.

Discussion in CN1 #19bis agreed that this was a capability that had future potential, and therefore it should not be precluded. It was agreed that there should be the capability for the operator to turn it off, as indicated by the rm indication in the proxy column of the tables in the bis draft.

For any third party call control activity within the AS, 3GPP will need to agree the action on the Alert-Info header.

4
Proposed changes to the tables of 24.229

The following changes are identified to the tables of 24.229.

Note that currently there is no requirement to support all the documented methods within 3GPP. If the 3GPP status of the associated PDU is n/a, then the 3GPP status within the header tables should also be n/a, and override what is specified below. 

The values c1, c2, etc. used in the changes below are unique to this proposal only, and the index values will be changed to reflect the correct placing with the tables when included in 24.229.

4.1
Status at the user agent

Add a new row to table 5.3 (UA major capabilities) to create a major capability on which user agent operation can be dependent.

xx
downloading of alerting information
[1] 10.9
o
o

Modify the line in Table 5.54 (INVITE request) as follows:

5
Alert-Info
[1] 10.9
o
o
[1] 10.9
c1
c1

c1: IF <mc alert info> THEN m ELSE n/a
4.2
Status at the proxy

Add a new row to table 5.118 (proxy major capabilities) to create a major capability on which proxy operation can be dependent.

xx
suppression or modification of alerting information data
[1] 10.9
o
o

Modify the line in Table 5.169 (INVITE request) as follows:

5
Alert-Info
[1] 10.9
c2
c2
[1] 10.9
c3
c3

c2: IF <mc alert info> THEN n/a ELSE m
c3: IF <mc alert info> THEN m ELSE i
