Page 4
Draft prETS 300 ???: Month YYYY


3GPP TSG-CN1 Meeting #20
Tdoc N1-011476

Brighton, England, 15.-19. October 2001

Source:
Lucent Technologies
Title:
CR to 24.229: An analysis of the requirements for the Date header
Agenda item:
8.11
Document for:
CR

0
Abstract

This contribution analyses the various SIP drafts, and identifies the SIP requirements for the Date header. It then identifies the values that need to be inserted in the profile tables of 24.229 regarding this header.

1
An analysis of the SIP drafts with respect to the Date header

1.1
The Refer Method (draft-ietf-sip-refer-01)

The table in section 3.3 indicates that the Date header appears in REFER requests and responses (i.e. it is a general header), and has status optional.

1.2
Integration of Resource Management and SIP (draft-ietf-sip-manyfolks-resource-02)

The table in section 6.2, table 3, indicates that the Date header appears in COMET requests and responses (i.e. it is a general header), and has status optional.

1.3
SIP: Session Initiation Protocol (draft-ietf-sip-rfc2543bis-04.txt)

Table 3 defines the syntax for the header name.

Table 4 indicates that the header appears in requests and responses (i.e. it is a general header). A status of optional is given for the following methods: ACK, BYE, CANCEL, INVITE, OPTIONS, REGISTER, i.e. all of those defined in the bis draft. There is an indication "a" in the proxy column, therefore the following applies:

The "proxy" column describes whether proxies can add comma-separated elements to headers ("c", for concatenate or comma), can modify the header ("m"), can add the header if not present ("a") or need to read the header ("r"). Headers that need to be read cannot be encrypted. Proxies MUSTNOT alter any fields that are authenticated (see Section 13.2), but MAY add copies of fields that were authenticated by the UA if indicated in the table. Depending on local policy, proxies MAY inspect any non-encrypted header fields and MAY modify any non- authenticated header field, but proxies cannot rely on fields other than the ones indicated in the table to be readable or modifiable.

Section 10.21 defines the header as follows:

10.21 Date

Date is a general-header field. Its syntax is:

Date

=
"Date" ":" SIP-date

SIP-date
=
rfc1123-date

See [H14.18] for a definition of rfc1123-date. Note that unlike HTTP/1.1, SIP only supports the most recent RFC 1123 [33] formatting for dates. As in [H3.3], SIP restricts the timezone in SIP-date to "GMT", while RFC 1123 allows any timezone.

The consistent use of GMT between Date, Expires and Retry-After headers allows implementation of simple clients that do not have a notion of absolute time. Note that rfc1123-date is case-sensitive.

The Date header field reflects the time when the request or response is first sent. Thus, retransmissions have the same Date header field value as the original.

Registrars MUST include this header in REGISTER responses if they use absolute expiration times and SHOULD include it for all responses.

The Date header field can be used by simple end systems without a battery-backed clock to acquire a notion of current time. However, in its GMT-form, it requires clients to know their offset from GMT.

Section 18.1.1 (End-to-end encryption) 5th paragraph specifies the following:

Other header fields MAY be encrypted or MAY travel in the clear as desired by the sender. The Subject, Allow and Content-Type header fields will typically be encrypted. The Accept, Accept-Language, Date, Expires, Priority, Require, Call-ID, Cseq, and Timestamp header fields will remain in the clear.

1.4
The SIP INFO Method (RFC 2976)

The table 1 in section 2.2 indicates that the Date header appears in INFO requests and responses (i.e. it is a general header), and has status optional.

2
Summary of RFC status

There is no connection between the use of the Date header in a request, and its use in a response.

In general it is optional for a UAC to insert the Date header in any request. A UAC must understand the header in a response as any other entity can generate one.

In general it is optional for a UAS to insert the Date header in any response. A UAS must understand the header in a request as any other entity can generate one.

A proxy need not understand a received Date header, as default processing ensures that it is passed on. A proxy can add a Date header to any request or response. 

Therefore a status of "i" or "irrelevant" may be most appropriate. This would seem to also apply where the proxy is forking an INVITE. 

A registrar (currently defined as a proxy) shall add a Date header to a REGISTER response (note that the words MUST and SHOULD are used based on condition, but these should probably be taken as "shall" for the basis of determining the PICS status).

Discussion point: In the example of this header, the registrar behaves exactly as a UA. Does this mean that we should define a registrar acting within the REGISTER method as a UA rather than a proxy, but that it becomes a proxy for all other methods. If so we will need to provide text that defines this.

3
Summary of 3GPP status

As above. 

This is primarily a UA generated header, and therefore there is no justification in adopting a 3GPP specific behaviour.

For any B2BUA activity, 3GPP will need to agree the action of a B2BUA on the Date header.

4
Proposed changes to the tables of 24.229

The following changes are identified to the tables of 24.229.

Note that currently there is no requirement to support all the documented methods within 3GPP. If the 3GPP status of the associated PDU is n/a, then the 3GPP status within the header tables should also be n/a, and override what is specified below. No determination has yet been made for the content of the PDU 3GPP status columns.

The values c1, c2, etc. used in the changes below are unique to this proposal only, and the index values will be changed to reflect the correct placing with the tables when included in 24.229.

4.1
Status at the user agent

Add a new row to table 5.3 (Major capabilities).

xx
insertion of date in requests and responses
[1] 10.21
o
o

For all request and response tables, modify the row relating to Date as follows:

xx
Date
[1] 10.21
c1
c1
[1] 10.21
m
m

c1:
IF <date> THEN o ELSE n/a

The value <date> should be replaced by a reference to the new major capability given above.

4.2
Status at the proxy

Add a new row to table 5.118 (Major capabilities).

xx
insertion of date in requests and responses
[1] 10.21
o
o

For all request and response tables except those for REGISTER, modify the row relating to Date as follows:

xx
Date
[1] 10.21
c2
c2
[1] 10.21
m
m

c2: IF <date> THEN o
The value <date> should be replaced by a reference to the new major capability given above.

For all request and response tables relating to REGISTER, modify the row relating to Date as follows:

xx
Date
[1] 10.21
m
m
[1] 10.21
m
m

