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1. Introduction

SA2 have agreed CR 52 rev 2 (S2-011704-rev1) to TS 23.228, which provides basic information flows for Emergency Sessions for the IM subsystem. Motorola also presented N1-011409 at CN1#19bis in Sophia Antipolis, which discussed the detailed information and actions necessary to implement the Emergency session flow contained in CR 52. This contribution proposes a partial Emergency Session flow (Invite and 183 Session Progress only) for inclusion in 24.228.

2. Discussion

The details in this flow are based on those advocated in N1-011409 except that the P-CSCF adds sos@visited1.net to the route instead of sos@home1.net from the Request URI, the User-Agent header is used for transporting location information, and the SDP attribute m=lang is used to identify the language preference of the caller.

2. Proposal

It is proposed to add the following text into the Annex of 24.228 as work in progress on the Emergency Session Scenario:

X.Y.Z
(EM#1) Emergency Session Mobile origination, located in Visited network

Figure X.Y.Z-1 shows an Emergency Session origination procedure which applies to subscribers located in  a visited network service area. 

NOTE: The procedure when the subscriber is located in the Home Network is identical except that visited1.net is replaced by home1.net.

Editors Note: It is assumed that the UE has already completed GPRS attach procedures and has activated a signalling PDP context for emergency sessions to the GGSN in the visited PLMN by mechanisms which are FFS.
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Figure X.Y.Z-1: EM#1

Procedure EM#1 is as follows: 

1.
INVITE (UE to P-CSCF) – see example in Table X.Y.Z-1


UE determines the complete set of codecs that it is capable of supporting for this session. It builds a SDP containing bandwidth requirements and characteristics of each, and assigns local port numbers for the media flow.  The language of the User is identified using the m=lang attribute in the SDP with a valid language tag as defined in RFC 1766 and IS0 639 and this may be used by the Emergency Center to possibly route the call to a human operator that speaks the callers language.


The UE includes the Priority header set to the value of emergency, which may be used by network proxies to prioritise handling of this session initiation.

     UE sends the SIP INVITE request, containing an initial SDP, to a P-CSCF determined via the CSCF discovery mechanism. Location Information for the emergency session is sent in the INVITE message by the UE in the User-Agent Header including the Cell Global ID. Additional location information may be added by the UE based upon it’s capabilities.  

.

Table X.Y.Z-1: INVITE (UE to P-CSCF)

INVITE sip:sos@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: “John Doe” sip:user1_public1@home1.net;privacy=off

Anonymity: Off 

From: “John Doe” sip:user1_public1@home1.net; tag=171828

To: tel:911

Call-ID: 0 

Cseq: 127 INVITE 

Priority: emergency

User-Agent: Acme SuperMobile/2.2 (CGI:111.99.00FF.0A)

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0 

m=lang en-US

m=audio 3456 RTP/AVP 97 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv 

Request-URI: 
contains the emergency URL sos@home1.net.

Editors Note: The mechanism for addressing for dealing with the situation in some countries where the Emergency Services have separate numbers for Police, Fire, Ambulance, etc is FFS.

Via: 
contains the IP address or FQDN of the originating UE.

Remote-Party-ID: contains the public identity of the UE. The Display name is optional.

From:  contains the public identity of the UE. The Display name is optional.
To:   contains the dialed digits (or URL) entered by the user
Cseq: 
a random starting number.

Priority:
set to emergency

User-Agent: 
Contains the mobile manufacturers product data and the Cell Global ID in the comment.

Contact:  
the IP address or FQDN of the originating UE.

SDP
The SDP contains the full set of codecs supported by UE#1 and desired by the user at UE#1 for this session.

NOTE:  The UE sending the Invite may not be registered. Therefore the P-CSCF needs to be prepared to accept the Invite based on this fact. I.E. Integrity checking may not be present etc.

Upon receiving the INVITE, the P-CSCF stores the following information about this session, for use in possible error recovery actions – see example in table X.Y.Z-1b:

Table X.Y.Z-1b: Storage of information at P-CSCF

Request-URI: sip:sos@home1.net

From: “John Doe” sip:user1_public1@home1.net; tag=171828

To: tel:911 

Call-ID: 0 

CSeq: 127 INVITE

Contact(original): sip:[5555::aaa:bbb:ccc:ddd]

Contact(modified): sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net

2.
100 Trying (P-CSCF to UE) – see example in Table X.Y.Z-2


P-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table X.Y.Z-2: 100 Trying (P-CSCF to UE)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3.
INVITE (P-CSCF to S-CSCF) – see example in Table X.Y.Z-3


P-CSCF examines the request URI. If the request URI contains “sos” in the user part or an emergency number or Emergency URL known to the P-CSCF  or the Priority header with value “emergency” is present then this is an Emergency Call.

    The P-CSCF selects a S-CSCF in the visited network to route the Emergency Call to and enters this S-CSCF in the Request URI.

    The P-CSCF adds the URL”sos@visited1.net” to a Route header in the request.  It does this even if a dialed number was present in the Request URI in order to prevent misuse of the Priority header since now all Invites with Priority set to Emergency will be routed to an Emergency Call Center regardless of the number dialed.

If the Invite for an emergency session did not contain the Priority header set to “emergency” then the P-CSCF shall add the Priority header with value “emergency” to the Invite

P-CSCF adds itself to the Record-Route header, and adds a Via header.


P-CSCF forwards the SIP INVITE request including the location information about emergency session to S-CSCF. 

.

Table X.Y.Z-3: INVITE (P-CSCF to S-CSCF)

INVITE sip:scscf1.visited1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:pcscf1.visited1.net

Route: sip:sos@visited1.net

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Priority: 

User-Agent:

Contact:

Content-Type: 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=lang english 

m=audio 3456 RTP/AVP 97 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv 

Request-URI: 
the selected S-CSCF in the visited network.

Route: 
contains the URL sos@visited1.net. 

SDP
The SDP contains the codecs. 

Upon receiving the INVITE, the S-CSCF stores the following information about this session, for use in possible error recovery actions – see example in table X.Y.Z-3b:

Table X.Y.Z-3b: Storage of information at S-CSCF

Request-URI: sip:sos@visited1.net

From: “John Doe” sip:user1_public1@home1.net; tag=171828

To: tel:911

Call-ID: 0 

CSeq: 127 INVITE

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net

4.
100 Trying (S-CSCF to P-CSCF) – see example in Table X.Y.Z-4


S-CSCF responds to the INVITE request (3) with a 100 Trying provisional response.

Table X.Y.Z-4: 100 Trying (S-CSCF to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

5.
Obtaining Location Data


S-CSCF may obtain additional location information concerning the subscriber, (possibly from the GMLC). The additional location Information may be added to the User-Agent Header. The S-CSCF does not remove Location Information from the User-Agent header.

6.
INVITE (EM#1 to S-S) – see example in Table X.Y.Z-6


The S-CSCF uses the location information to select either an appropriate Emergency Center SIP server to handle the Emergency Session (if one exists) or an E.164 number for reaching the appropriate Emergency Center via the PSTN. The S-CSCF forwards the Invite, to the Emergency Center either directly if it is a SIP server or via a BGCF and MGCF in the case of PSTN routing.

In the case of the Emergency Center being a SIP server the S-CSCF should set the Request URI to the Emergency URL obtained from the Route header. 

If the Emergency Center is reached using the PSTN then the procedures similar to (S-S#3) PSTN Termination performed by home network of originator should be used with the route header set to the E.164 number of the emergency center and the Request URI set to the BGCF.

NOTE: For this example we will continue with the scenario where the Invite is forwarded to an Emergency Center SIP server.

Editors Note: The mechanism for selecting and routing to an Emergency Center SIP server based on the location information is FFS

Table X.Y.Z-6: INVITE (MO#2 to S-S)

INVITE sip:sos@visited1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.visited1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf1.visited1.net, sip:pcscf1.visited1.net

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Priority: emergency

User-Agent:

Contact:

Content-Type: 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0 

m=lang english

m=audio 3456 RTP/AVP 97 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv 

Request-URI: 
The Request-URI is set to sos@visited1.net obtained from the RouteHeader.

7.
100 Trying (S-S to EM#1) – see example in Table X.Y.Z-7


S-CSCF may receive a 100 Trying provisional response, (as specified by the S-CSCF to S-CSCF procedures) if the route to the Emergency Center requires proxying through another SIP proxy (sip-proxy.xxx.net) or through the PSTN.

Table X.Y.Z-7: 100 Trying (S-S to EM#1)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf1.visited1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP sip-proxy.xxx.net

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

8.
183 Session Progress (S-S to EM#1) – see example in Table X.Y.Z-8


The media stream capabilities of the Emergency Call Center are returned along the signalling path, in a 183 Session Progress provisional response (to (6)).

Table X.Y.Z-8: 183 Session Progress (S-S to EM#1)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf1.visited1.net, SIP/2.0/UDP pcscf1.visited1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf1.visited1.net sip:pcscf1.visited1.net

Remote-Party-ID: “Emergency Center” sip:Emergency_center@emergencydomain.net;privacy=off;screen=yes

Anonymity: Off

Require: 100rel

From: “John Doe” sip:user1_public1@home1.net; tag=171828

To: tel:911

Call-ID: 

CSeq: 

Contact: sip:Emergency_center@emergencydomain.net 

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm

Contact: 
The URL of the Emergency Center.

9.
183 Session Progress (S-CSCF to P-CSCF) – see example in Table X.Y.Z-9


S-CSCF forwards the 183 Session Progress response to P-CSCF.

Table X.Y.Z-9: 183 Session Progress (S-CSCF to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.visted1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: t

Remote-Party-ID: 

Anonymity: 

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

Upon receiving the 183 Session Progress, the P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the information for this session is – see example in table X.Y.Z-9b:

Table X.Y.Z-9b: Storage of information at P-CSCF

Request-URI: sip:sos@home1.net 

From: “John Doe” sip:user1_public1@home1.net; tag=171828

To: tel: 911 

Call-ID: 0 

CSeq: 127 INVITE

Contact(original): sip:[5555::aaa:bbb:ccc:ddd]

Contact(modified): sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net

Route: sip:scscf1.visited1.net

10.
Authorize QoS Resources


P-CSCF authorizes the resources necessary for this session

11.
183 Session Progress (P-CSCF to UE) – see example in Table X.Y.Z-11


P-CSCF forwards the 183 Session Progress response to the originating endpoint.

Table X.Y.Z-11: 183 Session Progress (P-CSCF to UE)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Media-Authorization: 0020000100100101706366312e78797a2e6e6574000c02013942563330373200

Remote-Party-ID: 

Anonymity: 

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=


P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the Route header is:

Route: sip:scscf1.visited1.net

Media-Authorization: a P-CSCF generated authorization token. This particular example shows a Policy-Element generated by “pcf1.xyz.net” with credentials “9BV3072”. “00” at the end of the authorixation token  is required to pad to a multiple of 4 bytes.

Editor’s Note:   This is work in progress and the details of the rest of the scenario (steps 12 – 40) are FFS.
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