3GPP TSG-CN-WG1, Meeting #20

15-20 October 2001,

Brighton, England
Tdoc N1-011515




Agenda Item:
8.4

WI / Topic:

IMS Registration
Source:
Nokia

Title:
Procedures at P-CSCF: Registration
Effected Specifications / Releases:  24.229

Document for:
Discussion and Approval

Date:
2001-10-10

___________________________________________________________________________

1. Introduction

The text under clause 9.2.1 in 24.229 TS does not fully cover the procedures the P-CSCF has to follow when receiving a REGISTER request. 

2. Proposal

It is proposed to make the following changes to the subclause:

9.2 Procedures at the P-CSCF

UEs have to be configured to have the P-CSCF as an outbound SIP proxy.
9.2.1 
Registration



The P-CSCF shall support the usage of Path header. The Path header is only applicable to the REGISTER request and its 200 OK response.

The P-CSCF shall also support the Require and Proxy-Require headers.

When the P-CSCF receives a REGISTER request from the UE that pertains to a given public identity, the P-CSCF shall:

1. include in the Path header of the REGISTER request its own resolvable identifier

2. Include a Require header containing the option tag "path" and a Proxy-Require header containing the option tag "path"
3. Determine the I-CSCF of the home network and forward therequest to it
Locating Home I-CSCF during Registration

Prior to forwarding the REGISTER request, the P-CSCF needs to determine the transport protocol, port number and IP address of the I-CSCF in the home network.

The IP address of the I-CSCF will be obtained from the maddr parameter in the Request-URI, if specified. Otherwise the host parameter in the Request-URI will be used to obtain the IP address of the I-CSCF in the home network. If the maddr or the host parameter in the Request-URI specifies a domain name then the P-CSCF queries the DNS as specified in [1]. 
When the P-CSCF receives a 200 OK response to a REGISTER request, it shall:

Check the value of the Expires header field.
When the value of the Expires header field equals zero, then:

Remove the public identity (or service profile) found in the To: header field from the registered public identities list (service profile list) and all related stored information.

When the value of the Expires header field is greater than zero, then:
Remove its own resolvable identifier from the list of Path headers, reverses the order of the list and saves the resulting list of Path headers. This list will be valid during the entire registration period of the respective public identity. The list will be used to preload the routing information into the initial INVITE request originated by the UE. 
If this registration is a re-registration, then a list of saved Path headers already exists. The new list shall replace the old one.
2. Associate the Path header information with the registered public identity.

3. Remove the list of Path headers and Path option tags from the 200OK response before forwarding the response to the UE. 

4. 
5. 
Editor’s Note: The P-CSCF behavior when 3xx or 4xx responses are received is FFS.
Editor’s Note: The text above assumes that public identities are registered one by one. Public ID might need to be changed to Service Profile in case some public identities will be implicitely registered. Some other parts of the text might also need an update. 







It is further proposed, that subsection 9.2.2.1 "User Initiated De-registration"  and 9.2.2.2 " Network Initiated De-Registration " to be deleted, subsection 9.2.2 "De-Registraton" to be renamed as "Network Initiated De-Registration" and the following Editor's note to be added:

Editor's note: The procedure P-CSCF needs to follow when receiving a NOTIFY request from S-CSCF informing P-CSCF about the deregistration of a specific public identity is still to be described. The exact content of the header fields of the NOTIFY request and the name of the event must be found out first.
