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1. Current working assumption

The current working assumption, based on SA2 decisions on the ISC and Service Platform seems to be, that at least Application Servers (AS) MAY act as B2BUAs.

It is still discussed whether a P- and/or S-CSCF might be able to act as a B2BUA - it seems there is no common understanding of this issue at least within CN1. Some delegates seem to favour a solution where only AS can act as B2BUAs and if an S-CSCF needs to act as such an entity this should be solved by co-locating an AS with an S-CSCF. Nevertheless this leaves the problem that the P-CSCF (which is not connected to any AS directly) will not be able to act as a B2BUA. 

2. Current Definition of B2BUAs

RFC 2543 bis04 currently defines B2BUAs as two UAs (each including UAC and UAS) which are glued together by some application logic (the B2BUA logic). Asking some questions about this to SIP-experienced IETF people it became obvious that a B2BUA is seen as really a call terminating and initiating entity, i.e. it sets up a new call-ID, stores the old Via/Route/Record-Route headers and sets them up as for a new call.

The following figure shows the principle how a B2BUA would work in an AS:
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3. Why do we need B2BUAs?

I refer to a statement from Milo Orsic, which brings it all down to one statement: SIP is based on a UE-centric view of telephony, whereas 3GPP has a network-centric (or Provider-centric) view of it. 

This means that 3GPP sees most of the services WITHIN the network, i.e. in the CSCFs and (most important) in the Application Servers. 

Some of these services need advanced signalling, that is currently not covered in the pure end-to-end-view of SIP (if this view is applied from UE to UE). Here are the most important examples that we currently see (orderd in my personal opinion of priority):

(1) S-CSCF / AS needs to release a call. 
Example: Pre-Paid card runs out of money
Problem: 
- Setting up BYE messages means acting as a UA

  
- CSeq running out of sync

(2) P-CSCF needs to release a call. 
Example: User walks out of radio coverage while in a call
Problem:  same as for (1)

(3) AS needs to change one of the call-leg identification headers, i.e. To / From / Call-ID. 
Example: Network applied privacy
Problem:  New call-leg for the same end-to-end call

(4) AS needs to send a mid-call message for a call that has been established between two users 
(AS is on the route of the call). 
Example: Mid call information to the served user
Problem: CSeq running out of sync

It seemed that some companies saw the B2BUA as the solution for all of these problems.

The following figure shows how CSeqs run out of Sync (example scenario):
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4. Example Scenarios and upcoming problems.

Assuming that all four examples stated above will be solved with B2BUAs in AS (example (2) needs further investigation) will bring up scenarios where each S-CSCF proxies SIP calls to different AS, of which some will act as B2BUAs. Each AS that might need the ability to release a call in the future will therefore set itself on the Record-Route of the call, process every message that goes through it and has to manage the storing and correlation of all the necessary data for both call legs. This is also true for each AS that might need at some point to send e.g. an INFO message for that specific call. 

In the end it is very likely that every IMS end-to-end call will be split into a multitude of different call-legs, due to different AS acting as B2BUAs. This seems to demand a lot of computing / processing power in the network and will also delay the call flows. 

Someone might argue that the S-CSCF should be a B2BUA (maybe the only one) and should fulfil all the above listed tasks. By looking to this proposal from a technical point of view it seems very unlikely that this can be solved as easily as it sounds. This solution would introduce a lot of additional signaling between the S-CSCF and the ASs connected to it and it will also dramatically increase the internal logic needed for the S-CSCF, as this then needs to act as B2BUA for ALL services, not just for a specific one. 

It became also clear from the SIP working groups within IETF that B2BUAs are not the favourite solution for existing problems. The SIP WGs more and more try to enable also the network to provide services, which becomes obvious from such drafts as the "call state event packages" or "3rd party call control" etc. Therefore CN1 should try to work together with the IETF on solutions avoiding B2BUAs. 

The following figure shows an example scenario when an AS changes the call-ID of an end-to-end call:
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5. How can B2BUAs be avoided?

At least example (3) seems to give no other possibility as to introduce B2BUAs to the IMS. Changing the call-leg identification is a intervention into a call that makes it necessary to terminate the incoming call-leg and to send out a new call-leg, including the same information as the incoming one. We see no other possibility then the introduction of the B2BUA to the IMS in order to solve this specific problem (3).

Nevertheless they should be avoided as often as possible. Here are a few questions that might help to find alternative solutions to the above-mentioned problems:

a) How can a proxy release a call? - very general question.

b) Can a proxy (assumed is always a call-stateful proxy) start to act as a UA in order to release a call? This might be needed at the P-CSCF, which should really act as a replacement for the UA that lost radio coverage in order to release all ongoing calls. 

c) How can messages related to a call be exchanged between a S-CSCF and an AS? Think of the pre-paid application example, where the Pre-paid server might at some point need additional information from the S-CSCF. Additional messages are needed which might be only needed between S-CSCF and AS, but they are related to the end-to-end call between the two UEs. This will cause the CSeqs to go out of sync. Alternative solutions could be a parallel session or Subscribe/Notify-based (see also draft-rosenberg-sip-call-package-00.txt, which was recently submitted to SIP group).

d) Shall there be a B2BUA in each home network (most likely co-located with the S-CSCF) that serves as a "Call Release Enabler", i.e. it per default splits each call into two legs, in order to be able to release the call if the need arises in the network. The P-CSCF could then initiate such a call release (see question b) by sending a NOTIFY message. 

e) If an AS starts acting as a B2BUA, the S-CSCF will not recognize the incoming second call-leg (from the AS) as the outgoing first call-leg (to the AS) as the identical call legs. As the S-CSCF needs to be aware of that fact (e.g. to apply the Filter Criteria in the right sequence), it might need to generate an additional ID which then should pass transparently through the AS. Do we see the need for such an ID or is the above-described problem a task for the Service Interaction Manager?

6. Requirements for a B2BUA

From the discussions held during the last meetings it seemed that not all CN1 delegates had derived the same view of a B2BUA from its description in the bis04 draft. Therefore below are some very general points that Siemens sees as mandatory to be fulfilled by a B2BUA:

A B2BUA shall always

I)
act as two UAs in the sense of RFC 2543 bis04 as shown in the two figures below, in particluar

· set up a new call ID for the newly created call leg (as this has to be globally unique)

· set up a new From-Tag for the newly created call leg (as this has to be globally unique) - it might also change other parts of the From header

· set up a new To-Tag for the newly created call leg - same as for From-Tag

· apply different, independent CSeq ranges for the two call legs in order to be able to generate messages on its own

· terminate Via and Record-Route headers for incoming call-leg and set them up as for a completely new call.

· terminate Route header and set it up as for a new call (pre-loaded route might be used)

· handle RSeq and Rack headers (for 100rel) in the same way as CSeq header.

II)     
be transparent 

· for unknown methods

· for unknown headers or those headers which are not processed by the B2BUA

It would be interesting if these requirements are also seen in the same way by the other companies. 

The following two figures show how Requests and Responses are handled by a B2BUA.

[image: image4.wmf]UAC

UAS

TERMINATING

UAC

UAS

TERMINATING

UAS

UAC

ORIGINATING

UAS

UAC

ORIGINATING

Back

-

to

-

Back User Agent

Logic


Handling of Requests

[image: image5.wmf]UAC

UAS

TERMINATING

UAC

UAS

TERMINATING

UAS

UAC

ORIGINATING

UAS

UAC

ORIGINATING

Back

-

to

-

Back User Agent

Logic


Handling of Responses

7. Problems with the REFER method

At one of the last meetings it was proposed to use the REFER method to release a call, i.e the network entity which needs to release the call sends a REFER method to the UE and instructs it to send a BYE message. This solution is technically for sure a correct solution. From the point of view of a network provider this bears the danger of UE manipulation by the user. A manipulated UE might not send the requested BYE request and therefore not release the call.

This shows that UEs cannot be trusted from the provider’s point of view.

