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0
Abstract

This contribution analyses the various SIP drafts, and identifies the SIP requirements for the Priority header. It then identifies the values that need to be inserted in the profile tables of 24.229 regarding this header.

1
An analysis of the SIP drafts with respect to the Priority header

1.1
SIP Caller Prefs (draft-ietf-sip-callerprefs-04)

Section 6.4.2 (Contact List Processing), 3rd paragraph specifies:

A contact entry may contain a priority parameter. This means that a request should not be proxied or redirected to that contact entry unless the request is of equal or higher priority. The priority value of the request is derived from the Priority header field. If the request does not contain a Priority header field, the request priority is set to "non-urgent". Priorities are ordered from "non-urgent" (lowest), "normal", "urgent" to "emergency" (highest). Priority values not known to the server are mapped to "non-urgent". The server then removes any contact entry from the contact list whose priority value is higher than that of the request.

1.2
Integration of Resource Management and SIP (draft-ietf-sip-manyfolks-resource-02)

Table 4 indicates that the header is a request header and that it is optional to include in the COMET method.

Discussion on the IETF SIP list has identified that this an error and will be deleted from the next version of the manyfolks draft.

1.3
The Refer Method (draft-ietf-sip-refer-01)

Section 3.3 indicates that the header is a request header and that it is not included in the REFER method.

1.4
SIP: Session Initiation Protocol (draft-ietf-sip-rfc2543bis-04.txt)

Table 3 defines the syntax for the header name and that it is a request header.

Table 4 indicates that the header appears in requests only (i.e. it is a request header). A status of optional is given only for the following method: INVITE. There is an indication "a" in the proxy column, therefore the following applies:

The "proxy" column describes whether proxies can add comma-separated elements to headers ("c", for concatenate or comma), can modify the header ("m"), can add the header if not present ("a") or need to read the header ("r"). Headers that need to be read cannot be encrypted. Proxies MUSTNOT alter any fields that are authenticated (see Section 13.2), but MAY add copies of fields that were authenticated by the UA if indicated in the table. Depending on local policy, proxies MAY inspect any non-encrypted header fields and MAY modify any non- authenticated header field, but proxies cannot rely on fields other than the ones indicated in the table to be readable or modifiable.

Section 10.9 defines the header as follows:

10.30 Priority

The Priority request-header field indicates the urgency of the request as perceived by the client.

Priority        =  "Priority" ":" priority-value

priority-value  =  "emergency" | "urgent" | "normal"

|  "non-urgent" | other-priority

other-priority  =  token

It is RECOMMENDED that the value of "emergency" only be used when life, limb or property are in imminent danger.

Examples:

Subject: A tornado is heading our way!

Priority: emergency

Subject: Weekend plans

Priority: non-urgent

These are the values of RFC 2076 [35], with the addition of "emergency".

Section 18.1.1 (Security Considerations - Confidentiality and Privacy: Encryption - End-to-End Encryption) specifies:

Other header fields MAY be encrypted or MAY travel in the clear as desired by the sender. The Subject, Allow and Content-Type header fields will typically be encrypted. The Accept, Accept-Language, Date, Expires, Priority, Require, Call-ID, Cseq, and Timestamp header fields will remain in the clear.

1.4
The SIP INFO Method (RFC2976)

Table 2 indicates that the header is a request header and that it is optional to include in the INFO method.

2
Summary of RFC status

A UA can insert this information in an INVITE request or an INFO request.

A UA can choose to ignore the information when received in an INVITE or an INFO.

NOTE:
This is based on the assumption that the manyfolks draft change does occur, and this header should not be in the COMET request.

Discussion point: There is a possibility that this header could be appropriate for REFER, but this has not yet received significant discussion on the list or any response from the author of the refer draft, therefore this usage has not been included in this contribution.

3
Summary of 3GPP status

As above. 

This is primarily a UA generated header, and therefore there is no justification in adopting a 3GPP specific behaviour.

For any third party call control activity within the AS, 3GPP will need to agree the action on the Priority header.

4
Proposed changes to the tables of 24.229

The following changes are identified to the tables of 24.229.

Note that currently there is no requirement to support all the documented methods within 3GPP. If the 3GPP status of the associated PDU is n/a, then the 3GPP status within the header tables should also be n/a, and override what is specified below. 

The values c1, c2, etc. used in the changes below are unique to this proposal only, and the index values will be changed to reflect the correct placing with the tables when included in 24.229. 

4.1
Status at the user agent

Delete the line in Table 5.30 (COMET request) as follows:










Modify the line in Table 5.42 (INFO request) as follows:

18
Priority
[1] 10.30
o
o
[1] 10.30
o
o

Modify the line in Table 5.54 (INVITE request) as follows:

26
Priority
[1] 10.30
o
o
[1] 10.30
o
o

4.2
Status at the proxy

Delete the line in Table 5.145 (COMET request) as follows:










Modify the line in Table 5.157 (INFO request) as follows:

18
Priority
[1] 10.30
i
i
[1] 10.30
m
m

Modify the line in Table 5.169 (INVITE request) as follows:

26
Priority
[1] 10.30
i
i
[1] 10.30
m
m

