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1 Introduction

During the London IETF meeting, there was a continuation of ongoing discussions for the SIP requirements in the SIPPING working group.  It is clear that the IETF members have a desire to learn more of the requirements that 3GPP is placing on SIP.

2 Discussion

Release 5 within the 3GPP specification activities is employing the use of the SIP protocol within the IMS.  In order to minimise the number of variants of the SIP protocol, it is important that the 3GPP requirements are discussed within the SIPPING working group. The SIPPING working group has the mandate to collect requirements from different organizations making use of SIP, organize them, aggregate them in a generic way, and pass them on to the SIP working group, that will develop solutions. The approach from the 3GPP and IETF perspective reflects this in RFC 3113, and this way of operating from the IETF perspective is reflected in the SIPPING charter 
During the SIPPING working group discussions at the London IETF it became clear that this has not been adequately done. This contribution proposes to initiate this process.

The SIP requirements can be separated into two aspects: Use of the existing SIP related IETF drafts and SIP related RFCs; and additional functionality not covered in existing drafts or RFCs.  These two aspects should be treated somewhat separately.

To inform the SIPPING working group of the 3GPP reliance on the existing SIP related internet drafts or SIP related RFCs, it is required to convey a list the drafts and RFCs and inform of the motivation/requirements for the use of the drafts.

To inform the SIPPING working group of the 3GPP needs over and beyond what is covered with the existing SIP related drafts or RFCs, it is necessary to convey to the SIPPING working group list of the requirements for the existing functionality.

The sub sections below attempt to define and understanding of the 3GPPs reliance on the IEFT SIP related internet drafts and RFCs.  Security issues are not addressed here.

2.1 Existing Internet Drafts and RFCs related to SIP and SDP

2.1.1 draft-ietf-sip-rfc2543bis-04.txt: “SIP: Session Initiation Protocol”

This is the core SIP specification. The call control protocol for 3GPP Release 5 IP Multimedia Subsystem is based on this document.

2.1.2 draft-ietf-sip-100rel-03.txt: “Reliability of provisional responses in SIP”

This is needed for the PSTN interworking and in order to guarantee that resources are allocated prior to the establishment of the call (preconditions), to guarantee that provisional responses are received by the originator of the call. This is required for the 3GPP IMS to interwork voice bearers to the circuit switched networks.

2.1.3 draft-sip-refer-00.txt: “The REFER method”

This I-D specifies a new REFER method that can be used in Session Transfer and other similar scenarios.  The 3GPP IMS system is to have the ability to transfer sessions.

2.1.4 draft-ietf-sip-cc-transfer-05.txt: “SIP call control - Transfer”

This I-D describes how to achieve Call Transfer with SIP. It makes use of the REFER method. The 3GPP IMS system is to have the ability to transfer sessions.

2.1.5 draft-ietf-sip-serverfeatures-05.txt: “The SIP supported header”

This I-D extends the Supported and Require headers to be used either by clients or servers.

2.1.6 draft-ietf-sip-manyfolks-resource-01.txt: “Integration of resource management and SIP”

This I-D provides the network with the ability to allocate resources before the session is already established.  This is required by the 3GPP IMS system in order to establish the resources over the air interface.

2.1.7 draft-ietf-sip-privacy-01.txt: “SIP extensions for caller identity and privacy”

This I-D is needed in order to provide the caller identity of the caller or the callee.  The 3GPP IMS system is supports the option of being able to hide the caller’s identity.

2.1.8 draft-ietf-sip-call-auth-01.txt: “SIP extensions for media authorization”

This I-D defines the Media-Auth header. This allows the GGSN to authorize the resources use for a call.

2.1.9 draft-ietf-mmusic-sdp-new-03.txt:  “SDP: Session Description Protocol”

3GPP networks are based solely in IPv6 addresses. This I-D defines the SDP that allows to transport IPv6 addresses.

2.1.10 RFC 2327: “SDP: Session Description Protocol”

The classical SDP.

2.1.11 draft-ietf-sip-dhcp-04.txt: DHCP option for SIP servers

This I-D specifies an autoconfiguration mechanism so that a SIP UA can get the address of an outbound SIP proxy server (P-CSCF in 3GPP).

2.1.12 draft-ietf-sip-events-00.txt: “SIP-Specific Event Notification”

3GPP makes use of the SIP SUBSCRIBE and NOTIFY methods in various scenarios (e.g. Call Transfer, Network Initiated Deregistration, etc.)

2.1.13 RFC 2782: “A DNS RR for specifying the location of services (DNS SRV)”

This RFC specifies a mechanism to find a SIP server in a determined domain. In 3GPP networks the P-CSCF finds the entry point of another network (I-CSCF) by querying the DNS for the SIP SRV record.

2.1.14 RFC 2806: “URLs for telephone calls”

3GPP users may be identified by a telephone number, or may want to place calls to the PSTN where users are uniquely identified by telephone numbers. RFC 2806 defines the tel URL used to convey telephone numbers.

2.1.15 draft-ietf-avt-rtp-amr-10.txt: “RTP payload format and file storage format for AMR and AMR-WB audio”

AMR is the default codec in 3GPP terminals. The I-D describes the RTP payload for AMR and AMR Wideband. In addition, it provides examples of its use in SDP.

2.2 Additional functional requirements

2.2.1 Routing from outbound proxy to non-local proxy

In the 3GPP architecture, the local SIP proxy,  termed the P-CSCF, has been introduced as the first point of contact for the mobile terminal – one important motivation for this is that it enables lightweight terminals which do not rely on DNS for their operation.  Further to this, the SIP proxy which provides any network bases services to the end-user is termed the S-CSCF, and is located in the network provided by the service provider of the end-user.  3GPP requires a means to route the originating SIP signalling between the mobile terminal to the S-CSCF, where the P-CSCF is the first point of contact for the terminal, and for a means to route the SIP signalling from the S-CSCF to the mobile terminal, where the mobile terminal expects the signalling to come from the P-CSCF.

Background information:

1. Users in 3GPP terminals are assigned an outbound proxy (P-CSCF) located in a visited network when the terminal attaches to the network.

2. Users in 3GPP terminals are assigned a serving proxy (S-CSCF) when the terminal registers at the application level. The S-CSCF acts as a SIP registrar and is not changed until the user is deregistered (e.g., the S-CSCF does not change between re-registrations).

3. The S-CSCF is the entity in the network that is aware of the user service profile, and invokes services for originating and terminating calls.

The formal requirements can be defined as:

1. For an INVITE leaving the User Agent, it might be possible to traverse a set of proxies (a vector) before the request is routed according to its Request-URI.

2. The User Agent must discover the vector

3. The ability for the vector to be attached or altered by the UAs or visited proxies as needed by specific implementations.

4. The path taken by the INVITE not be restricted to specific congruence with the path taken by the REGISTER.

5. There is some means of dynamically informing the node which adds the vector of what that vector should be, in the specific case where the vector is used to find a "home proxy".

6. It might be possible for operators to hide their network configuration (names) between the different proxies that conform the vector.

7. The developed solution should work efficiently in roaming and non-roaming scenarios.

8. It might be possible that the path the signalling takes for outgoing calls is different from the path the signalling takes for incoming calls.

2.2.2 SIP compression

As the SIP signalling is transferred over the air interface, which can have quite stringent requirements on the spectrum allocated to transport the signalling between the terminal and the network, SIP compression is required in order to reduce the time to establish a SIP session.

The formal requirements are:

1. It might be possible to compress the SIP signalling over the air interface

2. It is desirable that the developed solution is not SIP specific, in order to be applicable to other text based protocols (e.g., HTTP, RTSP, etc.)

3 Proposal

This contribution proposes that a group of individuals submit two IETF drafts to the sipping working group.  One IETF draft to describe the currently identified dependencies on the existing SIP related IETF drafts and RFCs.   One draft to describe the currently identified additional functionality.  This process can be initiated during this meeting and finalised on the email reflector.  If co-ordination with other working groups is required, this can be accomplished over the email reflector(s) as the internet draft is not a formal 3GPP output, but an output of a group of individuals which 3GPP agrees to.

