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Discussion

In current 24.228 clause 8.3.8, the call flows doesn’t fit what needs to be showed according to the title. The original contribution was provided by us (N1-010534-RejectInvite.zip), which has been adopted into 8.3.8 in the current 24.228. But we didn’t provide call flows for the title showed in 8.3.8. The contribution attempts to provide the correct call flows for 8.3.8.

Proposal

Change the content in 8.3.8 as follow:

Figure 8.3.8-1 shows a termination procedure, which applies to subscribers located in their home service area.

The UE is located in the home network, and determines the P-CSCF via the CSCF discovery procedure. During registration, the home network allocates a S-CSCF in the home network, S-CSCF.

When registration is complete, S-CSCF knows the name/address of P-CSCF, and P-CSCF knows the name/address of the UE.
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Figure 8.3.8-1: Mobile in home network, service is refused by S-CSCF when receiving INVITE request

1.
INVITE (S-S to MT#2a) - see example in Table 8.3.8-1


The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the S-CSCF for the terminating subscriber.

Table 8.3.8-1: INVITE (S-S to MT#2a)

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf0.home.net

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2.
100 Trying (MT#2a to S-S) - see example in Table 8.3.8-2


S-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 8.3.8-2: 100 Trying (MT#2a to S-S)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3.
Service Control


The S-CSCF validates the service profile and performs any service control required for this subscriber.
4.
403 Forbidden (MT#2a to S-S) - see example in Table 8.3.8-4


S-CSCF forwards the 403 Forbidden response to the originator, per the S-CSCF to S-CSCF procedure. 

Table 8.3.8-4: 403 Forbidden (MT#2a to S-S)

SIP/2.0 403 Forbidden

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=1234

Call-ID: 

CSeq: 

Content-length:0

5.
ACK (S-S to MT#2a) - see example in Table 8.3.8-5


The S-CSCF of calling party responds to the 403 Forbidden response with an ACK request that is sent to S-CSCF via the S-CSCF to S-CSCF procedure.

Table 8.3.8-5: ACK (S-S to MT#2a)

ACK sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net

From:

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=1234

Call-ID: 

CSeq: 

Content-length:0
_1052633647.vsd

_1059395102.vsd

