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1. Introduction

This is a follow up contribution of N1-010972, which was requested to be postponed and a few concern were arose during the meeting.

One such concern was that the new version of privacy draft may redefine the usage of To: and From: fields, but it turned out that this part of the draft will not suffer any changes.

Another concern was that the network might have a service which does not allow for certain subscribers to initiate calls with privacy=off. In such cases a call initiated with the To: and From: headers in clear text has to be terminated by the service cloud and a new call leg with encrypted To: and From: fields to be initiated. Thus, a subscriber of IMS network shall not be forced to insert encrypted information into the To: and From: header fields. 

In the current version of 24.228 the To: and From: fields both contain encrypted information, regardless of the privacy requirements for the session. 

2. Proposal

It is proposed to use the caller's public_ID in the From: and the callee's public_ID in the To: header fields when the privacy for the session has the value off or when the privacy header is missing from the INVITE request.













