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1. Summary 

This contribution describes the processing of the initial INVITE request and associated response by the I-CSCF. This contribution proposes that the text provided below be included into the document 3G TS 24.229.

2. Discussion 

By appending the Record-Route header to the initial INVITE request, and modifying it in the associated response, the I-CSCF will be able to determine whether the UE or the S-CSCF sent the subsequent request. The I-CSCF will be able to detect the direction of the subsequent requests by observing only the Request-URI in the received request. When placing its Route-Request header in initial INVITE request and modifying it in the associated response, the I-CSCF utilizes the routing information that was pre-loaded in the initial INVITE request. The pre-loaded routing information was obtained during registration procedure utilizing the Path mechanism. The knowledge of the direction of the signaling flow is essential for the I-CSCF to perform the network configuration hiding function.

3. Proposal 

It is proposed that the following text be added to the Section 9.3.2 of the Annex X of the document 3G TS 24.229:
9.3
Procedures at the I-CSCF

9.3.1
Path header

9.3.2 I-CSCF processing of the initial INVITE request

Once the I-CSCF decide to be on the signaling path it will insert its Record-Route header into the initial INVITE request. The I-CSCF receives examines the Request-URI in the initial INVITE request to determine whether the request was sent from the UE or the S-CSCF. The Request-URI contains the information that the I-CSCF originally inserted in the Path header.

UE Generated initial INVITE Request
When the I-CSCF receives the initial INVITE request from the P-CSCF it:

· Adds its Record-Route header on the top of the list. The inserted Record-Route header contains sufficient information (e.g. in the user field) that will enable the I-CSCF to detect whether the UE or the S-CSCF sent the subsequent requests.

· Removes the top Route header from the pre-loaded list, decrypts it or converts this "tag" back to the SIP URL of the S-CSCF, and uses it forward the request.
When the I-CSCF receives the response to the initial INVITE from the S-CSCF, it:

· Modifies its Record-Route header (e.g. its user field) in the response. By modifying its Record-Route header, the I-CSCF will be able to detect whether the UE or the S-CSCF sent the subsequent requests.
· Replaces the Record-Route header of the S-CSCF (top of the list) with the new Record-Route header. The new Record-Route header will have the SIP URL of the S-CSCF encrypted or replaced with a "tag." 
UE Terminated initial INVITE Request
When the I-CSCF receives the initial INVITE destined for the UE it:

· Adds its Record-Route header on the top of the list. The inserted Record-Route header contains sufficient information (e.g. in the user field) that will enable the I-CSCF to detect whether the UE or the S-CSCF sent the subsequent requests. 

· Replaces the Record-Route header of the S-CSCF with the new Record-Route header. The new Record-Route header will have the SIP URL of the S-CSCF encrypted or replaced with a "tag," and forward the INVITE request. 

When the I-CSCF receives the response to the initial INVITE from the P-CSCF, it:

· Modifies its Record-Route header (e.g. its user field) in the response. By modifying the Record-Route header, the I-CSCF will be able to detect whether the UE or the S-CSCF sent the subsequent requests.

· Removes the Record-Route header of the S-CSCF, decrypts it or converts this "tag" back to the SIP URL of the S-CSCF and inserts it back into the list of Record-Route headers, and forward the response.
