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Introduction

This contribution is an update to contribution N1-010812 presented at Puerto Rico.  It was decided at Puerto Rico that a detailed version of the contribution is to be submitted to CN1.  This contribution is an update with more details that describe the alternative solution to the Path: header mechanism.

TS 24.228 and 24.229 currently document a mechanism (the Path: header) for establishing a static route from the P-CSCF to the S-CSCF at registration time. This route is then used for subsequent signalling from the P-CSCF to the S-CSCF for originating signalling and from the S-CSCF to the P-CSCF for terminating signalling. As an option, this static route can include a THIG, a special purpose I-CSCF that exists to hide the topology of one operator’s network from other operators. This contribution proposes an alternative mechanism to achieve the same results as the Path: header.

It is shown that use of the alternative presented does not involve extensions to SIP, is simple to implement and fulfills all the requirements met using the Path: header.

Discussion

The Path: header mechanism satisfies two basic requirements:

1. The ability to provide a topology hiding gateway (THIG) between the P-CSCF and S-CSCF. (an option)

2. The ability to provide a direct signalling relationship between the P-CSCF and S-CSCF, bypassing the I-CSCF. (an optimization)

There is an alternative that satisfies these same requirements while not requiring any extensions to SIP itself. Using a simple SIP redirection, the P-CSCF can be directed either to communicate directly with the S-CSCF or through an I-CSCF (THIG). This affects future signalling for the duration of the registration, as with the Path: header extension. The routing of REGISTER requests, including re-registrations will still go through an I-CSCF. Subsequent non-REGISTER requests will be routed through the P-CSCF, acting as a local outbound proxy. The Request-URI for such requests will not be modified as per the static Route: established by a Path: header. Instead, the Request-URI from the P-CSCF to the THIG or S-CSCF will remain unchanged and routing of the request will be based on the “next hop” remembered by the P-CSCF from registration. 

The following call flow illustrates the SIP signalling for a call between two UEs (UE1, UE2) with the same home network (i-cscf.home.net and s-cscf.home.net), which have roamed into the same visited network  (p‑cscf.visit.net). 

Registration

The following diagram shows the registration of UE1. Note that UE2 is assumed to register similarly.
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1. UE sends REGISTER message to its registrar. Note that the contact given idue1@ipue1 implies “the identity of UE1 at the IP address currently assigned to UE1”.

2. P-CSCF uses DNS (not shown) to resolve “home.net”, determines I-CSCF is next hop, and sends REGISTER. Note that it has rewritten the Contact: field, indicating “proxy ID for UE1 at this proxy”. This will assure future calls to UE1 pass through this P-CSCF.

3. I-CSCF queries HSS to determine a suitable S-CSCF.

4. HSS returns query results to I-CSCF.

5. I-CSCF redirects P-CSCF to the S-CSCF for this user.

6. P-CSCF resends REGISTER to S-CSCF.

7. S-CSCF stores pidue1@p-cscf.visit.net as the new contact for UE1.

8. S-CSCF acknowledges the REGISTER to P-CSCF

9. P-CSCF stores a record that S-CSCF is the “home proxy” for UE1.

10. P-CSCF acknowledges the REGISTER to UE1.

Invitation

The following diagram shows the setup of a call between UE1 and UE2. Both UEs share a common P-CSCF and a common S-CSCF. The intent of this call flow is to show how the P-CSCF and S-CSCF use information derived from the registration flow above to route the INVITE.
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1. UE1 invites UE2 by its well-known name, using P-CSCF as outbound proxy

2. P-CSCF determines that the home proxy for UE1 is S-CSCF

3. P-CSCF sends the INVITE to S-CSCF. Note that in this example, P-CSCF rewrites the Contact: field on the INVITE. This is a policy matter for “visit.net”, and will cause communications between the roaming UEs to traverse P-CSCF.

4. S-CSCF finds that UE1 has registered from pidue2@p-cscf.visit.net, which is the alias constructed by p-cscf when IE2 registered.

5. S-CSCF sends the INVITE on to P-CSCF. Note that the target of the INVITE (that is, the request URI) is rewritten by s-cscf using the registered contact for UE2, while the To: and From: fields remain constant.

Note: Since the Request-URI is re-written, the P-CSCF is able to perform loop detection as defined in RFC2543bis even though both the originating and terminating UE share the same P-CSCF.

6. P-CSCF consults its table and finds that pidue2 is an alias for idue@ipue2
7. P-CSCF sends the INVITE to UE2

8. UE2 OKs the INVITE

9. P-CSCF passes the OK on to S-CSCF

10. S-CSCF passes OK on to P-CSCF

11. P-CSCF passes OK on to UE1
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