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1. Summary 

This contribution describes the procedure that will insure that the initial INVITE request is routed over a predetermined path to the selected S-CSCF. The set of Route headers that will be pre-loaded into the initial INVITE request is obtained during the registration procedure utilizing the path mechanism described in this contribution. This contribution proposes that the text provided below be added to the document 3G TS 24.229. If this proposal is accepted, some modifications in the respective Tables of the document 3G TS 24.228 are required.
2. Proposal 

It is proposed that the following text be added to the Section 9.2, 9.3, and 9.4 of the document 3G TS 24.229:
9.2
Procedures at the I-CSCF
9.2.1
Path header P-CSCF processing of the REGISTER request
The use of the Path header must be supported by the P-CSCF. The P-CSCF must also support the Require and Proxy-Require headers. The Path header is only applicable to the REGISTER request and its 2xx or 4xx response e.g. 200 OK. The P-CSCF will maintain two Route lists. The first Route list - created during the registration procedure - is used only to pre-load the routing information into the initial INVITE request that originated at the UE. This list is valid during the entire registration of the respective public identity. The second Route list - constructed during the exchange of the initial INVITE and associated response - is used during the duration of the call. Once the call is terminated, the second Route list is discarded. 

When the P-CSCF receives a REGISTER request from the UE that pertains to a given public identity, tThe 

P-CSCF shall include in the Register request:

· The Path header containing the SIP URL identifying the name of the P-CSCF.

· A Require header containing the option tag  „path“ and a Proxy-Require header containing the option tag „path“.

The Contact header inserted by the UA - if present - is left intact.
When the P-CSCF receives a 2xx response to a REGISTER request, it must 

· Remove its address from the Path header information, reverses the order of the fields and saves the resulting Path header.

· Associate the Path header information with the registered public identity UE .

· Remove the Path header and Path option tags from the 2xx response before forwarding the response to the UE. 

· Uses the URIs in the list of Path headers to construct a list of Route headers that will be pre-loaded into the initial INVITE request. The order in the lists is preserved.

· Saves the list of Route headers for the entire duration of this registration.

Editor’s Note: The P-CSCF behavior when 3xx or 4xx responses are received is FFS.

Editor’s Note: The behavior of the P-CSCF when the UE includes a Path header in any request is FFS.

Construction of the Route Header

The P-CSCF constructs the Route header as described in RFC 2543. When the P-CSCF receives a request identifying a new call leg, it recalls the Path header saved for that user , so that the first entry is the CSCF which is the next-hop from the P-CSCF. The P-CSCF removes the first entry and then proxies the request to the address listed in that entry, also using it as the Request-URI. It must also add the called party address to the end of the Route header.

The P-CSCF will maintain a separate list of Route headers for each registered public identity. If this registration is a re-registration, then a list of Route headers already exist. The new list of Route headers replaces the old list.
Editor’s Note: Interactions between a Route header from the UE and the Route header added by the P-CSCF are FFS.

9.3
Procedures at the I-CSCF

9.3.1
Path header I-CSCF processing of the REGISTER request
The use of the Path header must be supported by the I-CSCF. The I-CSCF must also support the Require and Proxy-Require headers. The Path header is only applicable to the REGISTER request and its 200-OK response.

If network configuration hiding is active, the I-CSCF must insert its own name in the form of SIP URL into the Path header of the REGISTER. It must add its name to the front of the list in the Path header. If network configuration hiding is not active, it forwards the request to the S-CSCF.

Treatment of the 200-OK response 

If network configuration hiding is active, the I-CSCF encrypts the S-CSCF name or  translates the S-CSCF name into a token and forwards the Path header in the 200-OK response. Otherwise, it forwards the response unmodified.

Editor’s Note: If the I-CSCF receives a Path header without the “path” option tag in the Proxy-Require header, we have an error condition in the P-CSCF. The I-CSCF behaviour for this scenario is FFS.

9.4
Procedures at the S-CSCF

9.4.1
Path header S-CSCF processing of the REGISTER request
The use of the Path header must be supported by the S-CSCF. The S-CSCF must also support the Require and Proxy-Require headers. The Path header is only applicable to the REGISTER request and its 200-OK response.

When the S-CSCF receives a REGISTER request, it verifies that the “path” option tag is contained in the Proxy-Require header. If the “path” option tag is present, the information contained in the Path header must be stored so that it can be used for mobile terminated requests. 

Editor’s Note: If the S-CSCF receives a Path header without the “path” option tag in the Proxy-Require header, we have an error condition in the I-CSCF. The I-CSCF behavior for this scenario is FFS.

Construction of the 200-OK response

The S-CSCF must insert its own name in the form of SIP URL into the Path header saved from the REGISTER request. 
· Constructs a list of Route headers that will be pre-loaded into the initial INVITE request destined for UE. The list of Route headers is created by appending the Contact header in the received REGISTER request to the bottom of the list of Path headers, and converting the list into a list of Route headers. The order in the lists is preserved. 

· Saves the list of Route headers for the entire duration of the registration. 

· Adds its Path header on the top of the received list of Path headers, and returns this list in the 200 OK response.
The S-CSCF maintains a separate list of Route headers for each registered public identity. If this registration is a re-registration, then a list of Route headers already exist. The new list of Route headers replaces the old list.
It must add its name to the front of the list in the Path header. The S-CSCF adds the Path header in the 200-OK response. The S-CSCF does not modify the order of the names in the Path header. 

Behavior for mobile terminated requests

When the S-CSCF receives a request identifying a new call leg for a UE, it constructs the uses the list of Route header from the stored Path header information. It recalls the list of Route Path headers saved for that user. The S-CSCF removes the first entry and then proxies the request to the address listed in that entry, also using it as the Request-URI. It must also add the called party name to the end of the Route header.











































