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Introduction

This contribution attempts to provide a mechanism to avoid duplicate registrations or inconsistent information storage caused by subscriber roaming to a different network without de-registering the previous one. This case may occur at the change of the roaming agreement parameters between two operators, imposing new service conditions to roamers or mobile de-registration failure in the previous network.

Discussion

When a mobile roams to another network (PLMN), it is possible that the mobile will attach to another GPRS network and get a new P-CSCF. When the mobile initiates the registration to this new visited network, the S-CSCF of the home network shall have the ability to initiate deregistration for the UE from its previous network and register the UE with the new network. The S-CSCF shall look at the path header from the registration message, if the P-CSCF name is different with the one in the previous registration, it knows that this is a new registration and the subscriber has not de-registered from its previous network, the S-CSCF shall initiates the de-registration afterwards and continue with the registration in the new network. 

Because the access of the IMS is independent with the transport network, so if the UE roams to a new network without deregistration, the IMS is not able to know that the UE has gone. It is necessary to develop a mechanism between the transport network and the IMS to let the IMS be aware of the availability of the mobile.

Proposal

It is proposed that add a clause 7.5 below into 24.228.

7.5 Network Initiated De-Registration Upon UE Roaming and Registration to a New Network (Assume that the previous registration is not expired)

This shows the registration signalling flow for the scenario that the UE loses the GPRS attachment in current visited network and roams to a new network without de-registration from its previous network. When UE starts registration in the new network, the home network initiates the de-registration to its previous network. 

Editor’s Note: This procedure can be avoided if the transport entity (GGSN) can report to the IMS about the loss of the mobile and then the network imitates the de-registration after getting the report from the transport layer
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Figure 7.5-1: UE roaming 

0.Mobile loses its attachment with the GPRS network in the current visited network and roams to another    GPRS network in a new visited network

1.
GPRS Attach / PDP Context Establishment (UE to GPRS)

The UE realizes that it needs to attach to the current GPRS network. This signalling flow is shown to indicate the GPRS Attach and PDP Context Activation procedures that must be completed prior to the registration to the new network. When complete, the UE will have acquired an IP address (provided by the new GGSN), which serves as the host address for the duration of the PDP context. 

2.
CSCF Discovery (UE to GPRS/ DHCP)
This signalling flow is the procedure to discover the Proxy CSCF in the new visited IMS network. The P-CSCF discovered in the new network is different with the one in the old visited network.

3. 

SIP REGISTER request (UE to P-CSCF) – see example in Table 7.5-3

The UE uses the IP address got from the new network to attempt register itself to its home network. Note, the IP address is different with the one in its previous network.

Table 7.5-3 SIP REGISTER request (UE to P-CSCF)

REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::ddd:ccc:bbb:aaa]

From: <sip:user1@home1.net>

To: <sip:user1@home1.net>

Contact: <Sip:[5555::ddd:ccc:bbb:aaa]>

Call-ID: 123456789@[5555::ddd:ccc:bbb:aaa]

CSeq: 1 REGISTER

Expires: 7200

Allow-Events: org.3gpp.nwinitdereg

Content-Length: 0

4.

DNS-Q
Based on the user’s URI, the P-CSCF determines that UE is registering from a visiting domain and performs a DNS query to locate the I-CSCF in the home network. The look up in the DNS is based on the address specified in the Request URI. 

The P-CSCF sends the REGISTRATION request - after local processing - to the address indicated in the Request-URI. When forwarding the REGISTRATION request the P-CSCF needs to specify the protocol, port number and IP address of the I-CSCF server in the home network to which to send the REGISTRATION request. The P-CSCF tries to find this information by querying the DNS. Since the Request-URI does not specify the transport protocol the, P-CSCF selects the UDP.

Table 7.5-4a DNS Query (P-CSCF to DNS)

OPCODE=SQUERY

QNAME=_sip.udp.registrar.home_network.net, QCLASS=IN, QTYPE=SRV

The DNS records are retrieved according to RFC2782.

Table 7.5-4b DNS Query Response (DNS to P-CSCF)

OPCODE=SQUERY, RESPONSE, AA
QNAME=_sip.udp.registrar.home_network.net, QCLASS=IN, QTYPE=SRV

_sip._udp.registrar.home_network.net    0 IN SRV 1 10 5060 icscf2.home_network.com

                                        0 IN SRV 1  0 5060 icscf7.home_network.com 

icscf2.home_network.com                 0 IN AAAA     5555::aba:dab:aaa:daa

icscf7.home_network.com                 0 IN AAAA     5555::a1a:b2b:c3c:d4d

In the Answer field of the query-response each I-CSCF is identified by its host domain name. The returned SRV Resource Records (RRs) are merged and ordered, and the selection technique (employing the Priority and Weight parameters returned in the RRs) as specified in RFC2782 is used to select the I-CSCF (i.e., the icscf2.home_network.com). Since the Additional Data field of the query-response also contains the IP address of the selected I-CSCF (i.e., 5555::aba:dab:aaa:daa), a new query to the DNS is not required. 

Once the IP address of the I-CSCF is obtained, the P-CSCF forwards the REGISTRATION request to this IP address (i.e., 5555::aba:dab:aaa:daa) using the UDP protocol and port number 5060. 
5.

SIP REGISTER request (P-CSCF to I-CSCF) – see example in Table 7.5-5
Since this P-CSCF is a stateful proxy, it is required to be in the path for all Mobile Originated and Mobile Terminated requests for this user. To ensure this, the P-CSCF has to put itself into the path for future requests. One solution of achieving this is to have the P-CSCF as the contact point for this user at the home registrar. 

To do this the P-CSCF creates a temporary SIP URI for the user called user1%40home1.net@pcscf2.visited2.net. As part of its internal registration procedure the P-CSCF binds the temporary SIP URI to the user’s SIP URI which was also bound to the IP address of the UE as shown in signalling flow 3. The P-CSCF then forwards the REGISTER request for user1@home1.net, to the home registrar, using a contact address of user1%40home.net@pcscf2.visited2.net. 

This signalling flow shows the SIP REGISTER being forward from the P-CSCF to the I-CSCF in the home domain.

Table 7.5-5 SIP REGISTER request (P-CSCF to I-CSCF) 

REGISTER sip:registrar.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net,

     SIP/2.0/UDP [5555::ddd:ccc:bbb:aaa]

Path: <sip:pcscf2.visited1.net>

Proxy-require: path

Require: path

From: 

To: 

Contact: <sip:user1%40home1.net@pcscf2.visited2.net>

Call-ID: 

CSeq: 

Expires: 

Allow-Events:

Content-Length: 

Path:
This is the address of the P-CSCF and is included to inform the S-CSCF where to route terminating sessions.

Require, Proxy-Require:
These headers are included to ensure that the recipient correctly handles the Path header. If the recipient does not support the path header, a response will be received with a status code of 420 and an Unsupported header indicating “path”. Such a response indicates a misconfiguration of the routing tables and the request has been routed outside the IM CN subsystem.

6.

Cx-Query

The I-CSCF requests information related to the required S-CSCF capabilities from the HSS. Because the UE has not deregistered from its previous network, so it has a S-CSCF in the HSS database. The HSS through that this is a deregistration and returns the name of the S-CSCF to the I-CSCF

7.
SIP REGISTER request (I-CSCF to S-CSCF) – see example in Table 7.5-7 
I-CSCF adds a proper I-CSCF name to the Path header.

This signalling flow forwards the SIP REGISTER from the I-CSCF to the S-CSCF. The Request-URI is changed to the address of the S-CSCF.

Table 7.5-7 SIP REGISTER request (I-CSCF to S-CSCF)

REGISTER sip: scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP icscf2.home1.net,

     SIP/2.0/UDP pcscf2.visited2.net,

     SIP/2.0/UDP [5555::ddd:ccc:bbb:aaa]

Path: <sip:icscf2.home1.net>,

      <sip:pcscf2.visited2.net>

Proxy-require:

Require:

From: 

To: 

Contact: 

Call-ID: 

CSeq: 

Expires: 

Allow-Events:

Content-Length: 

Path: 
The S-CSCF stores the contents of the Path headers and uses these addresses for routing mobile terminated sessions.

Upon receiving this request the S-CSCF will set it’s SIP registration timer for this UE to the Expires time in this request.

8. The S-CSCF found that the name of the P-CSCF in the path header is different with the current name of the            P-CSCF in the path header in previous registration, so it knows that this is a new registration and the UE has not been de-registered from its previous network. Then the S-CSCF imitates de-registration to the previous visited network. And the S-CSCF deletes the information of the subscriber’s previous registration.

9.  SIP NOTIFY (S-CSCF to I-CSCF) 

The S-CSCF sends NOTIFY downstream to clear the registration information in the P-CSCF in the previous visited network.

10. SIP NOTIFY (I-CSCF to P-CSCF)

Upon receiving NOTIFY, the P-CSCF releases all the information about the UE’s registration.

11. SIP NOTIFY (P-CSCF to UE) 

The P-CSCF tries to sent the NOTIFY to the UE because it doesn’t know that UE has lost. Because the UE is in a new network, so no 200 OK will be back. The S-CSCF will keep sending NOTIFY 7 times then gives up.

Editor’s Note: The six times retransmissions can be avoided if the IMS can be aware of the loss of the mobile in the transport network. This requires the changes in GPRS and RNC.

Editor’s Note: The content of messages 9 to 11 are FFS.

12.
Cx-Location
The S-CSCF shall send its location information to the HSS. The HSS stores the S-CSCF name for that subscriber. The HSS sends a response to the S-CSCF to acknowledge the sending of location information.

Editor’s Note: This step can be omitted as an optimisation. 

13.
Cx-Profile
The step can start right after flow 9. The S-CSCF shall send the subscriber’s identity to the HSS in order to be able to download the subscriber profile to the S-CSCF. The HSS returns the subscriber’s profile to the S-CSCF. The S-CSCF shall store the subscriber profile for that indicated user.

Editor’s Note: This step might be omitted as an optimisation if the UE’s information is noted changed in HSS.

14.

SIP 200 OK response (S-CSCF to I-CSCF) – see example in Table 7.5-14
The S-CSCF sends acknowledgment to the I-CSCF indicating that Registration was successful. This response will traverse the path that the REGISTER request took as described in the Via list.

Table 7.5-14 SIP 200 OK response (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf2.home1.net,

     SIP/2.0/UDP pcscf2.visited2.net,

     SIP/2.0/UDP [5555::ddd:ccc:bbb:aaa]

Path: <sip:scscf1.home1.net>,

      <sip:icscf2.home1.net>, 

      <sip:pcscf2.visited2.net>

From: 

To: 
Call-ID: 

CSeq: 

Expires: 

Content-Length: 

Path: 
The S-CSCF inserts its own name to the front of the list.

15.

SIP 200 OK response (I-CSCF to P-CSCF) – see example in Table 7.5-15
The I-CSCF translates the S-CSCF name in the Path header. The I-CSCF forwards acknowledgment from the S-CSCF to the P-CSCF indicating that Registration was successful. This response will traverse the path that the REGISTER request took as described in the Via list.

Table 7.5-15 SIP 200 OK response (I-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net,

     SIP/2.0/UDP [5555:: ddd:ccc:bbb:aaa]

Path: <sip:token(scscf1.home1.net)>,

      <sip:icscf2.home1.net>,

      <sip:pcscf2.visited2.net>

From: 

To: 
Call-ID: 

CSeq: 

Expires: 

Content-Length: 

16.
SIP 200 OK response (P-CSCF to UE) – see example in Table 7.5-16
The P-CSCF removes its address from the Path header, reverses the order of the fields, saves the resulting Path header and associates it with the UE. The P-CSCF then removes the Path header from the 200 OK response. The P-CSCF then forwards acknowledgment from the I-CSCF to the UE indicating that Registration was successful. 

Table 7.5-16 SIP 200 OK response (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::ddd:ccc:bbb:aaa]

From: 

To: 

Call-ID: 

CSeq: 

Expires: 

Content-Length: 

17. SIP NOTIFY (S-CSCF to I-CSCF) 

18. SIP NOTIFY (I-CSCF to UE)

19. SIP NOTIFY (P-CSCF to UE) 
Editor’s Note: The content of messages 17 to 19 are FFS.

20. SIP 200 OK (UE to P-CSCF) 

21. SIP 200 OK (P-CSCF to I-CSCF)

22. SIP 200 OK (I-CSCF to S-CSCF)

Editor’s Note: The content of messages 20 to 22 are FFS.
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