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Abstract

This contribution provides modified text for point 13 of N1-010538, which was agreed in principle at the last SIP ad-hoc.

Discussion

Clause 8 - Session establishment

The figure and associated text have been imported from 23.228. It is not believed that it is necessary to duplicate this text, and that therefore this can be replaced by an appropriate reference to 23.228. In addition, the 23.228 text has been subsequently modified since it was imported.

There is a necessity to clarify that we have multiple flows e.g. MT#1a, MT#1b etc, and an appropriate sentence should be added describing this.

Note that any text appearing between current clause 8 header and clause 8.1 header is deprecated according to the editing rules, and therefore any such text should have a subclause of its own. No relationship has been discovered between the clause numbering of clause 8 and any other clause, therefore it is proposed that a general renumbering can occur.

In addition, a number of editor's notes have been deleted, as it would appear that the issues have been completed within the text. During the discussion, it may be possible to remove further editor's notes.

Proposal

8
Signalling flows for session initiation

8.1
Introduction

Contributor's note: All subsequent subclauses of clause 8 should be renumbered to allow the introduction of this subclause.

Editor’s note: The contact field of a flow from the remote network should contain the information of the originating/terminating network endpoint. This could be the P-CSCF or the S-CSCF of the originating/terminating network and which requires further study.


Editor’s Note: The use of the term “Firewall” is FFS and may be changed at a future time. This is dependent on a corresponding change in 23.228.

Editor’s Note: Need to show ENUM interactions at the S-CSCF.

Editor’s Note: [Sean Olson – summary of Session Initiation updates for v050] This document is based on contribution N1-010569 from AT&T regarding codec negotiation. Change bars are with respect to that document. The following list of contributions are included in this modified version:

N1-010510 – Media Authorization Token updates

N1-010511 – Remote-Party-ID updates

N1-010513 – Removal of Editor’s note about Record-Route Hiding

N1-010529 – Enhancement to allow multimedia sessions

N1-010531 – Mobile Terminal rejects session with “486 Busy Here”

N1-010570 – Corrections to PSTN flows in 8.2.4

N1-010572 – Addition of a media flow to an existing session

N1-010573 – Service rejects session with “403 Forbidden”

This clause breaks down the session flows into a number of individual procedures, following the same principles as 3GPP TS 23.228 [2] clause 5.4.9.
For the purposes of this document, a further breakdown has been necessary, and therefore a number of flows have been given an (a) or (b) suffix, so that the session flows for configuration independence may be distinguished from those without, e.g.

-
(MO#1a) Mobile origination, roaming, without I-CSCF providing configuration independence

-
(MO#1b) Mobile origination, roaming, with I-CSCF in home network providing configuration independence
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1. 
2. 

Editor’s note: The following issues, contributed in N1-001094 issue 4, needs to be reflected in flows for INVITE.

If the caller requested their caller-id to be blocked, but the network operator desires to offer the return-call service (*69), some mechanism is needed to hide the caller identity from the UE but still allow it to be addressed in a future call attempt. The PacketCable DCS specification used a ‘private-URL’ for this purpose, encrypting the destination information. The format of such a ‘private-URL’ was typically




sip:somelongstringofjibberishthatcanbedecryptedbytheCSCF@S-CSCF;private

There are actually two alternatives for dealing with this type of information

1. The information to be hidden from the user, e.g. caller identity, could be stored in the P-CSCF or S-CSCF. When needed for the subsequent call attempt, it can be inserted by the CSCF.

2. The design followed by DCS could be used, and the hidden information could be encrypted and stored in the UE

Choice (1) clearly increases the storage requirements of the P-CSCF or S-CSCF, while choice (2) clearly increases the bandwidth requirements of the air interface.

Editor’s note: The following issues, contributed in N1-001094 issue 5, needs to be reflected in flows for INVITE and subsequent flows.

In developing mechanisms for call features in the PacketCable DCS group, there were several situations where hidden information was given to an endpoint for immediate use in establishing a new call. The DCS design was to keep the SIP proxy stateless, and this information (which included typically special billing arrangements for the new call to be established) was encrypted and given to the endpoint. The ‘private-URL’ always contained a timeout value, which limited its useable lifetime.

There are actually two alternatives for dealing with this type of information

1. The information to be hidden from the user, e.g. special billing information for a call, could be stored in the P-CSCF or S-CSCF. When needed for the subsequent call attempt, it can be inserted by the CSCF.

2. The design followed by DCS could be used, and the hidden information could be encrypted and stored in the UE

Choice (1) clearly increases the storage requirements of the P-CSCF or S-CSCF, while choice (2) clearly increases the bandwidth requirements of the air interface.


