3GPP TSG CN WG1 Meeting #17

Tdoc N1-010755

Puerto Rico, 14th - 18th May 2001

Source: 

Ericsson
Title: 
Network initiated SIP session termination using 503 response/timeouts

Agenda Item: 
8.4 - SIP session control protocol for the IM CN subsystem

Affected spec:
24.228 v0.5.0
Document for:
Discussion and Decision

1 Abstract

This contribution applies to scenarios where a new session in the process of being set-up, needs to be disconnected. It addresses the issue raised in Tdoc N1-010533 at Sophia Antipolis where it was proposed that the S-CSCF should behave as a back-to-back user agent (B2BUA) to enforce disconnection of a prepaid session.  This contribution describes an alternative that does not use a B2BUA, but instead uses existing server status codes in the SIP response to trigger disconnection of a session that is in the process of being established.

2 Introduction

During the joint CN1/SA2 ad-hoc held 3-5 April at Sophia Antipolis, Lucent proposed in Tdoc N1-010533 that the S-CSCF may need to initiate disconnection of the session when it receives the 200 OK from the callee when the S-CSCF has lost connection with the prepaid service network.  The S-CSCF acted as a UAC receiving the 200 OK and initiated a BYE towards the caller, thus acting as a B2BUA and disconnecting the session.

The purpose of this contribution is to describe a mechanism by which the S-CSCF can initiate termination of a SIP session being established without acting as a B2BUA.  The proposal described here is as follows:

· It is based on the inherent mechanism in the endpoints (UE s’) to initiate disconnection of the session being established if the response contains 4xx, 5xx or 6xx codes. 

· It also depends on the inherent ability of a UE to disconnect itself if it does not receive a response from the network in a timely manner.

3 Discussion

3.1 Use of response code 503 (Server Unavailable) and timeouts for network initiated disconnection

This applies only for sessions that have not yet been established. 

When a message is received by the S-CSCF and the S-CSCF is unable to contact the service network (provided the subscriber has services that require this), a response reflecting a 503 (Server Unavailable) is sent back/forwarded (depending on call scenario) to the appropriate UA.

SIP Requests: (see section 3.1 below)

When the S-CSCF receives an INVITE for a new session and determines that the session should not continue, it responds to the originator with a 503 (Server Unavailable). This prevents the originator from further attempts at initiating the session.

SIP Responses: (see section 3.2 below)

When the S-CSCF determines that the received response should not be passed on, and that session disconnection should be initiated, 

· It drops the received response (and received re-transmissions of the response) and translates it into a single 503 (Server Unavailable) or 504 (Server Timeout) response and sends it on. This will result in the natural disconnection of the session, when the endpoint receives it.  

· The endpoint that originated the response received in the S-CSCF either times out or receives a BYE from UE-o (depending on the delays in the network) and disconnects. 

Different kinds of responses are handled as follows at the S-CSCF:

· A "reliable" provisional response (i.e. really important) could be received as a re-transmission.  The S-CSCF ignores the retransmission.  A 503 response code is passed on in the modified response toward the previous destination of the response.

· For a final INVITE response, a re-transmission may be received at the S-CSCF. The S-CSCF ignores the retransmission and modifies the response code to 503/504 before passing it on to the endpoint.

· In case the originator of the message will not re-transmit e.g. a final response to a non-INVITE, the S-CSCF drops the message.  A 503 response is passed on to the endpoint.

Note that the S-CSCF never generates a SIP message, it only transforms the received response into one that will lead to a natural disconnection by the UE. 

This is a graceful way to handle failure of the service network without forcing the S-CSCF to be a B2BUA.

3.1.1 Network initiated disconnection of Originating Session 
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             2. Session set-up not allowed

           3. 503 Server Unavailable
          

1. The S-CSCF receives an INVITE for a new session

2. Service control at the S-CSCF determines that the session should not continue
3. The S-CSCF responds to the originator with a 503 (Server Unavailable). This prevents the originator from further attempts at initiating the session.
3.1.2 Network Initiated Disconnection of Terminating Session
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UE-t disconnects

1. The UE-o (not shown) initiates a session with an INVITE message that is transited through the P-CSCF-o, S-CSCF, and P-CSCF-t

2. UE-t (not shown) responds to the INVITE with 200 OK after all the necessary set-up and reservation procedures have been successfully completed with UE-o.

3. Service control at the S-CSCF determines that session set-up should not continue

4. S-CSCF modifies the 200 OK response to a 503 Server Unavailable response and forwards it towards UE-o.    P-CSCF-o closes the gate at its PCF, releases the state for the session.  UE-o disconnects.

5. UE-t initiates retransmissions of the 200 OK as it has not received the ACK from UE-o.

6. UE-t times out and disconnects from P-CSCF-t.  P-CSCF-t closes the gate at its PCF and releases the state associated with the session.

4 Proposal

This contribution is for TS 24.228. It should be included as a new informative annex in the document under a new section 9.3 “Network Initiated Disconnection”
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