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Introduction

TS 23.228 (Section 4.4 and Annex C) require that it be possible for a network operator to be able to hide the network topology from other operators.  This is shown in the Serving-CSCF-to-Serving-CSCF #1 procedure (Section 5.5.1).  Note particularly messages #14, #17, and #32, where it states “This [request or response] may possibly be routed through I-CSCF#1(firewall) or I-CSCF#2(firewall) depending on operator configuration of the I-CSCFs.”

Section 8.3 of TS 24.228 (Serving-CSCF-to-Serving-CSCF procedures) only demonstrate two of the possible combinations

· Request/response is routed through neither I-CSCF#1 nor I-CSCF#2 (S-S#1a)

· Request/response is routed through both I-CSCF#1 and I-CSCF#2 (S-S#1b)

Nothing in TS 23.228 indicates a requirement that configuration hiding be required on both sides of an interface between pairs of network operators.  Two additional combinations are possible:

· Request/response is routed through I-CSCF#1 but not I-CSCF#2

· Request/response is routed through I-CSCF#2 but not I-CSCF#1.

Proposal

It is proposed that section 8.3.1 and 8.3.2, containing the S-S#1 variations, be extended to include four options, labeled S-S#1a (section 8.3.1) through S-S#1d (section 8.3.4), covering all combinations of inter-operator configuration hiding.  

Previous sections 8.3.3, 8.3.4, and 8.3.5, are to be renumbered as 8.3.5, 8.3.6, and 8.3.7.  Tables and figures to be renumbered accordingly.

The text changes to 8.3.1 through 8.3.4 follow.

8.3
Serving CSCF (MGCF) to Serving-CSCF (MGCF) Procedures

This section presents the detailed application level flows to define the procedures for Serving-CSCF to Serving-CSCF.  

This section contains four call flow procedures, showing variations on the signalling path between the Serving-CSCF (or MGCF) that handles call origination, and the Serving-CSCF (or MGCF) that handles call termination.  This signalling path depends on: 

-    whether the originator and destination are served by the same network operator, 


-    agreements between operators for optimum PSTN gateway location.

Between separate operators, there are additional sub-cases covering the optional network configuration hiding – hiding required by both operators, neither operator, or just one operator.
The Serving-CSCF handling call origination performs an analysis of the destination address, and determines whether it is a PSTN destination, a subscriber of the same network operator or a subscriber of a different operator.  

If the analysis of the destination address determined that it belongs to a subscriber of a different operator, the request is forwarded (optionally through an I-CSCF within the originating operator’s network) to a well-known entry point in the destination operator’s network, the I-CSCF.  The I-CSCF queries the HSS for current location information. The I-CSCF then forwards the request to the S-CSCF.  This is call flow procedure S-S#1.

If the analysis of the destination address determines that it belongs to a subscriber of the same operator, the S-CSCF forwards the request to a local I-CSCF, who queries the HSS for current location information.  The I-CSCF then forwards the request to the S-CSCF. This is call flow procedure S-S#2.

If the analysis of the destination address determines that it is a PSTN destination, the S-CSCF forwards the request to a local BGCF.  Based on further analysis of the destination address, and on agreements between operators for PSTN termination, the BGCF will either select a local MGCF to perform the termination (procedure S-S#3) or will forward the request to a BGCF in another operator’s network who will select the MGCF to perform the termination (procedures S-S#4).

8.3.1 
(S-S#1a) Different network operators performing origination and termination, without configuration hiding by either operator
The Serving-CSCF handling call origination (S-CSCF#1) performs an analysis of the destination address, and determines that it belongs to a subscriber of a different operator.  The originating network operator does not desire to keep their configuration hidden, so forwards the request to a well-known entry point in the destination operator’s network, I-CSCF.  I-CSCF queries the HSS for current location information, and finds the S-CSCF assigned to the subscriber (S-CSCF#2), and forwards the request to S-CSCF#2.  The terminating network operator does not desire to keep their configuration hidden, so the I-CSCF does not insert itself into the signaling path for future exchanges.
8.3.2  
(S-S#1b) Different network operators performing origination and termination, with configuration hiding by both network operators
The Serving-CSCF handling call origination (S-CSCF#1) performs an analysis of the destination address, and determines that it belongs to a subscriber of a different operator.  The originating network operator desires to keep their configuration hidden, so forwards the request through an I-CSCF (I-CSCF#1) to a well-known entry point in the destination operator’s network, I-CSCF#2.  I-CSCF#2 queries the HSS for current location information, and finds the S-CSCF assigned to the subscriber (S-CSCF#2), and forwards the request to S-CSCF#2.  The terminating network operator also desires to keep their configuration hidden, so I-CSCF#2 inserts itself into the signaling path for future exchanges.
8.3.3  
(S-S#1c) Different network operators performing origination and termination, with configuration hiding by originating network operator

The Serving-CSCF handling call origination (S-CSCF#1) performs an analysis of the destination address, and determines that it belongs to a subscriber of a different operator.  The originating network operator desires to keep their configuration hidden, so forwards the request through an I-CSCF (I-CSCF#1) to a well-known entry point in the destination operator’s network, I-CSCF#2.  I-CSCF#2 queries the HSS for current location information, and finds the S-CSCF assigned to the subscriber (S-CSCF#2), and forwards the request to S-CSCF#2.  The terminating network operator does not desire to keep their configuration hidden, so I-CSCF#2 does not insert itself into the signaling path for future exchanges.
Origination sequences that share this common S-CSCF to S-CSCF procedure are:

MO#1a
Mobile origination, roaming, without firewall.  The “Originating Network” of S-S#1c is therefore a visited network.

MO#1b
Mobile origination, roaming, with firewall in home network.  The “Originating Network” of S-S#1c is therefore a visited network.

MO#2
Mobile origination, located in home service area.  The “Originating Network” of S-S#1c is therefore the home network.

PSTN-O
PSTN origination.  The “Originating Network” of S-S#1c is the home network.  The element labeled S-CSCF#1 is the MGCF of the PSTN-O procedure.

Termination sequences that share this common S-CSCF to S-CSCF procedure are:
MT#1a
Mobile termination, roaming, without firewall.  The “Terminating Network” of S-S#1c is a visited network.

MT#1b
Mobile termination, roaming, with firewall in home network.  The “Terminating Network” of S-S#1c is a visited network.

MT#2
Mobile termination, located in home service area.  The “Terminating Network” of S-S#1c is the home network.
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Figure 8.3.3 – S-S#1c

Procedure S-S#1c is as follows:

1.


INVITE (MO to S-S#1c) – see example in Table 8.3.3-1

The INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. 

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-1: INVITE (MO to S-S#1c)

INVITE sip:scscf.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf.home1.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 99

a=qos:mandatory sendrecv 

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 99

a=qos:mandatory sendrecv

a=rtpmap:99:MPV 

m=audio 3456 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

m=audio 3458 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2.


100 Trying (S-S#1c to MO) – see example in Table 8.3.3-2

S-CSCF#1 responds to the INVITE request (1) with a 100 Trying provisional response.

Table 8.3.3-2: 100 Trying (S-S#1c to MO)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3.


Service Control

S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

S-CSCF#1 examines the media parameters, and removes any choices that the subscriber does not have authority to request.

For this example, assume the subscriber is not allowed video.

4.


INVITE (S-CSCF to I-CSCF) – see example in Table 8.3.3-4

S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the destination subscriber belongs. Since the originating operator desires to keep their internal configuration hidden, S-CSCF#1 forwards the INVITE request to I-CSCF#1. 

Table 8.3.3-4: INVITE (S-CSCF to I-CSCF)

INVITE sip:icscf.home1.net SIP/2.0

Via: SIP/2.0/UDP sip:scscf.home1.net SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route: sip:scscf.home1.net

Supported: 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 3458 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000 

Request-URI:  
set to the I-CSCF that will perform the translation needed to maintain configuration independence.

Route:  
updated to cause I-CSCF to forward the request to the proper terminating network operator. In the case of a TEL-URL, it has to be translated to a globally routable SIP-URL before sending the INVITE request. For this address translation the S-CSCF may use the services of an ENUM-DNS based database structure, or any other suitable translation database.
Editor’s Note: It remains to be clarified if the use of the word “may” in the above sentence, needs to be changed to “shall”. 23.228v170 states that an S-CSCF shall support an ENUM DNS translation mechanism, so the above text needs to be aligned with Stage 2.

5.


INVITE (I-CSCF to I-CSCF) – see example in Table 8.3.3-5

I-CSCF#1 forwards the INVITE request to I-CSCF#2.

Table 8.3.3-5: INVITE (I-CSCF to I-CSCF)

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

m=

m=

a= 

a=

a=

a=

m=

a=

a=

a=

a= 

Via:, Record-Route: 
translated to maintain configuration independence of the home#1 operator.

6.


100 Trying (I-CSCF to I-CSCF) – see example in Table 8.3.3-6

I-CSCF#2 respond to the INVITE request (5) with a 100 Trying provisional response.  

Table 8.3.3-6: 100 Trying (I-CSCF to I-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

7.


100 Trying (I-CSCF to S-CSCF) – see example in Table 8.3.3-7

I-CSCF#1 determines the Via header, and forwards the 100 Trying provisional response to S-CSCF#1. 

Table 8.3.3-7: 100 Trying (I-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length:

8.


Location Query

I-CSCF#2 (at the border of the terminating subscriber’s network) queries the HSS for current location information.  It will send “Cx-location-query” to the HSS to obtain the location information for the destination.  

9.


Location Response

HSS responds with the address of the current Serving-CSCF for the terminating subscriber.

10.


INVITE (I-CSCF to S-CSCF) – see example in Table 8.3.3-10

I-CSCF#2 forwards the INVITE request to the S-CSCF (S-CSCF#2) that will handle the call termination.

Table 8.3.3-10: INVITE (I-CSCF to S-CSCF)

INVITE sip:scscf.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, 


SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route: sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

m=

m=

a=

a=

a=

a=

m=

a= 

a=

a=

a= 

Editor’s Note: The mechanism by which the INVITE is routed to S-CSCF, and the mechanism by which S-CSCF retrieves the initial Request URI (which identifies the real destination of the session) is FFS.

11.


100 Trying (S-CSCF to I-CSCF) – see example in Table 8.3.3-11

S-CSCF#2 responds to the INVITE request (10) with a 100 Trying provisional response.

Table 8.3.3-11: 100 Trying (S-CSCF to I-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, 


SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

12.


Service Control

S-CSCF#2 performs whatever service control logic is appropriate for this call attempt

S-CSCF#2 examines the media parameters, and removes any choices that the destination subscriber does not have authority to request.

For this example, assume the destination subscriber is not allowed stereo, so only a single audio stream is permitted.

13.


INVITE (S-S#1c to MT) – see example in Table 8.3.3-13

S-CSCF#2 forwards the INVITE request, as determined by the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-13: INVITE (S-S#1c to MT)

INVITE sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route:  sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15

14.


100 Trying (MT to S-S#1c) – see example in Table 8.3.3-14

S-CSCF#2 receives a 100 Trying provisional response to the INVITE request (13), as specified by the termination procedures. 

Table 8.3.3-14: 100 Trying (MT to S-S#1c)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

15.


183 Session Progress (MT to S-S#1c) – see example in Table 8.3.3-15

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response to the INVITE request (13), as per the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-15: 183 Session Progress (MT to S-S#1c)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off

Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm

m=audio 0 RTP/AVP 97 96 0 15

16.


183 Session Progress (S-CSCF to I-CSCF) – see example in Table 8.3.3-16

S-CSCF#2 forwards the 183 Session Progress provisional response to I-CSCF#2.

Table 8.3.3-16: 183 Session Progress (S-CSCF to I-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, 


SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: 

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

17.


183 Session Progress (I-CSCF to I-CSCF) – see example in Table 8.3.3-17

I-CSCF#2 forwards the 183 Session Progress provisional response to I-CSCF#1.  

Table 8.3.3-17: 183 Session Progress (I-CSCF to I-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net,

 
SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: 
Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

18.


183 Session Progress (I-CSCF to S-CSCF) – see example in Table 8.3.3-18

I-CSCF#1 forwards the 183 Session Progress provisional response to S-CSCF#1.

Table 8.3.3-18: 183 Session Progress (I-CSCF to S-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:sip:scscf.home2.net,
sip:icscf.home1.net, sip:scscf.home1.net 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

Record-Route: 
I-CSCF#1 determines the entry to the right of its own entry. 

Via: 
determined by I-CSCF#1.

19.


183 Session Progress (S-S#1c to MO) – see example in Table 8.3.3-19

S-CSCF#1 forwards the 183 Session Progress to the originator, as per the originating procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-19: 183 Session Progress (S-S#1c to MO)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

20.


PRACK (MO to S-S#1c) – see example in Table 8.3.3-20

The originator decides the final set of media streams, and includes this information in the PRACK request sent to S-CSCF#1 by the origination procedures. 

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-20: PRACK (MO to S-S#1c)

PRACK sip:scscf.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:icscf.home1.net, sip:scscf.home2.net,

 
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 128 PRACK

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf.home1.net
Rack: 9021 127 INVITE

Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv

m=audio 0 RTP/AVP 97 96 0 15

21.


PRACK (S-CSCF to I-CSCF) – see example in Table 8.3.3-21

S-CSCF#1 forwards the PRACK request to I-CSCF#1.

Table 8.3.3-21: PRACK (S-CSCF to I-CSCF)

PRACK sip:icscf.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]
Route: sip:scscf.home2.net,
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route: sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

22.


PRACK (I-CSCF to S-CSCF) – see example in Table 8.3.3-22

I-CSCF#1 forwards the PRACK request to S-CSCF#2.

Table 8.3.3-22: PRACK (I-CSCF to S-CSCF)

PRACK sip:scscf.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net,

 
SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])
Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route: sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

Via:, Record-Route: 
translated to maintain configuration independence of the home#1 operator.
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PRACK (S-S#1c to MT) – see example in Table 8.3.3-23

S-CSCF#2 forwards the PRACK request to the terminating endpoint, as per the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-23: PRACK (S-S#1c to MT)

PRACK sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])
Record-Route:  sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=
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200 OK (MT to S-S#1c) – see example in Table 8.3.3-24

The terminating endpoint responds to the PRACK request (24) with a 200 OK response.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-24: 200 OK (MT to S-S#1c)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, 
SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

Content-length: 0

25.


200 OK (S-CSCF to I-CSCF) – see example in Table 8.3.3-25

S-CSCF#2 forwards the 200 OK response to I-CSCF#1.

Table 8.3.3-25: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 
SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

26.


200 OK (I-CSCF to S-CSCF) – see example in Table 8.3.3-26

I-CSCF#1 forwards the 200 OK response to S-CSCF#1.

Table 8.3.3-26: 200 OK (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

Record-Route:  
formed by I-CSCF#1 determining the entry to the right of its own entry. 

Via:  
determined by I-CSCF#1.
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200 OK (S-S#1c to MO) – see example in Table 8.3.3-27

S-CSCF#1 forwards the 200 OK response to the originating endpoint.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-27: 200 OK (S-S#1c to MO)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, 
sip:icscf.home1.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

28.


COMET (MO to S-S#1c) – see example in Table 8.3.3-28

When the originating endpoint has completed the resource reservation procedures, it sends the COMET request to S-CSCF#1 by the origination procedures.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-28: COMET (MO to S-S#1c)

COMET sip:scscf.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:icscf.home1.net, sip:scscf.home2.net, 
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 129 COMET

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf.home1.net
Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:success sendonly

m=audio 0 RTP/AVP 97 96 0 15

29.


COMET (S-CSCF to I-CSCF) – see example in Table 8.3.3-29

S-CSCF#1 forwards the COMET request to I-CSCF#1.

Table 8.3.3-29: COMET (S-CSCF to I-CSCF)

COMET sip:icscf.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]
Route: sip:scscf.home2.net,
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route: sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

30.


COMET (I-CSCF to S-CSCF) – see example in Table 8.3.3-30

I-CSCF#1 forwards the COMET request to S-CSCF#2.

Table 8.3.3-30: COMET (I-CSCF to S-CSCF)

COMET sip:scscf.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])
Route:
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route: sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

Via:, Record-Route: 
translated to maintain configuration independence of the home#1 operator.

31.


COMET (S-S#1c to MT) – see example in Table 8.3.3-31

S-CSCF#2 forwards the COMET request to the terminating endpoint, as per the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-31: COMET (S-S#1c to MT)

COMET sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, 
SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])
Record-Route:  sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=
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200 OK (MT to S-S#1c) – see example in Table 8.3.3-32

The terminating endpoint responds to the COMET request (34) with a 200 OK response.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-32: 200 OK (MT to S-S#1c)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP 
icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, 
SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

Content-length: 0

33.


200 OK (S-CSCF to I-CSCF) – see example in Table 8.3.3-33

S-CSCF#2 forwards the 200 OK response to I-CSCF#1.

Table 8.3.3-33: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 
SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

34.


200 OK (I-CSCF to S-CSCF) – see example in Table 8.3.3-34

I-CSCF#1 forwards the 200 OK response to S-CSCF#1.

Table 8.3.3-34: 200 OK (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net,
sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

Record-Route: 
formed by I-CSCF#1 determining the entry to the right of its own entry. 

Via:  
determined by I-CSCF#1.
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200 OK (S-S#1c to MO) – see example in Table 8.3.3-35

S-CSCF#1 forwards the 200 OK response to the originating endpoint.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-35: 200 OK (S-S#1c to MO)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

36.


180 Ringing (MT to S-S#1c) – see example in Table 8.3.3-36

The terminating endpoint may optionally send a 180 Ringing provisional response indicating alerting is in progress.  This response is sent by the termination procedure to S-CSCF#2.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-36: 180 Ringing (MT to S-S#1c)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

RSeq: 9022

Content-length: 0

37.


180 Ringing (S-CSCF to I-CSCF) – see example in Table 8.3.3-37

S-CSCF#2 forwards the 180 Ringing response to I-CSCF#2.

Table 8.3.3-37: 180 Ringing (S-CSCF to I-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, 


SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net) 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

38.


180 Ringing (I-CSCF to I-CSCF) – see example in Table 8.3.3-38

I-CSCF#2 forwards the 180 Ringing response to I-CSCF#1. 

Table 8.3.3-38: 180 Ringing (I-CSCF to I-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route:  sip:scscf.home2.net,
sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 
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180 Ringing (I-CSCF to S-CSCF) – see example in Table 8.3.3-39

I-CSCF#1 forwards the 180 Ringing response to S-CSCF#1.

Table 8.3.3-39: 180 Ringing (I-CSCF to S-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

Record-Route: 
formed by I-CSCF#1 determining the entry to the right of its own entry. 

Via: 
determined by I-CSCF#1.

40.


180 Ringing (S-S#1c to MO) – see example in Table 8.3.3-40

S-CSCF#1 forwards the 180 Ringing response to the originator, per the origination procedure.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-40: 180 Ringing (S-S#1c to MO)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

41.


PRACK (MO to S-S#1c) – see example in Table 8.3.3-41

The originator acknowledges the 180 Ringing provisional response (40) with a PRACK request.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-41: PRACK (MO to S-S#1c)

PRACK sip:scscf.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:icscf.home1.net, sip:scscf.home2.net, 


sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 130 PRACK

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf.home1.net
Rack: 9022 127 INVITE

Content-length: 0
42.


PRACK (S-CSCF to I-CSCF) – see example in Table 8.3.3-42

S-CSCF#1 forwards the PRACK request to I-CSCF#1.

Table 8.3.3-42: PRACK (S-CSCF to I-CSCF)

PRACK sip:icscf.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]
Route: sip:scscf.home2.net,
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route: sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-length: 
43.


PRACK (I-CSCF to I-CSCF) – see example in Table 8.3.3-43

I-CSCF#1 forwards the PRACK request to S-CSCF#2.

Table 8.3.3-43: PRACK (I-CSCF to S-CSCF)

PRACK sip:scscf.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])
Route:
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route: sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-length: 
Via:, Record-Route: 
translated to maintain configuration independence of the home#1 operator.

44.


PRACK (S-S#1c to MT) – see example in Table 8.3.3-44

S-CSCF#2 forwards the PRACK request to the terminating endpoint.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-44: PRACK (S-S#1c to MT)

PRACK sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, 
SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])
Record-Route:  sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-length: 
45.


200 OK (MT to S-S#1c) – see example in Table 8.3.3-45

The terminating endpoint responds to the PRACK request (44) with a 200 OK response.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-45: 200 OK (MT to S-S#1c)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, 
SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

Content-length: 0

46.


200 OK (S-CSCF to I-CSCF) – see example in Table 8.3.3-46

S-CSCF#2 forwards the 200 OK response to I-CSCF#1.

Table 8.3.3-46: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 
SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

47.


200 OK (I-CSCF to S-CSCF) – see example in Table 8.3.3-47

I-CSCF#1 forwards the 200 OK response to S-CSCF#1.  

Table 8.3.3-47: 200 OK (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

Record-Route: 
formed by I-CSCF#1 determining the entry to the right of its own entry. 

Via: 
determined by I-CSCF#1.

48.


200 OK (S-S#1c to MO) – see example in Table 8.3.3-48

S-CSCF#1 forwards the 200 OK response to the originating endpoint.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-48: 200 OK (S-S#1c to MO)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

49.


200 OK (MT to S-S#1c) – see example in Table 8.3.3-49

The final response to the INVITE (13), 200 OK, is sent by the terminating endpoint over the signalling path.  This is typically generated when the subscriber has accepted the incoming call attempt.  The response is sent to S-CSCF#2 per the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-49: 200 OK (MT to S-S#1c)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

CSeq: 127 INVITE

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

Content-length: 0

50.


Service Control

S-CSCF#2 performs whatever service control logic is appropriate for this call completion.

51.


200 OK (S-CSCF to I-CSCF) – see example in Table 8.3.3-51

The 200 OK response is forwarded to the I-CSCF#2.

Table 8.3.3-51: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, 


SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

52.


200 OK (I-CSCF to I-CSCF) – see example in Table 8.3.3-52

The 200 OK response is forwarded to I-CSCF#1.  

Table 8.3.3-52: 200 OK (I-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

53.


200 OK (I-CSCF to S-CSCF) – see example in Table 8.3.3-53

The 200 OK response is forwarded to S-CSCF#1.

Table 8.3.3-53: 200 OK (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

Record-Route: 
formed by I-CSCF#1 determining the entry to the right of its own entry. 

Via: 
determined by I-CSCF#1.

54.


Service Control

S-CSCF#1 performs whatever service control logic is appropriate for this call completion

55.


200 OK (S-S#1c to MO) – see example in Table 8.3.3-55

The 200 OK response is returned to the originating endpoint, by the origination procedure.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-55: 200 OK (S-S#1c to MO)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home1.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

56.


ACK (MO to S-S#1c) – see example in Table 8.3.3-56

The originating endpoint sends the final acknowledgement to S-CSCF#1 by the origination procedures. 

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-56: ACK (MO to S-S#1c)

ACK sip:scscf.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:icscf.home1.net, sip:scscf.home2.net, 


sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 127 ACK

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf.home1.net
Content-length: 0
57.


ACK (S-CSCF to I-CSCF) – see example in Table 8.3.3-57

S-CSCF#1 forwards the ACK request to I-CSCF#1.

Table 8.3.3-57: ACK (S-CSCF to I-CSCF)

ACK sip:icscf.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]
Route: sip:scscf.home2.net,
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route: sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 
58.


ACK (I-CSCF to S-CSCF) – see example in Table 8.3.3-58

I-CSCF#1 forwards the ACK request to S-CSCF#2.

Table 8.3.3-58: ACK (I-CSCF to S-CSCF)

ACK sip:scscf.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf.home1.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home1.net, 


SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])
Route:
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route: sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 
Via:, Record-Route: translated to maintain configuration independence of the home#1 operator.

59.


ACK (S-S#1c to MT) – see example in Table 8.3.3-59

S-CSCF#2 forwards the ACK request to the terminating endpoint, as per the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.3-59: ACK (S-S#1c to MT)

ACK sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP 
icscf.home1.net, SIP/2.0/UDP 
Token(SIP/2.0/UDP scscf.home1.net, 
SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])
Record-Route:  sip:scscf.home2.net, sip:icscf.home1.net, sip:Token(sip:scscf.home1.net)

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 
8.3.4  
(S-S#1d) Different network operators performing origination and termination, with configuration hiding by terminating network operator

The Serving-CSCF handling call origination (S-CSCF#1) performs an analysis of the destination address, and determines that it belongs to a subscriber of a different operator.  S-CSCF#1 forwards the request to a well-known entry point in the destination operator’s network, I-CSCF#2.  I-CSCF#2 queries the HSS for current location information, and finds the S-CSCF assigned to the subscriber (S-CSCF#2), and forwards the request to S-CSCF#2.  The terminating network operator desires to keep their configuration hidden, so I-CSCF#2 inserts itself into the signaling path for future exchanges.
Origination sequences that share this common S-CSCF to S-CSCF procedure are:

MO#1a
Mobile origination, roaming, without firewall.  The “Originating Network” of S-S#1d is therefore a visited network.

MO#1b
Mobile origination, roaming, with firewall in home network.  The “Originating Network” of S-S#1d is therefore a visited network.

MO#2
Mobile origination, located in home service area.  The “Originating Network” of S-S#1d is therefore the home network.

PSTN-O
PSTN origination.  The “Originating Network” of S-S#1d is the home network.  The element labeled S-CSCF#1 is the MGCF of the PSTN-O procedure.

Termination sequences that share this common S-CSCF to S-CSCF procedure are:
MT#1a
Mobile termination, roaming, without firewall.  The “Terminating Network” of S-S#1d is a visited network.

MT#1b
Mobile termination, roaming, with firewall in home network.  The “Terminating Network” of S-S#1d is a visited network.

MT#2
Mobile termination, located in home service area.  The “Terminating Network” of S-S#1d is the home network.
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Figure 8.3.4 – S-S#1d
Procedure S-S#1d is as follows:

1.


INVITE (MO to S-S#1d) – see example in Table 8.3.4-1

The INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. 

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-1: INVITE (MO to S-S#1d)

INVITE sip:scscf.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf.home1.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 99

a=qos:mandatory sendrecv 

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 99

a=qos:mandatory sendrecv

a=rtpmap:99:MPV 

m=audio 3456 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

m=audio 3458 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2.


100 Trying (S-S#1d to MO) – see example in Table 8.3.4-2

S-CSCF#1 responds to the INVITE request (1) with a 100 Trying provisional response.

Table 8.3.4-2: 100 Trying (S-S#1d to MO)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3.


Service Control

S-CSCF#1 performs whatever service control logic is appropriate for this call attempt.

S-CSCF#1 examines the media parameters, and removes any choices that the subscriber does not have authority to request.

For this example, assume the subscriber is not allowed video.

4.


INVITE (S-CSCF to I-CSCF) – see example in Table 8.3.4-4

S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the destination subscriber belongs. S-CSCF#1 forwards the INVITE request to I-CSCF#2, the well-known entry point of the destination network. 

Table 8.3.4-4: INVITE (S-CSCF to I-CSCF)

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP sip:scscf.home1.net SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home1.net

Supported: 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off;screen=yes

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 3458 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000 

Request-URI:  
set to the I-CSCF that will perform the translation needed to maintain configuration independence.

Via:, Record-Route: 
translated to maintain configuration independence of the home#1 operator.

5.


100 Trying (I-CSCF to I-CSCF) – see example in Table 8.3.4-5

I-CSCF#2 respond to the INVITE request (4) with a 100 Trying provisional response.  

Table 8.3.4-5: 100 Trying (I-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

6.


Location Query

I-CSCF#2 (at the border of the terminating subscriber’s network) queries the HSS for current location information.  It will send “Cx-location-query” to the HSS to obtain the location information for the destination.  

7.


Location Response

HSS responds with the address of the current Serving-CSCF for the terminating subscriber.

8.


INVITE (I-CSCF to S-CSCF) – see example in Table 8.3.4-8

I-CSCF#2 forwards the INVITE request to the S-CSCF (S-CSCF#2) that will handle the call termination.

Table 8.3.4-8: INVITE (I-CSCF to S-CSCF)

INVITE sip:scscf.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, 
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route:  sip:icscf.home2.net, sip:scscf.home1.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=

o=

s=

c= 

b=

t=

m=

m=

m=

a=

a=

a=

a=

m=

a= 

a=

a=

a= 

Editor’s Note: The mechanism by which the INVITE is routed to S-CSCF, and the mechanism by which S-CSCF retrieves the initial Request URI (which identifies the real destination of the session) is FFS.

9.


100 Trying (S-CSCF to I-CSCF) – see example in Table 8.3.4-9

S-CSCF#2 responds to the INVITE request (8) with a 100 Trying provisional response.

Table 8.3.4-9: 100 Trying (S-CSCF to I-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

10.


Service Control

S-CSCF#2 performs whatever service control logic is appropriate for this call attempt

S-CSCF#2 examines the media parameters, and removes any choices that the destination subscriber does not have authority to request.

For this example, assume the destination subscriber is not allowed stereo, so only a single audio stream is permitted.

11.


INVITE (S-S#1d to MT) – see example in Table 8.3.4-11

S-CSCF#2 forwards the INVITE request, as determined by the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-11: INVITE (S-S#1d to MT)

INVITE sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route:  sip:scscf.home2.net, sip:icscf.home2.net, sip:scscf.home1.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length:

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97 96 0 15

a=qos:mandatory sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

m=audio 0 RTP/AVP 97 96 0 15

12.


100 Trying (MT to S-S#1d) – see example in Table 8.3.4-12

S-CSCF#2 receives a 100 Trying provisional response to the INVITE request (11), as specified by the termination procedures. 

Table 8.3.4-12: 100 Trying (MT to S-S#1d)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

13.


183 Session Progress (MT to S-S#1d) – see example in Table 8.3.4-13

The media stream capabilities of the destination are returned along the signalling path, in a 183 Session Progress provisional response to the INVITE request (11), as per the termination procedure.

Editor’s Note: Diagram for S-S#1 should show I-CSCF#2 as a firewall and gateway, making it consistent with I-CSCF#1.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-13: 183 Session Progress (MT to S-S#1d)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net,
sip:scscf.home1.net

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off

Anonymity: Off

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=314159

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm

m=audio 0 RTP/AVP 97 96 0 15

14.


183 Session Progress (S-CSCF to I-CSCF) – see example in Table 8.3.4-14

S-CSCF#2 forwards the 183 Session Progress provisional response to I-CSCF#2.

Table 8.3.4-14: 183 Session Progress (S-CSCF to I-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net, sip:scscf.home1.net 

Remote-Party-ID: “John Smith” <tel:+1-212-555-2222>;privacy=off;screen=yes

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

15.


183 Session Progress (I-CSCF to S-CSCF) – see example in Table 8.3.4-15

I-CSCF#2 forwards the 183 Session Progress provisional response to S-CSCF#1.  

Table 8.3.4-15: 183 Session Progress (I-CSCF to S-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, sip:scscf.home1.net 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

Record-Route: 
formed by I-CSCF#2 reversing and translating all the entries to the left of its own entry.

16.


183 Session Progress (S-S#1d to MO) – see example in Table 8.3.4-16

S-CSCF#1 forwards the 183 Session Progress to the originator, as per the originating procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-16: 183 Session Progress (S-S#1d to MO)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, sip:scscf.home1.net 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

17.


PRACK (MO to S-S#1d) – see example in Table 8.3.4-17

The originator decides the final set of media streams, and includes this information in the PRACK request sent to S-CSCF#1 by the origination procedures. 

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-17: PRACK (MO to S-S#1d)

PRACK sip:scscf.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:icscf.home2.net, sip:Token(sip:scscf.home2.net),

 
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 128 PRACK

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf.home1.net
Rack: 9021 127 INVITE

Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv

m=audio 0 RTP/AVP 97 96 0 15

18.


PRACK (S-CSCF to I-CSCF) – see example in Table 8.3.4-18

S-CSCF#1 forwards the PRACK request to I-CSCF#2.

Table 8.3.4-18: PRACK (S-CSCF to I-CSCF)

PRACK sip:icscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]
Route: sip:Token(sip:scscf.home2.net), 
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route: sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

19.


PRACK (I-CSCF to S-CSCF) – see example in Table 8.3.4-19

I-CSCF#2 determines the routing information, and forwards the PRACK request to S-CSCF#2.

Table 8.3.4-19: PRACK (I-CSCF to S-CSCF)

PRACK sip:scscf.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route:
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route:  sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

20.


PRACK (S-S#1d to MT) – see example in Table 8.3.4-20

S-CSCF#2 forwards the PRACK request to the terminating endpoint, as per the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-20: PRACK (S-S#1d to MT)

PRACK sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Record-Route:  sip:scscf.home2.net, sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

21.


200 OK (MT to S-S#1d) – see example in Table 8.3.4-21

The terminating endpoint responds to the PRACK request (20) with a 200 OK response.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-21: 200 OK (MT to S-S#1d)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net,
sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

Content-length: 0

22.


200 OK (S-CSCF to I-CSCF) – see example in Table 8.3.4-22

S-CSCF#2 forwards the 200 OK response to I-CSCF#2.

Table 8.3.4-22: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net,
sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

23.


200 OK (I-CSCF to S-CSCF) – see example in Table 8.3.4-23

I-CSCF#2 forwards the 200 OK response to S-CSCF#1.

Table 8.3.4-23: 200 OK (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, 
sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

Record-Route: formed by I-CSCF#2 reversing and translating all the entries to the left of its own entry.

24.


200 OK (S-S#1d to MO) – see example in Table 8.3.4-24

S-CSCF#1 forwards the 200 OK response to the originating endpoint.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-24: 200 OK (S-S#1d to MO)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

25.


COMET (MO to S-S#1d) – see example in Table 8.3.4-25

When the originating endpoint has completed the resource reservation procedures, it sends the COMET request to S-CSCF#1 by the origination procedures.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-25: COMET (MO to S-S#1d)

COMET sip:scscf.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:icscf.home2.net, sip:Token(sip:scscf.home2.net),

 
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 129 COMET

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf.home1.net
Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=video 0 RTP/AVP 99

m=video 0 RTP/AVP 99

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:success sendonly

m=audio 0 RTP/AVP 97 96 0 15

26.


COMET (S-CSCF to I-CSCF) – see example in Table 8.3.4-26

S-CSCF#1 forwards the COMET request to I-CSCF#2.

Table 8.3.4-26: COMET (S-CSCF to I-CSCF)

COMET sip:icscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]
Route: sip:Token(sip:scscf.home2.net), 
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route: sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

27.


COMET (I-CSCF to S-CSCF) – see example in Table 8.3.4-27

I-CSCF#2 forwards the COMET request to S-CSCF#2.

Table 8.3.4-27: COMET (I-CSCF to S-CSCF)

COMET sip:scscf.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route:
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route:  sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

28.


COMET (S-S#1d to MT) – see example in Table 8.3.4-28

S-CSCF#2 forwards the COMET request to the terminating endpoint, as per the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-28: COMET (S-S#1d to MT)

COMET sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Record-Route:  sip:scscf.home2.net, sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-length: 
v=

o=

s=

c=

b=

t=

m=

m=

m=

a=

a=

a=

m=

29.


200 OK (MT to S-S#1d) – see example in Table 8.3.4-29

The terminating endpoint responds to the COMET request (28) with a 200 OK response.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-29: 200 OK (MT to S-S#1d)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net,
sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

Content-length: 0

30.


200 OK (S-CSCF to I-CSCF) – see example in Table 8.3.4-30

S-CSCF#2 forwards the 200 OK response to I-CSCF#2.

Table 8.3.4-30: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net,
sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

31.


200 OK (I-CSCF to S-CSCF) – see example in Table 8.3.4-31

I-CSCF#2 forwards the 200 OK response to S-CSCF#1.

Table 8.3.4-31: 200 OK (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

Record-Route: 
formed by I-CSCF#2 reversing and translating all the entries to the left of its own entry.

32.


200 OK (S-S#1d to MO) – see example in Table 8.3.4-32

S-CSCF#1 forwards the 200 OK response to the originating endpoint.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-32: 200 OK (S-S#1d to MO)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

33.


180 Ringing (MT to S-S#1d) – see example in Table 8.3.4-33

The terminating endpoint may optionally send a 180 Ringing provisional response indicating alerting is in progress.  This response is sent by the termination procedure to S-CSCF#2.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-33: 180 Ringing (MT to S-S#1d)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net,
sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

RSeq: 9022

Content-length: 0

34.


180 Ringing (S-CSCF to I-CSCF) – see example in Table 8.3.4-34

S-CSCF#2 forwards the 180 Ringing response to I-CSCF#2.

Table 8.3.4-34: 180 Ringing (S-CSCF to I-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net,
sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

35.


180 Ringing (I-CSCF to S-CSCF) – see example in Table 8.3.4-35

I-CSCF#2 forwards the 180 Ringing response to S-CSCF#1. 

Table 8.3.4-35: 180 Ringing (I-CSCF to S-CSCF)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

Record-Route: formed by I-CSCF#2 reversing and translating all the entries to the left of its own entry.

36.


180 Ringing (S-S#1d to MO) – see example in Table 8.3.4-36

S-CSCF#1 forwards the 180 Ringing response to the originator, per the origination procedure.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-36: 180 Ringing (S-S#1d to MO)

SIP/2.0 180 Ringing

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-length: 

37.


PRACK (MO to S-S#1d) – see example in Table 8.3.4-37

The originator acknowledges the 180 Ringing provisional response (36) with a PRACK request.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-37: PRACK (MO to S-S#1d)

PRACK sip:scscf.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:icscf.home2.net, sip:Token(sip:scscf.home2.net), 


sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 130 PRACK

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf.home1.net
Rack: 9022 127 INVITE

Content-length: 0
38.


PRACK (S-CSCF to I-CSCF) – see example in Table 8.3.4-38

S-CSCF#1 forwards the PRACK request to I-CSCF#2.

Table 8.3.4-38: PRACK (S-CSCF to I-CSCF)

PRACK sip:icscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]
Route: sip:Token(sip:scscf.home2.net), 
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route: sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-length: 
39.


PRACK (I-CSCF to S-CSCF) – see example in Table 8.3.4-39

I-CSCF#2 determines the routing information, and forwards the PRACK request to S-CSCF#2.

Table 8.3.4-39: PRACK (I-CSCF to S-CSCF)

PRACK sip:scscf.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route:
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route:  sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-length: 
40.


PRACK (S-S#1d to MT) – see example in Table 8.3.4-40

S-CSCF#2 forwards the PRACK request to the terminating endpoint.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-40: PRACK (S-S#1d to MT)

PRACK sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
cscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Record-Route:  sip:scscf.home2.net, sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rack: 

Content-length: 
41.


200 OK (MT to S-S#1d) – see example in Table 8.3.4-41

The terminating endpoint responds to the PRACK request (40) with a 200 OK response.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-41: 200 OK (MT to S-S#1d)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net,
sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

Content-length: 0

42.


200 OK (S-CSCF to I-CSCF) – see example in Table 8.3.4-42

S-CSCF#2 forwards the 200 OK response to I-CSCF#2.

Table 8.3.4-42: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net,
sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

43.


200 OK (I-CSCF to S-CSCF) – see example in Table 8.3.4-43

I-CSCF#2 forwards the 200 OK response to S-CSCF#1.

Table 8.3.4-43: 200 OK (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

Record-Route:  
formed by I-CSCF#2 reversing and translating all the entries to the left of its own entry.

44.


200 OK (S-S#1d to MO) – see example in Table 8.3.4-44

S-CSCF#1 forwards the 200 OK response to the originating endpoint.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-44: 200 OK (S-S#1d to MO)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

45.


200 OK (MT to S-S#1d) – see example in Table 8.3.4-45

The final response to the INVITE (13), 200 OK, is sent by the terminating endpoint over the signalling path.  This is typically generated when the subscriber has accepted the incoming call attempt.  The response is sent to S-CSCF#2 per the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-45: 200 OK (MT to S-S#1d)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net,
sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 127 INVITE

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net

Content-length: 0

46.


Service Control

S-CSCF#2 performs whatever service control logic is appropriate for this call completion.

47.


200 OK (S-CSCF to I-CSCF) – see example in Table 8.3.4-47

The 200 OK response is forwarded to the I-CSCF#2.

Table 8.3.4-47: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf.home2.net, sip:icscf.home2.net,
sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

48.


200 OK (I-CSCF to S-CSCF) – see example in Table 8.3.4-48

The 200 OK response is forwarded to S-CSCF#1.  

Table 8.3.4-48: 200 OK (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

Record-Route: 
formed by I-CSCF#2 reversing and translating all the entries to the left of its own entry.

49.


Service Control

S-CSCF#1 performs whatever service control logic is appropriate for this call completion

50.


200 OK (S-S#1d to MO) – see example in Table 8.3.4-50

The 200 OK response is returned to the originating endpoint, by the origination procedure.

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-50: 200 OK (S-S#1d to MO)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route:  sip:Token(sip:scscf.home2.net), sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-length: 

51.


ACK (MO to S-S#1d) – see example in Table 8.3.4-51

The originating endpoint sends the final acknowledgement to S-CSCF#1 by the origination procedures. 

NOTE: 
There are a number of different origination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-51: ACK (MO to S-S#1d)

ACK sip:scscf.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:icscf.home2.net, sip:Token(sip:scscf.home2.net), 


sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 127 ACK

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf.home1.net
Content-length: 0
52.


ACK (S-CSCF to I-CSCF) – see example in Table 8.3.4-52

S-CSCF#1 forwards the ACK request to I-CSCF#2.

Table 8.3.4-52: ACK (S-CSCF to I-CSCF)

ACK sip:icscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]
Route: sip:Token(sip:scscf.home2.net), 
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route: sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 
53.


ACK (I-CSCF to S-CSCF) – see example in Table 8.3.4-53

I-CSCF#2 forwards the ACK request to S-CSCF#2.

Table 8.3.4-53: ACK (I-CSCF to S-CSCF)

ACK sip:scscf.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP scscf.home1.net, SIP/2.0/UDP 
pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route:
sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net
Record-Route:  sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 
54.


ACK (S-S#1d to MT) – see example in Table 8.3.4-54

S-CSCF#2 forwards the ACK request to the terminating endpoint, as per the termination procedure.

NOTE: 
There are a number of different termination flows, and the table represents a typical example of what one of these flows may produce. In this case, MO#2 and MT#2 are assumed.

Table 8.3.4-54: ACK (S-S#1d to MT)

ACK sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf.home2.net, SIP/2.0/UDP icscf.home2.net, SIP/2.0/UDP 
scscf.home1.net, SIP/2.0/UDP pcscf.home1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Record-Route:  sip:scscf.home2.net, sip:icscf.home2.net, sip:scscf.home1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 
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