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0
Abstract

This contribution analyses the various SIP drafts, and identifies the SIP requirements for the Max-Forwards header. It then identifies the values that need to be inserted in the profile tables of 24.229 regarding this header.

1
An analysis of the SIP drafts with respect to the Max-Forwards header

1.1
SIP Call Control - Transfer (draft-ietf-sip-cc-transfer-04)

The table in section 3.3 indicates that the Max-Forwards header appears in REFER requests, and has status optional.

1.2
Integration of Resource Management and SIP (draft-ietf-sip-manyfolks-resource-01)

The table in section 5.2, table 3, indicates that the Max-Forwards header appears in COMET requests, and has status optional.

1.3
SIP: Session Initiation Protocol (draft-ietf-sip-rfc2543bis-02.txt)

Table 3 defines the syntax for the header name.

Table 5 indicates that the header appears in requests, and that proxies read the Max-Forwards header (headers that need to be read cannot be encrypted), and that proxies may modify the Max-Forwards header. A status of optional is given for the following methods: ACK, BYE, CANCEL, INVITE, OPTIONS, REGISTER, i.e. all of those defined in the bis draft.

Section 6.28 defines the header as follows:

6.28 Max-Forwards

The Max-Forwards request-header field may be used with any SIP method to limit the number of proxies or gateways that can forward the request to the next downstream server. This can also be useful when the client is attempting to trace a request chain which appears to be failing or looping in mid-chain.

Max-Forwards  =  "Max-Forwards" ":" 1*DIGIT

The Max-Forwards value is a decimal integer indicating the remaining number of times this request message is allowed to be forwarded.

Each proxy or gateway recipient of a request containing a Max-Forwards header field MUST check and update its value prior to forwarding the request. If the received value is zero (0), the recipient MUSTNOT forward the request and returns 483 (Too many hops). Instead, a server MAY act as a final recipient for OPTIONS requests. It is RECOMMENDED that the server include Supported, Server and Allow header fields in the response.

If the received Max-Forwards value is greater than zero, then the forwarded message MUST contain an updated Max-Forwards field with a value decremented by one (1).

Example:

Max-Forwards: 6

And section 7.4.20 defines the response as follows:

7.4.20 483 Too Many Hops

The server received a request that contains a Max-Forwards (Section 6.28) header with the value zero.

In section 15.1, last paragraph,  we have the following text concerning the usage of this header in registration:

The request could be sent to either the registrar at bell-tel.com or the server at example.com. In the latter case, the server at example.com would proxy the request to the address indicated in the Request-URI. Then, Max-Forwards header could be used to restrict the registration to that server.

Section A.4 Header Processing defines that the header is:

· type request;

· it is not meaningful to UACs;

· it SHOULD be understood by a basic implementation of a proxy;

· it is not meaningful to UASs;

· it is not meaningful to registrars.

1.4
The SIP INFO Method (RFC 2976)

The table 1 in section 2.2 indicates that the Max-Forwards header appears in INFO requests, and has status optional.

2
Summary of RFC status

In general it is optional for a UA to insert the Max-Forwards header in any request. It is not applicable for a UA to understand a received Max-Forwards header. 

It is mandatory for a proxy to understand and process a received Max-Forwards header, and mandatory for the proxy to be able to retransmit a (modified) Max-Forwards header.

Discussion point: We have text relating to all methods defined in TS24.229 except PRACK. Our assumption is that the header would be allowed in PRACK, and that processing should be performed normally, and the PRACK will return an appropriate response from the point where the Max-Forwards header reachs zero, if it so does. 

Discussion point: Given that the Max-Forwards header is not meaningful to a UAS (see A.4 of the bis draft), it is also presumably not meaningful, and therefore ignored, by a B2BUA. Is this an area where the bis draft should be amended to at least deal with the systactic processing requirements of B2BUAs slightly differently from ordinary UAs. 

Discussion point, in the example of this header, the registrar behaves exactly as a UA. Does this mean that we should define a registrar acting within the REGISTER method as a UA rather than a proxy, but that it becomes a proxy for all other methods. If so we will need to provide text that defines this.

The header is not allowed in responses.

3
Summary of 3GPP status

As above.

4
Proposed changes to the tables of 24.229

The following changes are identified to the tables of 24.229.

Note that currently there is no requirement to support all the documented methods within 3GPP. If the 3GPP status of the associated PDU is n/a, then the 3GPP status within the header tables should also be n/a, and override what is specified below. No determination has yet been made for the content of the PDU 3GPP status columns.

4.1
Status at the user agent

For all request tables, i.e. current tables 5.5 (ACK request), 5.7 (BYE request), 5.19 (CANCEL request), 5.29 (COMET request), 5.41 (INFO request), 5.53 (INVITE request), 5.66 (OPTIONS request), 5.91 (REFER request), 5.104 (REGISTER request), modify the row relating to Max-Forwards as follows:

xx
Max-Forwards
[1] 6.28
o
o
[1] 6.28
n/a
n/a

Add a row relating to the Max-Forwards header in table 5.79 (PRACK request) as follows

xx
Max-Forwards
[1] 6.28
o
o
[1] 6.28
n/a
n/a

Delete the row relating to the Max-Forwards header from the following tables 5.31 (COMET 415 response), 5.32 (COMET 405 response), 5.33 (COMET 3xx or 485 response), 5.34 (COMET 3xx response), 5.35 (COMET 407 response), 5.36 (COMET 2xx response), 5.37 (COMET 1xx response), 5.38 (COMET 420 response), 5.39 (COMET 404, 480, 486, 500, 503, 600, 603 response) as follows:










4.2
Status at the proxy

For all request tables, i.e. current tables 5.119 (ACK request), 5.121 (BYE request), 5.133 (CANCEL request), 5.143 (COMET request), 5.155 (INFO request), 5.167 (INVITE request), 5.180 (OPTIONS request), 5.205 (REFER request), 5.218 (REGISTER request), modify the row relating to Max-Forwards as follows:

14
Max-Forwards
[1] 6.28
m
m
[1] 6.28
m
m

Add a row relating to the Max-Forwards header in table 5.193 (PRACK request) as follows

xx
Max-Forwards
[1] 6.28
o
o
[1] 6.28
n/a
n/a

Delete the row relating to the Max-Forwards header from the following tables 5.145 (COMET 415 response), 5.146 (COMET 405 response), 5.147 (COMET 3xx or 485 response), 5.148 (COMET 3xx response), 5.149 (COMET 407 response), 5.150 (COMET 2xx response), 5.151 (COMET 1xx response), 5.152 (COMET 420 response), 5.153 (COMET 404, 480, 486, 500, 503, 600, 603 response) as follows:










