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The information was created in order to try and find a basis for further contribution to the message flows which were more representative of some of the current SA2 discussions that the existing draft. As such, it may be appropriate to address contributions against this draft as well as existing 24.228 drafts.

Note that some of the finer points of editorial detail still need completion, and the figures have not been updated.

Annex A (informative):
Documentation of preliminary material 

Editor’s note: This annex provides a temporary space for holding the contents of material that is to be achieving maturity, but is not yet regarded as stable. 

When the material achieves stability, then it will move to the main body of the document.

Editor’s note: Material in this area still needs final formatting, i.e. by the numbering and titling of all tables and figures, and the referencing of these from the text.

X
Key to signalling flows

1
Where a header field in the SIP contents tables show only the header name, the contents are identical to the received request.
8


Editor’s note: The contact field of a flow from the remote network should contain the information of the originating/terminating network endpoint. This could be the P-CSCF or the S-CSCF of the originating/terminating network and which requires further study.

Editor’s note: Example naming conventions for different entities need to be defined and used consistently throughout the document.

8.1
Origination sequence

Editor’s note: If an I-CSCF is to be used as a firewall I-CSCF then does it need to be statefull? According to the flows developed in 23.228, the I-CSCF (e.g.,look at Figure 1, messages 2b1 and 2b2) does not have a look up shown to find the address of the HSS. Does this imply statefulness of I-CSCFs?

Editor’s note: Need to show procedures on how the MGCF determines the location of S-CSCF. If it is fielding calls from the PSTN and forwarding this to the S-CSCF then it is playing the role of an I-CSCF for PSTN Originated calls. This means that the MGCF will have to also contain I-CSCF functionality. One approach might be to have the MGCF always pass such Origination messages to an I-CSCF at all times and then the I-CSCF can address all issues of routeing the INVITE to the proper place.

Editor’s note: For all UE to P-CSCF flows, the contents of the Contact header within the INVITE would appear to be redundant, but it is a mandatory header. Need to agree what the UE should populate this field with. Current contents is not the most appropriate. This value will be inserted by the P-CSCF.

Editor’s note: Contents of the body (SDP) are not yet included in these flows. The presence, absence and content of the SDP needs to be addressed. Also need to identify which methods it appears in.

Editor’s note: Flows 7-10 and 11-13 are missing the record-route and route header respectively. Need to add these headers with appropriate contents.

Editor’s note: Contents of request-URI in INVITE flows other than that from the UE is for further study. Should it be as shown, or should it change to constrain the routeing of the method?

8.1.1
(MO#1) Mobile origination, roaming, home control of services

This origination procedure applies to roaming subscribers under home control. The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure. During registration, the home network decides to exercise home control of calls by this UE, and therefore allocates a S-CSCF in the home network. The home network advertises either the S-CSCF or an I-CSCF as the entry point from the visited network. 

When registration is complete, P-CSCF knows the name/address of the next hop in the signalling path toward the serving-CSCF, either I-CSCF (if the home network wanted to hide their internal configuration) or S-CSCF (if there was no desire to hide the network configuration). I-CSCF, if it exists in the signalling path, knows the name/address of S-CSCF.
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Figure 8.xx

Procedure MO#1 is as follows:

1. INVITE
UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism.

Table 8.xx

INVITE sip:+1-212-555-2222@home1.net;user=phone SIP/2.0
Request URI starts with the keyed number from the user

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
IP address or FQDN of the originating UE

Supported: 100rel


Remote-Party-ID: John Doe <tel:+1-212-555-1111>
Public identity. Display name optional

Anonymity: Off 


From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>
Following recommendations of privacy draft even though privacy not requested for this call

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost


Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost


Cseq: 127 INVITE
Random starting number

Contact: sip:[5555::aaa:bbb:ccc:ddd]
IP address or FQDN of the originating UE

Content-Type: application/sdp 


Content-length: (…)





v=0


o=- 2987933615 2987933615 IN IP6 A3C47F2146789F0


s=-


c= IN IP6 5555::aaa:bbb:ccc:ddd


b=AS:64


t=907165275 0


m=audio 3456 RTP/AVP 97 3 96


a=rtpmap:97 AMR


a=fmtp:97 mode-set=0,2,5,7; maxframes=2


a=rtpmap:96 G726-32/8000


a=qos:mandatory sendrecv












Editor’s note: Certain fields in the SDP carry no information. In particular the “o=”, “s=” fields and “t=”. There are, however, mandatory fields within SDP. Does 3GPP wish to define a non-standard version of SDP that removes these, and if so, how does this interwork with outside SIP networks that use standard SDP.
2
100 TRYING

P-CSCF responds to the INVITE request with a 100-Trying provisional response.
Table xx

SIP/2.0 100 Trying


Via: 


From: 


To: 


Call-ID: 


Cseq: 


3.
P-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. 

This next hop is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF within the home network that is performing the configuration hiding function for the home network operator (choice (b)).
Editor’s note: Need to represent the ability of the P-CSCF to take part in the negotiation of the media streams (by removing entries) in some manner.
3a
INVITE

If the home network operator does not desire to keep their network configuration hidden, the name/address of the S-CSCF was provided during registration, and the INVITE request is forwarded directly to the S-CSCF.
Table xx
INVITE ??? SIP/2.0


Via: SIP/2.0/UDP pcscf1.visited1.net


Via: 


Record-Route: sip:pcscf1.visited1.net


Supported: 


Remote-Party-ID: 


Anonymity: 


From: 


To: 


Call-ID: 


Cseq: 


Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net


Content-Type: 


Content-length: (…)





v=


o=


s=


c=


b=


t=


m=


a=


a=


a=


a=


Editor’s note: The mechanism for ensuring that the path discovered between the P-CSCF and the S-CSCF by the registration request is followed by the INVITE request is still under discussion. This may affect the contents of the request URL, or of the route header, or use new headers.












 


(3b1)
INVITE

If the home network operator desires to keep their network configuration hidden, the name/address of an I-CSCF in the home network was provided during registration, and the INVITE request is forwarded through this I-CSCF to the S-CSCF

P-CSCF forwards the INVITE request to I-CSCF

Table 8.xx
INVITE ??? SIP/2.0


Via: SIP/2.0/UDP pcscf1.visited1.net


Via: 


Record-Route: sip:pcscf1.visited1.net


Supported: 


Remote-Party-ID: 


Anonymity: 


From: 


To: 


Call-ID: 


Cseq: 


Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net


Content-Type: 


Content-length: (…)





v=


o=


s=


c=


b=


t=


m=


a=


a=


a=


a=


Editor’s note: The mechanism for ensuring that the path discovered between the P-CSCF and the S-CSCF by the registration request is followed by the INVITE request is still under discussion. This may affect the contents of the request URL, or of the route header, or use new headers.












3b2
INVITE

I-CSCF forwards the INVITE request to S-CSCF 

Table 8.xx
INVITE ??? SIP/2.0


Via: SIP/2.0/UDP icscf.home.net


Via: 


Via: 


Record-Route: sip:icscf.home.net


Record-Route: 


Supported: 


Remote-Party-ID: 


Anonymity: 


From: 


To: 


Call-ID: 


Cseq: 


Contact:


Content-Type: 


Content-length: (…)





v=


o=


s=


c=


b=


t=


m=


a=


a=


a=


a=


Editor’s note: The mechanism for ensuring that the path discovered between the P-CSCF and the S-CSCF by the registration request is followed by the INVITE request is still under discussion. This may affect the contents of the request URL, or of the route header, or use new headers.













 4 I-CSCF and/or S-CSCF respond to the INVITE request with a 100-Trying provisional response.  If the decision made in step (3) above was not to keep the network configuration hidden (choice (a)), then the 100-Trying provisional response is sent from S-CSCF to P-CSCF (4a).  If the home network operator desires to keep their network configuration hidden, I-CSCF responds to the INVITE of (3b1) with 100-Trying (response (4b1)), and S-CSCF responds to the INVITE of (3b2) with 100-Trying (response (4b2)). 

4a
100 TRYING
S-CSCF responds to the INVITE request (3b2) with a 100-Trying provisional response.

Table xx

SIP/2.0 100 Trying


Via: 


Via: 


From: 


To: 


Call-ID: 


Cseq: 


4b1
100 TRYING
S-CSCF responds to the INVITE request (3a) with a 100-Trying provisional response.

Table xx

SIP/2.0 100 Trying


Via: 


Via: 


Via: 


From: 


To: 


Call-ID: 


Cseq: 


4b2
100 TRYING
I-CSCF forwards the 100-Trying provisional response (4b1) to the P-CSCF.

Table xx

SIP/2.0 100 Trying


Via: 


Via: 


From: 


To: 


Call-ID: 


Cseq: 


5
S-CSCF validates the service profile, and performs any origination service control required for this subscriber.
6
INVITE

S-CSCF forwards the INVITE request, as specified by the S-CSCF to S-CSCF procedures.

This SIP message assumes that request 3b2 is used to setup this call. In the case that request 3a is used the Via header and Record-Route header containing the I-cscf .home.com is not included in the request.

Editor’s note: Need to represent the ability of the S-CSCF to take part in the negotiation of the media streams (by removing entries) in some manner.
Editor’s Note: Need for additional headers to transport e.g. Billing-Correlation-Identifier is FFS.

Table 8.xx
INVITE ??? SIP/2.0


Via: SIP/2.0/UDP scscf.home.net


Via: 


Via: 


Via: 


Record-Route: sip:scscf.home.net


Record-Route: 


Record-Route: 


Supported: 


Remote-Party-ID: 


Anonymity: 


From: 


To: 


Call-ID: 


Cseq: 


Contact:


Content-Type: 


Content-length: (…)





v=


o=


s=


c=


b=


t=


m=


a=


a=


a=


a=















7
100 Trying


S-CSCF receives a 100-Trying provisional response to (6), as specified by the S-CSCF to S-CSCF procedures.
NOTE:
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce.
Table xx

SIP/2.0 100 Trying


Via: 


Via: 


Via: 


Via: 


From: 


To: 


Call-ID: 


Cseq: 


8
183 Session progress
The media stream capabilities of the destination are returned along the signaling path, in a 183-SDP provisional response (to 6), per the S-CSCF to S-CSCF procedures.
NOTE:
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce.

Table xx

SIP/2.0 183 Session Progress

Via: 

Via: 

Via: 

Via: 

Record-Route: <sip:{<sip:scscf2.home2.net>, <sip:icscf4.home2.net>, <sip:{<sip::pcscf2.home2.net>}K4>}K3>,   
<sip:icscf3.home2.net>, <sip:icscf2.home1.net>, <sip:{<sip:scscf1.home1.net>, <sip:icscf1.home1.net>, 
<sip:{pcscf1.visited1.net}K1>}K2>

Remote-Party-ID: John Smith <tel:555-2222>

Anonymity: off

From: 

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: 

Cseq: 

Contact: sip:ue2.visited2.net

Rseq: 9021

Content-disposition: precondition

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP4 A3C47F2146789F0
s=-

c= IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 3

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm
9
183 Session progress

S-CSCF forwards the 183-SDP message to P-CSCF.  Based on the choice made in step #2 above, this may be sent directly to P-CSCF (6a) or may be sent through I-CSCF(firewall) (6b1 and 6b2).
9a
183 Session progress
Table xx

SIP/2.0 183 Session Progress

Via: 

Via: 

Record-Route: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rseq: 

Content-disposition: 

Content-Type: 

Content-length: (…)

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

9b1
183 Session progress

Table xx

SIP/2.0 183 Session Progress

Via: 

Via: 

Via: 

Record-Route: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rseq: 

Content-disposition: 

Content-Type: 

Content-length: (…)

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

9b2
183 Session progress

Table xx

SIP/2.0 183 Session Progress

Via: 

Via: 

Record-Route: Record-Route: <sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, <sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>, <sip:icscf2.home1.net>, <sip:scscf1.home1.net>, 
<sip:icscf1.home1.net>, <sip:{pcscf1.visited1.net}K1>
Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rseq: 

Content-disposition: 

Content-Type: 

Content-length: (…)

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

The Record-Route header entry to the right of I-CSCF#2’s entry is decrypted, and entries to the left are reversed and encrypted.
10
P-CSCF authorizes the resources necessary for this session

11
183 Session progress


P-CSCF forwards the 183 Session progress response to the originating endpoint

Table xx

SIP/2.0 183 Session Progress

Via: 

Media-Authorization: 9BV3072
Remote-Party-ID: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:token2@pcscf1.visited1.net
Rseq: 

Content-disposition: 

Content-Type: 

Content-length: (…)

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

P-CSCF#1 removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE#1.  The saved values of the Route header is:

Route: <sip:icscf1.home1.net>, <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

A Contact header is added with a locally unique token to identify the saved routeing information.  P-CSCF#1 adds the Media-Authorization header to the response, and forwards the 183-SDP message to the originating endpoint UE#1.
The saved value of the route header will be different depending on whether there is an intervening firewall I-CSCF (case (b)) or not (case (a).
12
PRACK


UE decides the final set of media streams for this session, and includes this information in the PRACK request to P-CSCF

Table xx

PRACK sip:token2@pcscf1.visited1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 128 PRACK

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Rack: 9021 127 INVITE

Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 A3C47F2146789F0

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv


The request-URI takes the value of the Contact header of the received 183 session progress response.
The Via header and the Contact header take the value of either the IP address or FQDN of the originating UE
The From, To, and Call-ID headers are copied from the 183 session progress response so that they include any tag parameters.
Cseq takes a higher value than that in the previous request.
The final selection of the media stream from the set of those supported by the terminating endpoint, given in the received 183 session progress response (11), is made by the originating UE and included in the SDP.
13
P-CSCF forwards the PRACK to S-CSCF.  This may possibly be routed through the I-CSCF(firewall) depending on operator configuration of the I-CSCF. This next hop is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

13a
PRACK

Table xx

PRACK sip:icscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net 

Via: 

Record-Route: sip:pcscf1.visited1.net 

Route: <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net
Rack: 

Content-Type: 
Content-length: (…)
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

13b1
PRACK

Table xx

PRACK sip:icscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net 

Via: 

Record-Route: sip:pcscf1.visited1.net 

Route: <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net
Rack: 

Content-Type: 
Content-length: (…)
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

13b2
PRACK
Table xx

PRACK sip:scscf1.home1.net SIP/2.0

Via: icscf1.home1.net
Via: 
Via: 

Record-Route: sip:icscf.home.net
Record-Route:
Route: <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 

To: 

Call-ID: 

Cseq: 

Contact:
Rack: 

Content-Type: 
Content-length: (…)
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

14
PRACK


S-CSCF forwards this request to the terminating endpoint, as per the S-CSCF to S-CSCF procedure
Table xx

PRACK ??? SIP/2.0

Via: SIP/2.0/UDP scscf.home.net 

Via: 

Via: 
Via: 

Record-Route: sip:scscf.home.net 

Record-Route: 
Record-Route:
Route: <sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 

To: 

Call-ID: 

Cseq: 

Contact:
Rack: 

Content-Type: 
Content-length: (…)
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=


The request URI is the first component of the Route header. This will vary according to which S-CSCF to S-CSCF flow is used.
15
200 OK

The destination endpoint responds to the PRACK request (14) with a 200 OK response, per the S-CSCF to S-CSCF procedures.

NOTE:
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce.

Table xx

SIP/2.0 200 OK
Via: 

Via: 

Via: 

Via: 

Record-Route: <sip:{<sip:scscf2.home2.net>, <sip:icscf4.home2.net>, <sip:{<sip::pcscf2.home2.net>}K4>}K3>,   
<sip:icscf3.home2.net>, <sip:icscf2.home1.net>, <sip:{<sip:scscf1.home1.net>, <sip:icscf1.home1.net>, 
<sip:{pcscf1.visited1.net}K1>}K2>

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0
16
200 OK

S-CSCF forwards the 200 OK response to P-CSCF.  Based on the choice made in step #2 above, this may be sent directly to P-CSCF (6a) or may be sent through I-CSCF(firewall) (6b1 and 6b2).

16a
200 OK
Table xx

SIP/2.0 200 OK
Via: 

Via: 

Record-Route: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0
16b1
200 OK
Table xx

SIP/2.0 200 OK
Via: 

Via: 

Via: 

Record-Route: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0
16b2
200 OK
Table xx

SIP/2.0 200 OK
Via: 

Via: 

Record-Route: Record-Route: <sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, <sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>, <sip:icscf2.home1.net>, <sip:scscf1.home1.net>, 
<sip:icscf1.home1.net>, <sip:{pcscf1.visited1.net}K1>

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0
The Record-Route header entry to the right of I-CSCF#2’s entry is decrypted, and entries to the left are reversed and encrypted.

17
200 OK

The P-CSCF forwards the 200 OK response to the UE
Table xx

SIP/2.0 200 OK
Via: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:token3@pcscf1.visited1.net

Content-length: 0
P-CSCF#1 removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE#1.  The saved values of the Route header is:

Route: <sip:icscf1.home1.net>, <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

A Contact header is added with a locally unique token to identify the saved routeing information.

The saved value of the route header will be different depending on whether there is an intervening firewall I-CSCF (case (b)) or not (case (a).

18
After determining the final media streams in step #12, UE initiates the reservation procedures for the resources needed for this session.

19
COMET


When the resource reservation is completed, UE sends the COMET message to the terminating endpoint, via the signaling path established by the INVITE message.  The message is sent first to P-CSCF

Table xx

COMET sip:token3@pcscf1.visited1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 129 COMET
Contact: sip:[5555::aaa:bbb:ccc:ddd]
Content-Type: application/sdp 
Content-length: (…)
v=0

o=- 2987933615 2987933615 IN IP6 A3C47F2146789F0

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:success sendonly

The request-URI takes the value of the Contact header of the received 200 OK response.

The Via header and the Contact header take the value of either the IP address or FQDN of the originating UE

The From, To, and Call-ID headers are copied from the 200 OK response so that they include any tag parameters.

Cseq takes a higher value than that in the previous request.

The SDP indicates that the resource reservation was successful.
20
P-CSCF forwards the COMET to S-CSCF.  This may possibly be routed through the I-CSCF(firewall) depending on operator configuration of the I-CSCF. This next hop is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

20a
COMET
Table xx

COMET sip:icscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net 

Via: 

Record-Route: sip:pcscf1.visited1.net 

Route: <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net
Content-Type: 
Content-length: (…)
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

20b1
COMET
Table xx

COMET sip:icscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net 

Via: 

Record-Route: sip:pcscf1.visited1.net 

Route: <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net
Content-Type: 
Content-length: (…)
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

20b2
COMET
Table xx

COMET sip:scscf1.home1.net SIP/2.0

Via: icscf1.home1.net
Via: 
Via: 

Record-Route: sip:icscf.home.net
Record-Route:
Route: <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 

To: 

Call-ID: 

Cseq: 

Contact:
Content-Type: 
Content-length: (…)
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

21
COMET

S-CSCF forwards this request to the terminating endpoint, as per the S-CSCF to S-CSCF procedure
Table xx

COMET ??? SIP/2.0

Via: SIP/2.0/UDP scscf.home.net 

Via: 

Via: 
Via: 

Record-Route: sip:scscf.home.net 

Record-Route: 
Record-Route:
Route: <sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 

To: 

Call-ID: 

Cseq: 

Contact:
Content-Type: 
Content-length: (…)
v=

o=

s=

c=

b=

t=

m=

a=

a=

a=


The request URI is the first component of the Route header. This will vary according to which S-CSCF to S-CSCF flow is used.

22
200 OK

The destination endpoint responds to the PRACK request (14) with a 200 OK response, per the S-CSCF to S-CSCF procedures.

NOTE:
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce.

Table xx

SIP/2.0 200 OK

Via: 

Via: 

Via: 

Via: 

Record-Route: <sip:{<sip:scscf2.home2.net>, <sip:icscf4.home2.net>, <sip:{<sip::pcscf2.home2.net>}K4>}K3>,   
<sip:icscf3.home2.net>, <sip:icscf2.home1.net>, <sip:{<sip:scscf1.home1.net>, <sip:icscf1.home1.net>, 
<sip:{pcscf1.visited1.net}K1>}K2>

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0

23
200 OK


S-CSCF forwards the 200 OK response to P-CSCF.  Based on the choice made in step #2 above, this may be sent directly to P-CSCF (6a) or may be sent through I-CSCF(firewall) (6b1 and 6b2).

23a
200 OK

Table xx

SIP/2.0 200 OK

Via: 

Via: 

Record-Route: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0

23b1
200 OK

Table xx

SIP/2.0 200 OK

Via: 

Via: 

Via: 

Record-Route: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0

23b2
200 OK

Table xx

SIP/2.0 200 OK

Via: 

Via: 

Record-Route: Record-Route: <sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, <sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>, <sip:icscf2.home1.net>, <sip:scscf1.home1.net>, 
<sip:icscf1.home1.net>, <sip:{pcscf1.visited1.net}K1>

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0

The Record-Route header entry to the right of I-CSCF#2’s entry is decrypted, and entries to the left are reversed and encrypted.

24
200 OK


The P-CSCF forwards the 200 OK response to the UE

Table xx

SIP/2.0 200 OK

Via: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:token4@pcscf1.visited1.net

Content-length: 0

P-CSCF#1 removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE#1.  The saved values of the Route header is:

Route: <sip:icscf1.home1.net>, <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

A Contact header is added with a locally unique token to identify the saved routeing information.

The saved value of the route header will be different depending on whether there is an intervening firewall I-CSCF (case (b)) or not (case (a).

25
180 Ringing
The called UE may optionally perform alerting. If so, it signals this to the calling party by a 180 Ringing provisional response to the INVITE request (6). This message is sent to S-CSCF per the S-CSCF to S-CSCF procedure.
NOTE:
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce.

Table xx

SIP/2.0 180 Ringing
Via: 

Via: 

Via: 

Via: 

Record-Route: <sip:{<sip:scscf2.home2.net>, <sip:icscf4.home2.net>, <sip:{<sip::pcscf2.home2.net>}K4>}K3>,   
<sip:icscf3.home2.net>, <sip:icscf2.home1.net>, <sip:{<sip:scscf1.home1.net>, <sip:icscf1.home1.net>, 
<sip:{pcscf1.visited1.net}K1>}K2>

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rseq: 9022

Content-length: 0

26
180 Ringing

S-CSCF forwards the 180 Ringing response to P-CSCF.  Based on the choice made in step #2 above, this may be sent directly to P-CSCF (6a) or may be sent through I-CSCF(firewall) (6b1 and 6b2).

26a
180 Ringing
Table xx

SIP/2.0 180 Ringing
Via: 

Via: 

Record-Route: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rseq: 

Content-length: 0

26b1
180 Ringing
Table xx

SIP/2.0 180 Ringing
Via: 

Via: 

Via: 

Record-Route: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rseq: 

Content-length: 0

26b2
200 OK

Table xx

SIP/2.0 180 Ringing
Via: 

Via: 

Record-Route: Record-Route: <sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, <sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>, <sip:icscf2.home1.net>, <sip:scscf1.home1.net>, 
<sip:icscf1.home1.net>, <sip:{pcscf1.visited1.net}K1>

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Rseq: 

Content-length: 0

The Record-Route header entry to the right of I-CSCF#2’s entry is decrypted, and entries to the left are reversed and encrypted.

27
180 Ringing

The P-CSCF forwards the 180 Ringing response to the UE

Table xx

SIP/2.0 180 Ringing
Via: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:token5@pcscf1.visited1.net

Rseq: 

Content-length: 0

P-CSCF#1 removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE#1.  The saved values of the Route header is:

Route: <sip:icscf1.home1.net>, <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

A Contact header is added with a locally unique token to identify the saved routeing information.

The saved value of the route header will be different depending on whether there is an intervening firewall I-CSCF (case (b)) or not (case (a).

28
PRACK


UE decides the final set of media streams for this session, and includes this information in the PRACK request to P-CSCF

Table xx

PRACK sip:token2@pcscf1.visited1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost

Cseq: 129 PRACK

Contact: sip:[5555::aaa:bbb:ccc:ddd]
Rack: 9022 127 INVITE

Content-length:0

The request-URI takes the value of the Contact header of the received 180 Ringing response.

The Via header and the Contact header take the value of either the IP address or FQDN of the originating UE

The From, To, and Call-ID headers are copied from the 183 session progress response so that they include any tag parameters.

Cseq takes a higher value than that in the previous request.

29
P-CSCF forwards the PRACK to S-CSCF.  This may possibly be routed through the I-CSCF(firewall) depending on operator configuration of the I-CSCF. This next hop is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

29a
PRACK

Table xx

PRACK sip:icscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net 

Via: 

Record-Route: sip:pcscf1.visited1.net 

Route: <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net
Rack: 

Content-length: 0
29b1
PRACK

Table xx

PRACK sip:icscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net 

Via: 

Record-Route: sip:pcscf1.visited1.net 

Route: <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net
Rack: 

Content-length: 0
29b2
PRACK

Table xx

PRACK sip:scscf1.home1.net SIP/2.0

Via: icscf1.home1.net
Via: 
Via: 

Record-Route: sip:icscf.home.net
Record-Route:
Route: <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 

To: 

Call-ID: 

Cseq: 

Contact:
Rack: 

Content-length: 0
30
PRACK


S-CSCF forwards this request to the terminating endpoint, as per the S-CSCF to S-CSCF procedure
Table xx

PRACK ??? SIP/2.0

Via: SIP/2.0/UDP scscf.home.net 

Via: 

Via: 
Via: 

Record-Route: sip:scscf.home.net 

Record-Route: 
Record-Route:
Route: <sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 

To: 

Call-ID: 

Cseq: 

Contact:
Rack: 

Content-length: 0

The request URI is the first component of the Route header. This will vary according to which S-CSCF to S-CSCF flow is used.

31
200 OK

The destination endpoint responds to the PRACK request (30) with a 200 OK response, per the S-CSCF to S-CSCF procedures.

NOTE:
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce.

Table xx

SIP/2.0 200 OK

Via: 

Via: 

Via: 

Via: 

Record-Route: <sip:{<sip:scscf2.home2.net>, <sip:icscf4.home2.net>, <sip:{<sip::pcscf2.home2.net>}K4>}K3>,   
<sip:icscf3.home2.net>, <sip:icscf2.home1.net>, <sip:{<sip:scscf1.home1.net>, <sip:icscf1.home1.net>, 
<sip:{pcscf1.visited1.net}K1>}K2>

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0

32
200 OK


S-CSCF forwards the 200 OK response to P-CSCF.  Based on the choice made in step #2 above, this may be sent directly to P-CSCF (6a) or may be sent through I-CSCF(firewall) (6b1 and 6b2).

32a
200 OK

Table xx

SIP/2.0 200 OK

Via: 

Via: 

Record-Route: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0

32b1
200 OK

Table xx

SIP/2.0 200 OK

Via: 

Via: 

Via: 

Record-Route: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0

32b2
200 OK

Table xx

SIP/2.0 200 OK

Via: 

Via: 

Record-Route: Record-Route: <sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, <sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>, <sip:icscf2.home1.net>, <sip:scscf1.home1.net>, 
<sip:icscf1.home1.net>, <sip:{pcscf1.visited1.net}K1>

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0

The Record-Route header entry to the right of I-CSCF#2’s entry is decrypted, and entries to the left are reversed and encrypted.

33
200 OK


The P-CSCF forwards the 200 OK response to the UE

Table xx

SIP/2.0 200 OK

Via: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:token6@pcscf1.visited1.net

Content-length: 0

P-CSCF#1 removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE#1.  The saved values of the Route header is:

Route: <sip:icscf1.home1.net>, <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

A Contact header is added with a locally unique token to identify the saved routeing information.

The saved value of the route header will be different depending on whether there is an intervening firewall I-CSCF (case (b)) or not (case (a).
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34
200 OK

When the called party answers, the terminating endpoint sends a SIP 200 OK final response, in response to the INVITE request (6), per the S-CSCF to S-CSCF procedures.

NOTE:
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce.

Table xx

SIP/2.0 200 OK

Via: 

Via: 

Via: 

Via: 

Record-Route: <sip:{<sip:scscf2.home2.net>, <sip:icscf4.home2.net>, <sip:{<sip::pcscf2.home2.net>}K4>}K3>,   
<sip:icscf3.home2.net>, <sip:icscf2.home1.net>, <sip:{<sip:scscf1.home1.net>, <sip:icscf1.home1.net>, 
<sip:{pcscf1.visited1.net}K1>}K2>

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0

35
S-CSCF performs whatever service control is appropriate for the completed call.

36
200 OK


S-CSCF forwards the 200 OK response to P-CSCF.  Based on the choice made in step #2 above, this may be sent directly to P-CSCF (6a) or may be sent through I-CSCF(firewall) (6b1 and 6b2).

36a
200 OK

Table xx

SIP/2.0 200 OK

Via: 

Via: 

Record-Route: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0

36b1
200 OK

Table xx

SIP/2.0 200 OK

Via: 

Via: 

Via: 

Record-Route: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0

36b2
200 OK

Table xx

SIP/2.0 200 OK

Via: 

Via: 

Record-Route: Record-Route: <sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, <sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>, <sip:icscf2.home1.net>, <sip:scscf1.home1.net>, 
<sip:icscf1.home1.net>, <sip:{pcscf1.visited1.net}K1>

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-length: 0

The Record-Route header entry to the right of I-CSCF#2’s entry is decrypted, and entries to the left are reversed and encrypted.

37
200 OK


The P-CSCF forwards the 200 OK response to the UE

Table xx

SIP/2.0 200 OK

Via: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:token7@pcscf1.visited1.net

Content-length: 0

P-CSCF#1 removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE#1.  The saved values of the Route header is:

Route: <sip:icscf1.home1.net>, <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

A Contact header is added with a locally unique token to identify the saved routeing information.

The saved value of the route header will be different depending on whether there is an intervening firewall I-CSCF (case (b)) or not (case (a).

38
UE starts the media flow for this session, and responds to the 200 OK response with a SIP ACK request sent to P-CSCF.

Table 8.xx

ACK sip:token7@pcscf1.visited1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>
To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=3145
Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost
CSeq: 130 ACK

Content-Length: 0

39
P-CSCF forwards the final ACK message to S-CSCF.  This may possible be routed through the I-CSCF(firewall) depending on operator configuration of the I-CSCF.

39a
Table 8.xx

ACK sip:icscf1.home1.net SIP/2.0

Via: Via: SIP/2.0/UDP pcscf1.visited1.net
Via: 
Route: <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 
To: 
Call-ID: 
CSeq: 
Content-Length: 0

39b1
Table 8.xx

ACK sip:icscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net
Via: 
Route: <sip:{<sip:scscf1.home1.net>, <sip:icscf2.home1.net>, 
<sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, 
<sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 
To: 
Call-ID: 
CSeq: 
Content-Length: 0

39b2
Table 8.xx

ACK sip:scscf1.home1.net SIP/2.0

Via: Via: icscf1.home1.net
Via: 
Via: 
From: 
To: 
Call-ID: 
CSeq: 
Content-Length: 0

40

Table 8.xx

ACK ??? SIP/2.0

Via: SIP/2.0/UDP scscf.home.net
Via: 
Via: 
Via: 
Route: <sip:{<sip:icscf3.home2.net>, <sip:{<sip:scscf2.home2.net>, 
<sip:icscf4.home2.net>, <sip:{<sip::pcscf2.home2.net>}K4>}K3>}K2>}K1>, <sip:ue2.visited2.net>

From: 
To: 
Call-ID: 
CSeq: 
Content-Length: 0

