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1. Introduction

This contribution describes issues related to the registration and the IM identities and addresses.

2. Assumptions

This paper assumes that there are two sets of identifiers for IM users as proposed in [1]: 

· Public addresses such as public URLs, E.164.  

· Private identities are applied to users to enable network identification of users.  The user private identities are completely independent of any public address the user may have. The format of the private identity is determined by the operator, e.g. operator_defined_ID@operator_domain. 

It is assumed that for each public address there is only one private identity. There may be more than one public address for each subscriber, i.e. for each private identity there can be more than one public address (see Figure 1). 
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Figure 1. Relationship of the private identity and public addresses

3. Registration and identities

This section illustrates how the private identity and public addresses should be used in the registration. 

Terminal considerations

The IM subscriber may typically have more than one public address (e.g. SIP URL(s), E.164, etc.) from where it can be reached by others. In this case when the subscriber registers to the IM services and wants to be reached from each of its public addresses it may be worthwhile to avoid multiple registrations for public addresses. Therefore, it is proposed that the registration is defined in the following way:

· If all public addresses are activated
 then the terminal includes the private identity into both From- and To- fields of the REGISTER message. 

· If only one public address is activated then the terminal includes the private identity into From-field and the public address into the To-field of the REGISTER. This is so called third party registration.

In addition, the terminal shall include its point of presence, i.e. IP address, into the Contact-field of the REGISTER message. Subsequent SIP messages for the terminal are sent to this IP address.

P-CSCF considerations

In the registration the P-CSCF replaces the Contact-field included by the terminal with its own contact point. This Contact-field is used by the home network for routing e.g. the MT session initiations.

In the registration, the serving network assigns the serving network contact point, e.g. I-CSCF or S-CSCF, which will be used by the P-CSCF to forward signalling e.g. in case of the MO session initiation. P-CSCF determines the serving network contact from a certain header of the initial INVITE request. There are several ways how this can be done:

1. The P-CSCF maps the From-field to the serving network contact point of the originating subscriber. The P-CSCF has stored all the possible public addresses that the subscriber has activated during registration. 

2. The P-CSCF maps the IP address in the Contact-field to the serving network contact point of the originating subscriber. 

Option 1. requires that public addresses which are activated at the registration are also stored to the P-CSCF. This means that in the MO session initiation, the terminal can only include one of the activated public address into the From-field of the INVITE, and the P-CSCF will find the serving network contact point by using the public address in the From-field of the INVITE. 

Option 2. restricts that one IP address can be only used by one subscriber. In some cases this may be too restrictive if it is required that it should be possible to support scenarios where several subscribers may share the same IP address. 

It is considered that from the two options listed above the first one should be the adopted way for forwarding the INVITE messages from the terminal to the serving contact point, because it does not add any restrictions and it does not require multiple registrations.

Home network considerations

Option 1 means that in case of all public addresses are activated in the registration the home network includes all activated public addresses into the Contact field of the 200 OK message, e.g. HSS downloads the public addresses to S-CSCF which are then included into 200 OK message by the S-CSCF. 

When the P-CSCF receives the 200 OK message from the home network it stores the public addresses from the Contact-field in order to forward INVITEs from the terminal to the serving network contact point. 

In case all public addresses are not activated in the registration the home network does not have to include the activated public addresses into the Contact field of the 200 OK message. The P-CSCF stores the public address from the To-field of the 200 OK message (see chapter 3).
4. Proposal

It is proposed that the following principles are accepted:

1. There shall be a private identity and one or several public addresses for each subscription containing IM services

2. The private identity and the public addresses shall be used in the registration in the following way:

a) If all public addresses are activated then the terminal shall include the private identity into both From- and To-fields of the REGISTER message. 

b) If only one public address is activated then the terminal shall include the private identity into From-field and the public address into the To-field of the REGISTER. 

3. In the MO session initiation, the P-CSCF shall map from the From-field of the INVITE message to the serving network contact point. The P-CSCF shall know all the public addresses which the subscriber have activated. The activated public addresses are sent to the P-CSCF in the 200 OK message which is the response to the REGISTER message.
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� The term 'activated' or 'active public address' means that others are able to initiate sessions towards the subscriber by using the active public address.





