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TSG CN1 has been informed that TSG CN has been asked by TSG SA to reconsider the matter of introducing the possibility for the MS in Release 97 and R98 to signal it’s support of the GEA/2 encryption algorithm.

TSG CN1 would like to inform TSG CN that N1 has agreed CR’s to GSM 04.08 R97 and R98 regarding support of additional GPRS ciphering algorithms, which can be found in the attached Tdoc’s N1-001028 and N1-001029. With this change, a R97 and R98 MS has the ability to signal its capabilities on 7 GPRS ciphering algorithms (GEA1, GEA 2, GEA3 etc.)  to the network in the “MS Network Capability” IE which has been extended with one octet. Notice that a R97 and R98 network does not support the GEA2 Encryption Algorithm and will accordingly ignore the new octet in the extended MS network capability IE in the Attach Request message and also the MS Network Capability IE added as an optional IE to the Routing Area Update Request message.

While studying the issue N1 spotted an related problem which is discussed in a separate LS in N1-001023.

� Please write any action required from the groups in a clear way.





