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�
3.2	Abbreviations


For the purposes of this specification the following abbreviations apply. Additional applicable abbreviations can be found in GSM 01.04 [1].


TOM	Tunnelling of Messages








The subclause 6.10 CR text is new, and is not underlined in order to enhance ease of reading.


6.10	Tunnelling of non-GSM Signalling Messages Function


Tunnelling of Messages (TOM) is an optional protocol layer that uses the LLC unacknowledged mode procedures to tunnel messages between the MS and the SGSN (see GSM 04.64). TOM uses two LLC SAPs for communication between the MS and the SGSN; one for high-priority messages and one for low-priority messages.


Upon receiving a non-GSM signalling message from an MS via the TOM protocol, the SGSN forwards the message to a non-GSM MSC/VLR using the BSSAP+ protocol (see GSM 09.18). The specific Gs interface used by the SGSN is determined by the:


-	RAI associated with the current location of the MS; and


-	information in the TOM protocol header.


Upon receiving a non-GSM signalling message from a non-GSM MSC/VLR via the BSSAP+ protocol, the SGSN forwards the message to a specific MS using the TOM protocol. The specific MS is determined by the SGSN based on the content of the BSSAP+ header.


The signalling plane between an MS and a non-GSM MSC/VLR that uses tunnelling procedures for non-GSM signalling is shown in Figure X:
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Figure X: Signalling Plane MS - non-GSM MSC/VLR


6.10.1	Uplink Tunnelling of non-GSM Signalling Messages Procedure


The Uplink Tunnelling of non-GSM Signalling Messages procedure is illustrated in Figure Y. Each step is explained in the following list.
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Figure Y: Uplink Tunnelling of non-GSM Signalling Messages Procedure


1)	The MS sends a TOM Protocol Envelope (Non-GSM Signalling Message) to the SGSN either in ciphered or clear mode. The TOM protocol header contains information about the application using the TOM facility and any other TOM Protocol Discriminator-specific information. The TOM Protocol Envelope is received on one of the two LLC SAPs used for tunnelling of messages.


2)	The SGSN identifies the non-GSM MSC/VLR to which to forward the non-GSM signalling message. It then sends a BSSAP+ Uplink Tunnel Request (IMSI, SGSN Address, TOM Priority, Cipher, Non-GSM Signalling Message) message to the identified non-GSM MSC/VLR. The Cipher parameter is set to cipher if the TOM Protocol Envelope was received by the LLC layer in ciphered form, otherwise it is set to not cipher. TOM Priority is set to high priority if the TOM Protocol Envelope was received on the high-priority LLC SAP, otherwise it is set to low priority.


6.10.2	Downlink Tunnelling of non-GSM Signalling Messages Procedure


The Downlink Tunnelling of non-GSM Signalling Messages procedure is illustrated in Figure Z. Each step is explained in the following list.
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Figure Z: DownlinkTunnelling of non-GSM Signalling Messages Procedure


1)	The non-GSM MSC/VLR sends a BSSAP+ Downlink Tunnel Request (IMSI, VLR Address, TOM Priority, Cipher, Non-GSM Signalling Message) message to the SGSN associated with the MS. TOM Priority indicates whether the SGSN shall select the high-priority or low-priority LLC SAP when forwarding the non-GSM signalling message to the MS. Cipher indicates whether or not the SGSN shall cipher the non-GSM signalling message before forwarding it to the MS.


2)	The SGSN sends a TOM Protocol Envelope (Non-GSM Signalling Message) to the MS using the selected LLC SAP.


15.2.3	Reliability Class


Data reliability is defined in terms of the residual error rates for the following cases (see GSM 02.60):


-	probability of data loss;


-	probability of data delivered out of sequence;


-	probability of duplicate data delivery; and


-	probability of corrupted data.


The reliability class specifies the requirements of the various network protocol layers. The combinations of the GTP, LLC, and RLC transmission modes support the reliability class performance requirements. The reliability classes are summarised in � REF _Ref407012378 \* MERGEFORMAT �Table 1�.


Table � SEQ Table \* ARABIC �1�: Reliability Classes


Reliability Class�
GTP Mode�
LLC Frame Mode�
LLC Data Protection�
RLC Block Mode�
Traffic Type�
�
1�
Acknowledged�
Acknowledged�
Protected�
Acknowledged�
Non real-time traffic, error-sensitive application that cannot cope with data loss.�
�
2�
Unacknowledged�
Acknowledged�
Protected�
Acknowledged�
Non real-time traffic, error-sensitive application that can cope with infrequent data loss.�
�
3�
Unacknowledged�
Unacknowledged�
Protected�
Acknowledged�
Non real-time traffic, error-sensitive application that can cope with data loss, GMM/SM, TOM, and SMS.�
�
4�
Unacknowledged�
Unacknowledged�
Protected�
Unacknowledged�
Real-time traffic, error-sensitive application that can cope with data loss.�
�
5�
Unacknowledged�
Unacknowledged�
Unprotected�
Unacknowledged�
Real-time traffic, error non-sensitive application that can cope with data loss.�
�
NOTE:	For real-time traffic, the QoS profile also requires appropriate settings for delay and throughput.�
�



Each reliability class in combination with the Reordering Required information specifies the target residual error rates for a PDP context. The residual error rate targets are given in GSM 02.60. A PLMN may support only a subset of the reliability classes. Signalling and SMS shall be transferred with reliability class 3.
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