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At present, during inter-SGSN routeing area updates, data loss or duplication for PDP contexts requiring acknowledged transfer is avoided by the buffering of N‑PDUs in SNDCP, the transfer of buffered N‑PDUs from the old SGSN to the new SGSN, and the transfer of the LLC V(R) values between the MS, the old SGSN, and the new SGSN.

There are some disadvantages about the V(R) transfer mechanism:

1. The LLC Reset XID parameter resets all LLC variables in the MS, including V(R). Therefore V(R) is not available when it is to be transfer to the new SGSN.

2. There is a mixing of protocol layers. SNDCP needs to understand V(S) and V(R) which are concepts in the LLC layer.

With the introduction of the N‑PDU number for acknowledged data transfer, it is possible to replace the V(R) transfer mechanism with a Receive N‑PDU number transfer mechanism. The basic concept is that the Send N‑PDU number and the Receive N‑PDU number maintained in the MS and the SGSN shall not be reset even when an inter-SGSN RA update occurs. The new SGSN shall inherit these two parameters from the old SGSN. The Receive N‑PDU number can then be transferred between the MS and the new SGSN in the Routeing Area Update Accept and Routeing Area Update Complete messages (see 04.08 CR A481) that will allow SNDCP in both the MS and the SGSN to delete any buffered N‑PDUs that have been completely received.

The changes required are summarized below:

1. The old SGSN shall stop assigning N‑PDU numbers to the PDP contexts affected when an inter-SGSN RA update occurs.

2. The Send and Receive N‑PDU number of every PDP context using acknowledged transfer shall be transferred from the old SGSN to the new SGSN in the SGSN Context Response message (see 09.60 CR A029).

3. Every buffered N‑PDU shall be tunnelled from the old SGSN to the new SGSN together with its N‑PDU number, if one has been assigned.

4. The new SGSN shall send its Receive N‑PDU number to the MS in the Routeing Area Update Accept message, thus allowing the MS to delete the buffered N‑PDUs that have been received by the old SGSN before the inter-SGSN RA update occurs.

5. The MS shall send its Receive N‑PDU number to the SGSN in the Routeing Area Update Complete message, thus allowing the SGSN to delete the buffered N‑PDUs that have been received by the MS before the inter-SGSN RA update occurs.
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3.1
Definitions

In addition to abbreviations in 01.04 [1] and 02.60 [2] the following abbreviations apply:

N201
LLC layer parameter (see GSM 04.64 for clarity). Defines maximum number of octets in the information field of LL‑PDU. Separate values are applicable for I (see N201-I), U and UI (see N201-U) LL‑PDUs.

N201-I
LLC layer parameter (see GSM 04.64 for clarity). Defines maximum number of octets available to a SN‑DATA PDU for a specific SAPI.

N201-U
LLC layer parameter (see GSM 04.64 for clarity). Defines maximum number of octets available to a SN‑UNITDATA PDU for a specific SAPI.

N‑PDU number
A sequence number assigned to N‑PDUs per NSAPI.

NSAPI
For each SN‑PDU the NSAPI is an index to the PDP context of the PDP that is using the services provided by the SNDCP layer.

Receive N‑PDU number
The value of the N‑PDU number expected in the next N‑PDU received by an NSAPI using acknowledged peer-to-peer LLC operation.
Recovery state
A state for an NSAPI in which duplicated received N‑PDUs shall be detected and discarded. The recovery state only applies to NSAPIs using acknowledged peer-to-peer LLC operation.
SAPI
SAPI identifies the Service Access Point that the SN‑PDU is using at the LLC layer.

Segment number
A sequence number assigned to SN‑unitdata PDUs carrying segments of an N‑PDU.

Send N‑PDU number
The value to be assigned as the N‑PDU number to the next N‑PDU received from the SNDCP user by an NSAPI using acknowledged peer-to-peer LLC operation.
Send N‑PDU number (unacknowledged)
The value to be assigned as the N‑PDU number to the next N‑PDU received from the SNDCP user by an NSAPI using unacknowledged peer-to-peer LLC operation.
SNDCP entity
The SNDCP entity handles the service functions provided by the SNDCP layer. The SNDCP entity is temporary logical link identity specific.

SNDCP management entity
The SNDCP management entity handles communication with SM sub-layer and controls the operation of the SNDCP entity.

SNDCP user
Protocol entity that is using the services provided by the SNDCP layer. PDP entities and control entities, e.g., AT command interpreter, are the SNDCP users at the MS. Relay entity is the SNDCP user at the SGSN.

SNDCP XID block
The collection of SNDCP XID parameters being negotiated. It is transferred by the LL‑XID and LL‑ESTABLISH primitives between SNDCP and LLC.

Refer to GSM 02.60 [2] for further GPRS definitions.

5.1.1
SNDCP Service Primitives

The primitives provided by the SNDCP layer are listed in Table 1.

Table 1: SNDCP layer service primitives

Generic Name
Type



Parameters


Request
Indication
Response
Confirm


SNDCP User (PDP or the SGSN Relay) ( SNDCP

SN-DATA
X
-
-
-
N‑PDU, NSAPI, N‑PDU Number

SN‑DATA
-
X
-
-
N‑PDU, NSAPI

SN‑UNITDATA
X
X
-
-
N‑PDU, NSAPI

SN‑XID
X
X
-
-
Requested SNDCP XID Parameters

SN‑XID
-
-
X
X
Negotiated SNDCP XID Parameters

5.1.1.1
SN‑DATA.request

Request used by the SNDCP user for acknowledged transmission of N‑PDU. The successful transmission of SN‑PDU shall be confirmed by the LLC layer. The SN‑DATA.request primitive conveys NSAPI to identify the PDP using the service. N‑PDU Number, if present, indicates the N‑PDU number previously assigned to this N‑PDU.

NOTE:
An N‑PDU number may have been assigned to an N‑PDU by the old SGSN before an inter-SGSN routeing area update.
5.1.2
Service Primitives Used by SNDCP Layer

The SNDCP layer uses the service primitives provided by the SM sublayer and the LLC layer (see Table 2). SM is specified in GSM 04.08 [5] and LLC in GSM 04.64 [6].

Table 2: Service primitives used by the SNDCP entity

Generic Name
Type



Parameters


Request
Indication
Response
Confirm


SNDCP ( LLC






LL‑RESET
-
X
-
-
TLLI

LL‑ESTABLISH
X
-
-
-
TLLI, XID Requested

LL‑ESTABLISH
-
X
-
-
TLLI, XID Requested, N201-I, N201-U

LL‑ESTABLISH
-
-
X
-
TLLI, XID Negotiated

LL‑ESTABLISH
-
-
-
X
TLLI, XID Negotiated, N201-I, N201-U

LL‑RELEASE
X
-
-
-
TLLI, Local

LL‑RELEASE
-
X
-
-
TLLI, Cause

LL‑RELEASE


-
X
TLLI

LL‑XID
X
-
-
-
TLLI, XID Requested

LL‑XID
-
X
-
-
TLLI, XID Requested, N201-I, N201-U

LL‑XID
-
-
X
-
TLLI, XID Negotiated

LL‑XID
-
-
-
X
TLLI, XID Negotiated, N201-I, N201-U

LL‑DATA
X
-
-
-
TLLI, SN‑PDU, Reference, QoS Parameters, Radio Priority

LL‑DATA
-
X
-
-
TLLI, SN‑PDU

LL‑DATA
-
-
-
X
TLLI, Reference








LL‑UNITDATA
X
-
-
-
TLLI, SN‑PDU, QoS Parameters, Radio Priority, Cipher

LL‑UNITDATA
-
X
-
-
TLLI, SN‑PDU

SNDCP ( SM






SNSM-ACTIVATE

X
-
-
TLLI, NSAPI, QoS profile, SAPI, Radio Priority

SNSM-ACTIVATE
-
-
X

TLLI, NSAPI

SNSM-DEACTIVATE
-
X
-
-
TLLI, NSAPI(s), LLC Release Indicator

SNSM-DEACTIVATE
-
-
X
-
TLLI, NSAPI

SNSM-MODIFY
-
X
-
-
TLLI, NSAPI, QoS Profile, SAPI, Radio Priority, Send N‑PDU Number, Receive N‑PDU Number

SNSM-MODIFY
-
-
X
-
TLLI, NSAPI

SNSM-STATUS
X
-
-
-
TLLI, SAPI, Cause

SNSM-SEQUENCE
-
X
X
-
TLLI, NSAPI, Receive N‑PDU Number

SNSM-STOP-ASSIGN
-
X
-
-
TLLI, NSAPI








5.1.2.1
LL‑RESET.indication

Indication used by the LLC layer in the SGSN to indicate to the SNDCP layer that the Reset XID parameter has been transmitted, and by the LLC layer in the MS to indicate to the SNDCP layer that the Reset XID parameter has been received.

Upon receipt of the LL‑RESET.indication, the SNDCP layer shall:

-
reset all SNDCP XID parameters to their default values;
· in the MS, for every NSAPI using unacknowledged peer-to-peer LLC operation, set the Send N‑PDU number (unacknowledged) to 0; and

· for every NSAPI using acknowledged peer-to-peer LLC operation, enter the recovery state and suspend the transmission of SN‑PDUs until an SNSM-SEQUENCE.indication primitive is received for the NSAPI.



5.1.2.22
SNSM-MODIFY.indication

Indication used by the SM entity to trigger change of the QoS profile (see GSM 04.08) for an NSAPI and indication of the SAPI to be used. It is also used by the SM entity in the SGSN to inform the SNDCP entity that an NSAPI shall be created, together with the (re‑)negotiated QoS profile, the SAPI assigned, and, in the MS, the radio priority level to be used by RLC/MAC.

NOTE:
The latter is performed in the new SGSN during an Inter-SGSN Routeing Area Update.

Upon reception of the SNSM-MODIFY.indication from the SM sublayer:

-
the SNDCP entity shall, if necessary, establish the acknowledged peer-to-peer LLC operation for the indicated SAPI (the establishment criteria and procedure are described in subclause 6.2.1);

-
the SNDCP entity shall also, if necessary, release the acknowledged peer-to-peer LLC operation for the originally-assigned SAPI (the release criteria and procedure are described in subclause 6.2.2);


If the SNSM-MODIFY.indication applies to an existing NSAPI, and:

-
if the peer-to-peer LLC operation mode is changed from acknowledged to unacknowledged, then all buffered N‑PDUs shall be deleted, and the Send N‑PDU number (unacknowledged) shall be set to 0; and

-
if the peer-to-peer LLC operation mode is changed from unacknowledged to acknowledged, then the Send N‑PDU number and Receive N‑PDU number shall be set to 0.

In addition, if the newly-assigned SAPI is different from the original SAPI:

-
LL‑DATA.indication, LL‑DATA.confirm and LL‑UNITDATA.indication received on the old SAPI shall be ignored;

-
LL‑DATA.request and LL‑UNITDATA.request shall be sent on the new SAPI; and

-
if acknowledged peer-to-peer LLC operation is used both before and after the receipt of the SNSM-MODIFY.indication, then the NSAPI shall enter the recovery state, and all buffered N‑PDUs (i.e., the ones whose complete reception has not been acknowledged and the ones that have not been transmitted yet) shall be transmitted starting from the oldest N‑PDU.

If the SNSM-MODIFY.indication signifies the creation of an NSAPI (i.e., the specified NSAPI does not exist), and:

-
if unacknowledged peer-to-peer LLC operation is specified in the QoS profile, then the Send N‑PDU number (unacknowledged) shall be set to 0; and

-
if acknowledged peer-to-peer LLC operation is specified in the QoS profile, then the Send N‑PDU number and the Receive N‑PDU number variables shall be set to the values stated in the primitive.



5.1.2.25
SNSM-SEQUENCE.indication

This primitive is used during an inter-SGSN routeing area update and applies only to NSAPIs using acknowledged peer-to-peer LLC operation. When the primitive is used in the MS, the Receive N‑PDU number parameter indicates the Receive N‑PDU number in the SGSN. When the primitive is used in the SGSN, the Receive N‑PDU number parameter indicates the Receive N‑PDU number in the MS. If a buffered N‑PDU is confirmed by the Receive N‑PDU number parameter to have been received by the peer SNDCP entity, the N‑PDU shall be deleted from the buffer. In addition, the receipt of this primitive by the SNDCP entity resumes the transmission of SN‑PDUs for the NSAPI, and all buffered N‑PDUs (i.e., the ones whose complete reception has not been acknowledged and the ones that have not been transmitted yet) shall be transmitted starting from the oldest N‑PDU. If acknowledged peer-to-peer LLC operation has not yet been established for the SAPI used by this NSAPI, the transmission of the buffered N‑PDUs shall begin only after the receipt of the LL-ESTABLISH.indication or LL-ESTABLISH.confirm primitive.
5.1.2.26
SNSM-SEQUENCE.response

This primitive is used during an inter-SGSN routeing area update and applies only to NSAPIs using acknowledged peer-to-peer LLC operation. The primitive is used by the SNDCP layer in the MS following receipt of an SNSM-SEQUENCE.indcation, in order to return the Receive N‑PDU number to the SGSN during an ongoing inter-SGSN routeing area update.

5.1.2.27
SNSM-STOP-ASSIGN.indication

This primitive is used during an inter-SGSN routeing area update in the old SGSN by the SM entity to inform the SNDCP entity to stop assigning N‑PDU numbers to N‑PDUs received through the SN-DATA.request primitive. The primitive is sent before the Send N‑PDU number and the Receive N‑PDU number are transferred to the new SGSN.
5.2
Service Functions

SNDCP shall perform the following functions (see Figure 3):

-
Mapping of SN‑DATA primitives onto LL‑DATA primitives.

-
Mapping of SN‑UNITDATA primitives onto LL‑UNITDATA primitives.

-
Multiplexing of N‑PDUs from one or several network layer entities onto the appropriate LLC connection.

-
Establishment, re-establishment and release of acknowledged peer-to-peer LLC operation.

-
Supplementing the LLC layer in maintaining data integrity for acknowledged peer-to-peer LLC operation by  buffering and retransmission of N‑PDUs.


-
Management of delivery sequence for each NSAPI, independently.

-
Compression of redundant protocol control information (e.g., TCP/IP header) at the transmitting entity and decompression at the receiving entity. The compression method is specific to the particular network layer or transport layer protocols in use.

-
Compression of redundant user data at the transmitting entity and decompression at the receiving entity. Data compression is performed independently for each SAPI, and may be performed independently for each PDP context. Compression parameters are negotiated between the MS and the SGSN.

-
Segmentation and reassembly. The output of the compressor functions is segmented to the maximum length of LL‑PDU. These procedures are independent of the particular network layer protocol in use.

-
Negotiation of the XID parameters between peer SNDCP entities using XID exchange.

Figure 4 shows the transmission flow through SNDCP layer. The order of functions is the following:

-
Protocol control information compression.

-
User data compression.

-
Segmentation of compressed information into SN‑DATA or SN‑UNITDATA PDUs.

The order of functions is vice versa in the reception flow:

-
Reassembly of SN‑PDUs to N‑PDUs.

-
User data decompression.

-
Protocol control information decompression.




Figure 1: SNDCP model

The SNDCP layer expects the following services to be provided by the LLC layer. LLC layer functionality is defined in GSM 04.64 [6]:

-
Acknowledged and unacknowledged data transfer.

-
Point-to-point and point-to-multipoint data transfer.

-
In-order delivery of SN‑PDUs per SAPI (i.e., SN‑PDUs using the same SAPI shall appear at the receiving end in the same order as transmitted). This is required only for acknowledged service.

-
QoS profile-based transfer of SN‑PDUs.

-
Support for variable length SN‑PDUs.

-
Transfer of SNDCP XID parameters.

The SNDCP layer expects the following services to be provided by the SM sublayer. SM sublayer functionality is defined in GSM 04.08 [5]:

-
Activation and deactivation of PDP Contexts and informing the SNDCP layer when change in PDP context has happened.

-
Carrying out Inter SGSN Routing Area Update and informing the SNDCP layer in the SGSN when the N‑PDUs shall be tunnelled to the new SGSN.

-
Notifying the SNDCP layer when there is need to change the QoS profile parameters of the PDP contexts.

6.3
N‑PDU buffering

The N‑PDUs shall be buffered in the SNDCP layer before they are compressed, segmented and transmitted to the LLC layer. The reception of an SNSM-DEACTIVATE.indication shall trigger the deletion of the buffer for the related NSAPI.

For acknowledged data transfer, the SNDCP entity shall buffer an N‑PDU until successful reception of all SN‑PDUs carrying segments of the N‑PDU have been confirmed. The confirmation is carried out using the LL‑DATA.confirm primitive from the LLC layer or the SNSM-SEQUENCE.indication primitive from the SM layer. Buffered N‑PDUs which have been completely received as indicated by the acknowledgements in an LL‑DATA.confirm primitive shall be discarded. During the Inter-SGSN RA Update, buffered N‑PDUs whose complete reception by the MS has been confirmed in the SNSM-SEQUENCE.indication primitive shall be discarded, as defined in GSM 09.60 (7( and GSM 03.60 (3].

For unacknowledged data transfer, the SNDCP shall delete an N‑PDU immediately after it has been delivered to the LLC layer.

6.9
Data transfer

6.9.1
Acknowledged mode

The SNDCP entity shall initiate acknowledged data transmission only if the PDP context for the NSAPI identified in the SN‑DATA.request has been activated and if acknowledged LLC operation has been established.

The N‑PDU number in acknowledged mode is a number assigned to each N‑PDU received by SNDCP through an SN‑DATA.request. N‑PDU numbers for different NSAPIs shall be assigned independently. The N‑PDU number shall be included in the SNDCP header of the first segment of an N‑PDU.

Two variables, the Send N‑PDU number and the Receive N‑PDU number, shall be maintained for each NSAPI using acknowledged peer-to-peer LLC operation. When an NSAPI using acknowledged peer-to-peer LLC operation is activated, the Send N‑PDU number and the Receive N‑PDU number shall be set to 0. The Send N‑PDU number and Receive N‑PDU number shall also be set as described in subclause 5.1.2.23. Modulo 256 operation shall be applied to the Send N‑PDU number and the Receive N‑PDU number.

Upon reception of an SN‑DATA.request, the SNDCP entity shall assign to the N‑PDU received the current value of the Send N‑PDU number as the N‑PDU number, increment the Send N‑PDU number by 1, perform the compression and segmentation functions, then forward the SN‑PDU(s) in LL‑DATA.request to the LLC layer. If an N‑PDU number is already present in the SN-DATA.request, then no new N‑PDU number shall be assigned to the N‑PDU, and the Send N‑PDU number shall not be incremented. The N‑PDU shall be stored into a buffer in the SNDCP entity. The buffered N‑PDU shall be deleted when the SN‑DATA PDU carrying the last segment of the N‑PDU is confirmed by an LL‑DATA.confirm primitive, or when the entire N‑PDU is confirmed by an SNSM-SEQUENCE.indication primitive.

During normal operation (i.e., not in the recovery state), when the peer SNDCP entity receives the SN‑PDU(s) in an LL‑DATA.indication primitive, the SNDCP entity shall reassemble and decompress the SN‑PDU(s) to obtain the N‑PDU, increment the Receive N‑PDU number by 1, and forward the N‑PDU to the SNDCP user with the SN‑DATA.indication. The correct SNDCP user is identified by the NSAPI field in the SN‑PDU(s).

In the recovery state, after reassembling and decompressing the SN‑PDU(s):

-
if the N‑PDU number of the received N‑PDU is equal to the Receive N‑PDU number, then the Receive N‑PDU number shall be incremented by 1, the recovery state shall be exited and normal operation shall resume for the received N‑PDU and all subsequently-received N‑PDUs; and

-
otherwise, the N‑PDU shall be discarded.

After the SNDCP entity in the SGSN receives an SNSM-STOP-ASSIGN.indication primitive for an NSAPI using acknowledged peer-to-peer LLC operation, it shall stop assigning N‑PDU number to N‑PDUs received through the SN‑DATA.request primitive.

If an SN‑DATA PDU (T bit set to 0) is received by an NSAPI that does not use acknowledged mode, the PDU shall be ignored without error notification.
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Figure 2: SNDCP acknowledged data transfer

6.9.2
Unacknowledged mode

The SNDCP entity shall initiate unacknowledged data transmission only if the PDP context for the NSAPI identified in the SN‑DATA.request has been activated. The SNDCP entity may initiate unacknowledged data transmission even if the acknowledged peer-to-peer operation is not established for that NSAPI.

The N‑PDU number in unacknowledged mode is a number assigned to each N‑PDU received by SNDCP through an SN‑UNITDATA.request. N‑PDU numbers for different NSAPIs shall be assigned independently. The N‑PDU number shall be included in the SNDCP header of every SN‑UNITDATA PDU.

A variable, the Send N‑PDU number (unacknowledged), shall be maintained for each NSAPI using unacknowledged peer-to-peer LLC operation. When an NSAPI using unacknowledged peer-to-peer LLC operation is activated, the Send N‑PDU number (unacknowledged) shall be set to 0. The Send N‑PDU number (unacknowledged) shall also be set as described in subclauses 5.1.2.1 and 5.1.2.23. Modulo 4096 operation shall be applied to the Send N‑PDU number (unacknowledged).

Upon reception of an SN‑UNITDATA.request, the SNDCP entity shall assign the current value of the Send N‑PDU number (unacknowledged) as the N‑PDU number of the N‑PDU received, increment Send N‑PDU number (unacknowledged) by 1, compress and segment the information, then forward the SN‑PDU(s) in LL‑UNITDATA.request to the LLC layer. The N‑PDU shall be deleted immediately after the data has been delivered to the LLC layer.

When the peer SNDCP entity receives the SN‑PDU(s) in the LL‑UNITDATA.indication primitive, the SNDCP entity shall reassemble and decompress the SN‑PDU(s) to obtain the N‑PDU, then forwards it to the SNDCP user with the SN‑UNITDATA.indication. The correct SNDCP user is identified by the NSAPI field in the SN‑PDU(s).

If an SN‑UNITDATA PDU (T bit set to 1) is received by an NSAPI that does not use unacknowledged mode, the PDU shall be ignored without error notification.

The SNDCP entity shall detect lost SN‑PDUs. The SNDCP entity shall discard duplicate SN‑PDUs and re-order out-of-sequence SN‑PDUs, if possible.




Figure 3: SNDCP unacknowledged data transfer
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CAN: To be used to indicate possibility and capability. To be used instead of phrases such as "be able to", "there is a possibility of" or "it is possible to".







Visit the EditHelp page on the ETSI server (http://www.etsi.org/EditHelp/ ) for further practical information about ETSI deliverables, including the ETSI drafting rules.
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ANNEX A   	The CR cover sheet







This annex provides further information on how to fill out the cover sheet of a CR.







The header:



a)	The header, including the committee or working party (e.g. ETSI SMG9 UMTS working Party), the tdoc number (to be obtained from PT SMG) and the meeting location and date.







The title box:



b)	The change request number. This is a 4 character string unique for each specification. It starts with an A and followed by 3 digits e.g. A123. This is allocated by the PT SMG project manager of the relevant STC.



c)	The GSM specification number (e.g. 09.02). The ETS/EN/TS number shall not be used.



d)	The SMG plenary number to which this CR will be submitted to if it gets agreed at the STC  meeting. (e.g. #29 for the June '99 SMG plenary, #30 (October 99), #31 (November 1999) or #32 (February 2000). If the specification in question is only under STC change control (there are not currently many specifications under this regime), the STC meeting number shall be used instead.



e)	for approval/for information: one box only shall be marked with an "X"



f)	Strategic / non-strategic. one box only shall be marked with an "X". The default is "non-strategic" but it is the chairman of the STC responsible for the specification who shall decide.







Proposed change affects:



g)	At least one box shall be marked with an "X"







Work item:	



h)	The name of the GSM phase 2+ work item for which the CR is relevant.







Source:



h)	The company name of the author of the CR. If the CR has already been agreed at a subgroup/working party meeting, the subgroup name should be used instead. (the working party tdoc number should also be included)



Subject:



I)	One line (only) of text that describes the subject of the CR. Details should be put under "reason for change"



	good examples:	"Clarification to FETCH command"



				"Alignment of operation and parameter names"



	recently used



	bad examples:	"correction"



				"editorial correction"



				"correction to GSM xx.yy"



				"various improvements"



Category and release:



j)	Choose one category only. Note that except under special circumstances, category B (addition of feature) and category C (functional modification of feature) can only be done to a current release of the specification. i.e. after the release 98 has been frozen (at SMG #28) only category F changes may be submitted for R98.



k)	The release to which this CR applies. Note that if you make a correction to a release 96 specification, other CRs shall also be made for the release 97 and release 98 versions if they exist.



Reason:



l)	This should be 1 to 10 lines of text that describes in further detail the reasons why the change is necessary and / or how the change is done.







Clauses Affected:



m)	Each subclause that is affected by the change should be listed here. New subclause number can be followed by " (new) ".







Other specs affected:



n)	Other releases of the same spec: if, for example this is a release 97 CR but there is also a CR for R98, it should be listed here. The format for listing other CRs is, for example, 11.14-A123.



	Other core specifications: to be used if the CR is linked to a CR for another specification.



	MS test specifications: to be used if a change is needed to GSM 11.10.



	BSS test specifications: to be used if a change is needed to the 11.2x series.



	O&M specifications: to be used if a change is needed to the 12 series specifications.
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