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At present, during inter-SGSN routeing area updates, data loss or duplication for PDP contexts requiring acknowledged transfer is avoided by the buffering of N‑PDUs in SNDCP, the transfer of buffered N‑PDUs from the old SGSN to the new SGSN, and the transfer of the LLC V(R) values between the MS, the old SGSN, and the new SGSN.

There are some disadvantages about the V(R) transfer mechanism:

1. The LLC Reset XID parameter resets all LLC variables in the MS, including V(R). Therefore V(R) is not available when it is to be transfer to the new SGSN.

2. There is a mixing of protocol layers. SNDCP needs to understand V(S) and V(R) which are concepts in the LLC layer.

With the introduction of the N‑PDU number for acknowledged data transfer, it is possible to replace the V(R) transfer mechanism with a Receive N‑PDU number transfer mechanism. The basic concept is that the Send N‑PDU number and the Receive N‑PDU number maintained in the MS and the SGSN shall not be reset even when an inter-SGSN RA update occurs. The new SGSN shall inherit these two parameters from the old SGSN. The Receive N‑PDU number can then be transferred between the MS and the new SGSN in the Routeing Area Update Accept and Routeing Area Update Complete messages (see 04.08 CR A481) that will allow SNDCP in both the MS and the SGSN to delete any buffered N‑PDUs that have been completely received.

The changes required are summarized below:

1. The old SGSN shall stop assigning N‑PDU numbers to the PDP contexts affected when an inter-SGSN RA update occurs.

2. The Send and Receive N‑PDU number of every PDP context using acknowledged transfer shall be transferred from the old SGSN to the new SGSN in the SGSN Context Response message (see 09.60 CR A029).

3. Every buffered N‑PDU shall be tunnelled from the old SGSN to the new SGSN together with its N‑PDU number, if one has been assigned.

4. The new SGSN shall send its Receive N‑PDU number to the MS in the Routeing Area Update Accept message, thus allowing the MS to delete the buffered N‑PDUs that have been received by the old SGSN before the inter-SGSN RA update occurs.

The MS shall send its Receive N‑PDU number to the SGSN in the Routeing Area Update Complete message, thus allowing the SGSN to delete the buffered N‑PDUs that have been received by the MS before the inter-SGSN RA update occurs.
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6.9.1.2.2
Inter SGSN Routeing Area Update

The Inter SGSN Routeing Area Update procedure is illustrated in Figure 1. Each step is explained in the following list.
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Figure 1: Inter SGSN Routeing Area Update Procedure

1)
The MS sends a Routeing Area Update Request (old RAI, old P‑TMSI Signature, Update Type) to the new SGSN. Update Type shall indicate RA update or periodic RA update. The BSS shall add the Cell Global Identity including the RAC and LAC of the cell where the message was received before passing the message to the SGSN.

2)
The new SGSN sends SGSN Context Request (old RAI, TLLI, old P‑TMSI Signature, New SGSN Address) to the old SGSN to get the MM and PDP contexts for the MS. The old SGSN validates the old P‑TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old SGSN. This should initiate the security functions in the new SGSN. If the security functions authenticate the MS correctly, the new SGSN shall send an SGSN Context Request (old RAI, TLLI, MS Validated, New SGSN Address) message to the old SGSN. MS Validated indicates that the new SGSN has authenticated the MS. If the old P‑TMSI Signature was valid or if the new SGSN indicates that it has authenticated the MS, the old SGSN stops assigning SNDCP N‑PDU numbers to downlink N‑PDUs received, and responds with SGSN Context Response (MM Context, PDP Contexts). If the MS is not known in the old SGSN, the old SGSN responds with an appropriate error cause. The old SGSN stores New SGSN Address, to allow the old SGSN to forward data packets to the new SGSN. Each PDP Context includes the SNDCP Send N‑PDU Number for the next downlink N‑PDU to be sent in acknowledged mode to the MS, the SNDCP Receive N‑PDU Number for the next uplink N‑PDU to be received in acknowledged mode from the MS, the GTP sequence number for the next downlink N‑PDU to be sent to the MS and the GTP sequence number for the next uplink N‑PDU to be tunnelled to the GGSN. The old SGSN starts a timer and stops the transmission of N-PDUs to the MS.

3)
Security functions may be executed. These procedures are defined in subclause "Security Function". Ciphering mode shall be set if ciphering is supported.

4)
The new SGSN sends an SGSN Context Acknowledge message to the old SGSN. This informs the old SGSN that the new SGSN is ready to receive data packets belonging to the activated PDP contexts. The old SGSN marks in its context that the MSC/VLR association and the information in the GGSNs and the HLR are invalid. This triggers the MSC/VLR, the GGSNs, and the HLR to be updated if the MS initiates a routeing area update procedure back to the old SGSN before completing the ongoing routeing area update procedure. If the security functions do not authenticate the MS correctly, then the routing area update shall be rejected, and the new SGSN shall send a reject indication to the old SGSN. The old SGSN shall continue as if the SGSN Context Request was never received.

5)
The old SGSN duplicates the buffered N‑PDUs and starts tunnelling them to the new SGSN. Additional N‑PDUs received from the GGSN before the timer described in step 2 expires are also duplicated and tunnelled to the new SGSN. N‑PDUs that were already sent to the MS in acknowledged mode and that are not yet acknowledged by the MS are tunnelled together with the SNDCP N‑PDU number. No N‑PDUs shall be forwarded to the new SGSN after expiry of the timer described in step 2.

6)
The new SGSN sends Update PDP Context Request (new SGSN Address, TID, QoS Negotiated) to the GGSNs concerned. The GGSNs update their PDP context fields and return Update PDP Context Response (TID).

7)
The new SGSN informs the HLR of the change of SGSN by sending Update Location (SGSN Number, SGSN Address, IMSI) to the HLR.

8)
The HLR sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to Update Procedure. If the timer described in step 2 is not running, then the old SGSN removes the MM and PDP contexts. Otherwise, the contexts are removed only when the timer expires. This allows the old SGSN to complete the forwarding of N‑PDUs. It also ensures that the MM and PDP contexts are kept in the old SGSN in case the MS initiates another inter SGSN routeing area update before completing the ongoing routeing area update to the new SGSN. The old SGSN acknowledges with Cancel Location Ack (IMSI).

9)
The HLR sends Insert Subscriber Data (IMSI, GPRS subscription data) to the new SGSN. The new SGSN validates the MS's presence in the (new) RA. If due to regional subscription restrictions the MS is not allowed to be attached in the RA, the SGSN rejects the Routeing Area Update Request with an appropriate cause, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HLR. If all checks are successful then the SGSN constructs an MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.

10)
The HLR acknowledges the Update Location by sending Update Location Ack (IMSI) to the new SGSN.

11)
The new SGSN validates the MS's presence in the new RA. If due to roaming restrictions the MS is not allowed to be attached in the SGSN, or if subscription checking fails, then the new SGSN rejects the routeing area update with an appropriate cause. If all checks are successful then the new SGSN constructs MM and PDP contexts for the MS. A logical link is established between the new SGSN and the MS. The new SGSN responds to the MS with Routeing Area Update Accept (P‑TMSI, P‑TMSI Signature, Receive N‑PDU Number). Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-originated N‑PDUs successfully transferred before the start of the update procedure.

12)
The MS acknowledges the new P‑TMSI with a Routeing Area Update Complete (P‑TMSI, Receive N‑PDU Number). Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-terminated N‑PDUs successfully transferred before the start of the update procedure. If Receive N‑PDU Number confirms reception of N‑PDUs that were forwarded from the old SGSN, then these N‑PDUs shall be discarded by the new SGSN. LLC and SNDCP in the MS are reset.

In the case of a rejected routeing area update operation, due to regional subscription or roaming restrictions, the new SGSN shall not construct an MM context. A reject shall be returned to the MS with an appropriate cause. The MS shall not re-attempt a routeing area update to that RA. The RAI value shall be deleted when the MS is powered-up.

If the SGSN is unable to update the PDP context in one or more GGSNs, then the SGSN shall deactivate the corresponding PDP contexts as described in subclause "PDP Context Deactivation Initiated by SGSN Procedure". This shall not cause the SGSN to reject the routeing area update.

If the timer described in step 2 expires and no Cancel Location (IMSI) was received from the HLR, then the old SGSN shall stop forwarding N-PDUs to the new SGSN.

If the routeing area update procedure fails a maximum allowable number of times, or if the SGSN returns a Routeing Area Update Reject (Cause) message, the MS shall enter IDLE state.

6.9.1.3.2
Combined Inter SGSN RA / LA Update

The Combined RA / LA Update (inter SGSN) procedure is illustrated in Figure 2. Each step is explained in the following list.
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Figure 2: Combined RA / LA Update in the Case of Inter SGSN RA Update Procedure

1)
The MS sends a Routeing Area Update Request (old RAI, old P‑TMSI Signature, Update Type) to the new SGSN. Update Type shall indicate combined RA / LA update, or, if the MS wants to perform an IMSI attach, combined RA / LA update with IMSI attach requested. The BSS shall add the Cell Global Identity including the RAC and LAC of the cell where the message was received before passing the message to the SGSN.

2)
The new SGSN sends SGSN Context Request (old RAI, TLLI, old P‑TMSI Signature, New SGSN Address) to the old SGSN to get the MM and PDP contexts for the MS. The old SGSN validates the old P‑TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old SGSN. This should initiate the security functions in the new SGSN. If the security functions authenticate the MS correctly, the new SGSN shall send an SGSN Context Request (old RAI, TLLI, MS Validated, New SGSN Address) message to the old SGSN. MS Validated indicates that the new SGSN has authenticated the MS. If the old P‑TMSI Signature was valid or if the new SGSN indicates that it has authenticated the MS, the old SGSN stops assigning SNDCP N‑PDU numbers to downlink N‑PDUs received, and responds with SGSN Context Response (MM Context, PDP Contexts). If the MS is not known in the old SGSN, the old SGSN responds with an appropriate error cause. The old SGSN stores New SGSN Address until the old MM context is cancelled, to allow the old SGSN to forward data packets to the new SGSN. Each PDP Context includes the SNDCP Send N‑PDU Number for the next downlink N‑PDU to be sent in acknowledged mode to the MS, the SNDCP Receive N‑PDU Number for the next uplink N‑PDU to be received in acknowledged mode from the MS, the GTP sequence number for the next downlink N‑PDU to be sent to the MS and the GTP sequence number for the next uplink N‑PDU to be tunnelled to the GGSN. The old SGSN starts a timer and stops the downlink transfer.

3)
Security functions may be executed. These procedures are defined in subclause "Security Function". Ciphering mode shall be set if ciphering is supported.

4)
The new SGSN sends an SGSN Context Acknowledge message to the old SGSN. This informs the old SGSN that the new SGSN is ready to receive data packets belonging to the activated PDP contexts. The old SGSN marks in its context that the MSC/VLR association and the information in the GGSNs and the HLR are invalid. This triggers the MSC/VLR, the GGSNs, and the HLR to be updated if the MS initiates a routeing area update procedure back to the old SGSN before completing the ongoing routeing area update procedure. If the security functions do not authenticate the MS correctly, then the routing area update shall be rejected, and the new SGSN shall send a reject indication to the old SGSN. The old SGSN shall continue as if the SGSN Context Request was never received.

5)
The old SGSN duplicates the buffered N‑PDUs and starts tunnelling them to the new SGSN. Additional N‑PDUs received from the GGSN before the timer described in step 2 expires are also duplicated and tunnelled to the new SGSN. N‑PDUs that were already sent to the MS in acknowledged mode and that are not yet acknowledged by the MS are tunnelled together with the SNDCP N‑PDU number. No N‑PDUs shall be forwarded to the new SGSN after expiry of the timer described in step 2.

6)
The new SGSN sends Update PDP Context Request (new SGSN Address, TID, QoS Negotiated) to the GGSNs concerned. The GGSNs update their PDP context fields and return an Update PDP Context Response (TID).

7)
The new SGSN informs the HLR of the change of SGSN by sending Update Location (SGSN Number, SGSN Address, IMSI) to the HLR.

8)
The HLR sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to Update Procedure. If the timer described in step 2 is not running, then the old SGSN removes the MM and PDP contexts. Otherwise, the contexts are removed only when the timer expires. This allows the old SGSN to complete the forwarding of N‑PDUs. It also ensures that the MM and PDP contexts are kept in the old SGSN in case the MS initiates another inter SGSN routeing area update before completing the ongoing routeing area update to the new SGSN. The old SGSN acknowledges with Cancel Location Ack (IMSI).

9)
The HLR sends Insert Subscriber Data (IMSI, GPRS subscription data) to the new SGSN. The new SGSN validates the MS's presence in the (new) RA. If due to regional subscription restrictions the MS is not allowed to be attached in the RA, the SGSN rejects the Routeing Area Upate Request with an appropriate cause, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HLR. If all checks are successful then the SGSN constructs an MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.

10)
The HLR acknowledges the Update Location by sending Update Location Ack (IMSI) to the new SGSN.

11)
If the association has to be established, if Update Type indicates combined RA / LA update with IMSI attach requested, or if the LA changed with the routeing area update, then the new SGSN sends a Location Update Request (new LAI, IMSI, SGSN Number, Location Update Type) to the VLR. Location Update Type shall indicate IMSI attach if Update Type in step 1 indicated combined RA / LA update with IMSI attach requested. Otherwise, Location Update Type shall indicate normal location update. The VLR number is translated from the RAI via a table in the SGSN. The SGSN starts the location update procedure towards the new MSC/VLR upon receipt of the first Insert Subscriber Data message from the HLR in step 9). The VLR creates or updates the association with the SGSN by storing SGSN Number.

12)
If the subscriber data in the VLR is marked as not confirmed by the HLR, the new VLR informs the HLR. The HLR cancels the old VLR and inserts subscriber data in the new VLR (this signalling is not modified from existing GSM signalling and is included here for illustrative purposes):

a)
The new VLR sends an Update Location (new VLR) to the HLR.

b)
The HLR cancels the data in the old VLR by sending Cancel Location (IMSI) to the old VLR.

c)
The old VLR acknowledges with Cancel Location Ack (IMSI).

d)
The HLR sends Insert Subscriber Data (IMSI, GSM subscriber data) to the new VLR.

e)
The new VLR acknowledges with Insert Subscriber Data Ack (IMSI).

f)
The HLR responds with Update Location Ack (IMSI) to the new VLR.

13)
The new VLR allocates a new TMSI and responds with Location Update Accept (VLR TMSI) to the SGSN. VLR TMSI is optional if the VLR has not changed.

14)
The new SGSN validates the MS's presence in the new RA. If due to roaming restrictions the MS is not allowed to be attached in the SGSN, or if subscription checking fails, then the SGSN rejects the routeing area update with an appropriate cause. If all checks are successful then the new SGSN establishes MM and PDP contexts for the MS. A logical link is established between the new SGSN and the MS. The new SGSN responds to the MS with Routeing Area Update Accept (P‑TMSI, VLR TMSI, P‑TMSI Signature, Receive N‑PDU Number). Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-originated N‑PDUs successfully transferred before the start of the update procedure.

15)
The MS confirms the reallocation of the TMSIs by sending Routeing Area Update Complete (P‑TMSI, VLR TMSI, Receive N‑PDU Number) to the SGSN. Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-terminated N‑PDUs successfully transferred before the start of the update procedure. If Receive N‑PDU Number confirms reception of N‑PDUs that were forwarded from the old SGSN, then these N‑PDUs shall be discarded by the new SGSN. LLC and SNDCP in the MS are reset.

16)
The new SGSN sends TMSI Reallocation Complete (VLR TMSI) to the new VLR if the VLR TMSI is confirmed by the MS.

In the case of a rejected routeing area update operation, due to regional subscription or roaming restrictions, the new SGSN shall not construct an MM context. A reject shall be returned to the MS with an appropriate cause. The MS shall not re-attempt a routeing area update to that RA. The RAI value shall be deleted when the MS is powered-up.

If the SGSN is unable to update the PDP context in one or more GGSNs, then the SGSN shall deactivate the corresponding PDP contexts as described in subclause "PDP Context Deactivation Initiated by SGSN Procedure". This shall not cause the SGSN to reject the routeing area update.

If the routeing area update procedure fails a maximum allowable number of times, or if the SGSN returns a Routeing Area Update Reject (Cause) message, the MS shall enter IDLE state.

If the timer described in step 2 expires and no Cancel Location (IMSI) was received from the HLR, then the old SGSN shall stop forwarding N-PDUs to the new SGSN.

If the Location Update Accept message indicates a reject, then this should be indicated to the MS, and the MS shall not access non-GPRS services until a successful location update is performed.

13.2
SGSN

SGSN maintains MM context and PDP context information for MSs in STANDBY and READY states. Table 1 shows the context fields for one MS.

Table 1: SGSN MM and PDP Contexts

Field
Description

IMSI
IMSI is the main reference key.

MM State
Mobility management state, IDLE, STANDBY, or READY.

P‑TMSI
Packet Temporary Mobile Subscriber Identity.

IMEI
International Mobile Equipment Identity

P‑TMSI Signature
A signature used for identification checking purposes.

Routeing Area
Current routeing area.

Cell Identity
Current cell in READY state, last known cell in STANDBY or IDLE state.

Cell Identity Age
Time elapsed since the last LLC PDU was received from the MS at the SGSN.

VLR Number
The VLR number of the MSC/VLR currently serving this MS.

New SGSN Address
The IP address of the new SGSN where buffered and not sent N‑PDUs should be forwarded to.

Authentication Triplets
Authentication and ciphering parameters.

Kc
Currently used ciphering key.

CKSN
Ciphering key sequence number of Kc.

Ciphering algorithm
Selected ciphering algorithm.

Radio Access Classmark
MS radio access capabilities.

SGSN Classmark
MS network capabilities.

DRX Parameters
Discontinuous reception parameters.

MNRG
Indicates whether activity from the MS shall be reported to the HLR.

NGAF
Indicates whether activity from the MS shall be reported to the MSC/VLR.

PPF
Indicates whether paging for GPRS and non-GPRS services can be initiated.

MSISDN
The basic MSISDN of the MS.

SMS Parameters
SMS-related parameters, e.g., operator-determined barring.

Recovery
Indicates if HLR or VLR is performing database recovery.

Radio Priority SMS
The RLC/MAC radio priority level for uplink SMS transmission.

Each MM context contains zero or more of the following PDP contexts:

PDP Context Identifier
Index of the PDP context.

PDP Type
PDP type, e.g., X.25 or IP.

PDP Address
PDP address, e.g., an X.121 address.

NSAPI
Network layer Service Access Point Identifier.

TI
Transaction Identifier.

PDP State
Packet data protocol state, INACTIVE or ACTIVE.

Access Point Name
The APN requested by the MS.

GGSN Address in Use
The IP address of the GGSN currently used by the activated PDP context.

VPLMN Address Allowed
Specifies whether the MS is allowed to use the APN in the domain of the HPLMN only, or additionally the APN in the domain of the VPLMN.

QoS Profile Subscribed
The quality of service profile subscribed.

QoS Profile Requested
The quality of service profile requested.

QoS Profile Negotiated
The quality of service profile negotiated.

Radio Priority
The RLC/MAC radio priority level for uplink user data transmission.

Send N‑PDU Number
SNDCP sequence number of the next downlink N‑PDU to be sent to the MS.

Receive N‑PDU Number
SNDCP sequence number of the next uplink N‑PDU expected from the MS.

SND
GTP sequence number of the next downlink N‑PDU to be sent to the MS.

SNU
GTP sequence number of the next uplink N‑PDU to be sent to the GGSN.

Charging Id
Charging identifier, identifies charging records generated by SGSN and GGSN.

Reordering Required
Specifies whether the SGSN shall reorder N‑PDUs before delivering the N‑PDUs to the MS.

In case of anonymous access the SGSN maintains the MM context and PDP context information for MSs in READY state. Table 2 shows the context fields for one MS.

Table 2: SGSN MM and PDP Contexts for Anonymous Access

Field
Description

A‑TLLI
Auxiliary Temporary Logical Link Identity.

AA‑TID
Anonymous Access Tunnel Identifier.

Routeing Area
Current routeing area.

Cell Identity
Current cell.

PDP Type
PDP type, e.g., X.25 or IP.

PDP Address
PDP address, e.g., an X.121 address.

NSAPI
Network layer Service Access Point Identifier.

TI
Transaction Identifier.

QoS Profile Negotiated
The quality of service profile negotiated.

QoS Profile Requested
The quality of service profile requested.

GGSN Address in Use
The IP address of the GGSN currently used.

Radio Priority
The RLC/MAC radio priority level for uplink user data transmission.

Send N‑PDU Number
SNDCP sequence number of the next downlink N‑PDU to be sent to the MS.

Receive N‑PDU Number
SNDCP sequence number of the next uplink N‑PDU expected from the MS.

SND
GTP sequence number of the next downlink N‑PDU to be sent to the MS.

SNU
GTP sequence number of the next uplink N‑PDU to be sent to the GGSN.

Charging Id
Charging identifier, identifies charging records generated by SGSN and GGSN.

Reordering Required
Specifies whether the SGSN shall reorder N‑PDUs before delivering the N‑PDUs to the MS.

13.4
MS

Each GPRS MS maintains MM and PDP context information in IDLE, STANDBY and READY states. The information may be contained in the MS and the TE. Table 3 shows the MS context fields.

Table 3: MS MM and PDP Contexts

Field
SIM
Description

IMSI
X
International Mobile Subscriber Identity.

MM State

Mobility management state, IDLE, STANDBY, or READY.

P‑TMSI
X
Packet Temporary Mobile Subscriber Identity.

P‑TMSI Signature
X
A signature used for identification checking purposes.

Routeing Area
X
Current routeing area.

Cell Identity

Current cell.

Kc
X
Currently used ciphering key.

CKSN
X
Ciphering key sequence number of Kc.

Ciphering algorithm

Selected ciphering algorithm.

Classmark

MS classmark.

DRX Parameters

Discontinuous reception parameters.

Radio Priority SMS

The RLC/MAC radio priority level for uplink SMS transmission.

Each MM context contains zero or more of the following PDP contexts:

PDP Type
PDP type, e.g., X.25 or IP.

PDP Address
PDP address, e.g., an X.121 address.

PDP State
Packet data protocol state, INACTIVE or ACTIVE.

Dynamic Address Allowed
Specifies whether the MS is allowed to use a dynamic address.

NSAPI
Network layer Service Access Point Identifier.

TI
Transaction Identifier.

QoS Profile Requested
The quality of service profile requested.

QoS Profile Negotiated
The quality of service profile negotiated.

Radio Priority
The RLC/MAC radio priority level for uplink user data transmission.

Send N‑PDU Number
SNDCP sequence number of the next uplink N‑PDU to be sent to the SGSN.

Receive N‑PDU Number
SNDCP sequence number of the next downlink N‑PDU expected from the SGSN.

The information marked with an "X" in Table 3:

-
shall be stored in the SIM if the connected SIM is GPRS-aware; and

-
may be stored in the ME after GPRS detach if the connected SIM is not GPRS-aware.

If the SIM is GPRS-aware, then the IMSI, P‑TMSI, P‑TMSI Signature, Routeing Area, Kc, and CKSN stored in the SIM shall be used when accessing the GPRS services.

If the SIM is not GPRS-aware, then the P‑TMSI, P‑TMSI Signature, Routeing Area, Kc, and CKSN stored in the ME shall be used if and only if the IMSI stored in the SIM is identical to the IMSI image maintained in the ME. If the IMSI stored in the SIM is different from the IMSI image in the ME, then the IMSI image in the ME shall not be used, and the MS shall identify itself with the IMSI stored in the SIM when performing a GPRS attach. IMSI, P‑TMSI, P‑TMSI Signature, Routeing Area, Kc, and CKSN may be stored in the ME after the GPRS attach has been successfully performed.

For anonymous access each GPRS MS maintains MM and PDP context information in READY state. The information may be contained in the ME and the TE. Table 4 shows the MS context fields.

Table 4: MS MM and PDP Contexts for Anonymous Access

Field
Description

A‑TLLI
Auxiliary Temporary Logical Link Identity.

Routeing Area
Current routeing area.

Cell Identity
Current cell.

PDP Type
PDP type, e.g., X.25 or IP.

PDP Address
PDP address, e.g., an X.121 address.

NSAPI
Network layer Service Access Point Identifier.

TI
Transaction Identifier.

QoS Profile Requested
The quality of service profile requested.

QoS Profile Negotiated
The quality of service profile negotiated.

Radio Priority
The RLC/MAC radio priority level for uplink user data transmission.

Send N‑PDU Number
SNDCP sequence number of the next uplink N‑PDU to be sent to the SGSN.

Receive N‑PDU Number
SNDCP sequence number of the next downlink N‑PDU expected from the SGSN.
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1)	Open the CR cover sheet with MS word.







2)	Fill out all areas that are relevant on the CR cover sheet - only the areas that have yellow shading shall be filled out. See Annex A of these instructions for further detail. 







3)	Open the specification to which you wish to make a change. Ensure that you are using the latest version of the specification to make the change. The directory:



	http://docbox.etsi.org/tech-org/smg/document/smg/specs/



contains the latest available versions of all releases of all GSM specifications. Do a "save as" with a file name related to the tdoc number. If the formatting looks incorrect (most easily noticed by the fact that there is no space between paragraphs), it may be because you do not have the correct style sheet in your MS word style directory. For "new style" deliverables, the style sheet is ETSIW_70.dot and for old style deliverables, it is ETSIW_60.dot or ETSIW_61.dot. These can be download from the ETSI server at:







	http://www.etsi.org/edithelp/newtempl.htm   and      http://www.etsi.org/edithelp/oldtempl.htm







4)	Go to the beginning of the heading of the first subclause which you want to change. Press <CTRL><SHIFT><HOME> to select everything before that point and delete it.







5)	Switch to the window in MS word that contains you CR cover sheet and do a <CTRL>A   <CTRL>C to select and copy the entire sheet (including the section break at the end). Switch back to the other window and paste it in.







6)	Between group of changed pages in the CR, insert a section break (insert / break / next page/)







7)	When all the changes have been made (using the "revision marking" or "track changes" feature of MS Word), the headers and page number should be corrected. Do this by changing to page layout mode (view / page layout) to see the headers. If the pages of the CR show a normal specification header, go to step 8. If the headers contain text like "Error, no text of specified style in document" or "error, reference not found" you have a new style spec and so should correct the header. Go to the menu item "view / header and footer", select the frame that contains the error message and delete it. Do this for both error messages. Do not delete the page number. On the left side, write the text for example "GSM 11.11 version 7.0.0 1998-07". Go back to normal view.







8) 	For each group of changes, insert the correct starting page number. The number should be that which is a clean unmodified specification. It is a guide to the reader only and so they can be +/- 1 page number. Insert the page number using the following method. Go to the line following the first section break in you CR. choose the menu item insert / page number / format / start at and insert the correct starting page number for that group of changes. click "OK" and then "CLOSE" (don't press "OK" at this last step). Repeat this step for each section break.







9)	When you have finished making all changes, turn off "Mark Revisions" otherwise the page numbers in the headers will be difficult to read.







Examples of expressions of prevision in ETSI specifications







Please ensure that any changes proposed adhere to the following rules:







SHALL: To be used to indicate a requirement. e.g. "The ME shall reset the SIM" is correct Do not use "The ME resets the SIM" or "the ME must reset the SIM"







SHOULD: To be used to indicate recommendation. i.e. if, among several possibilities one is recommended as particularly suitable, without mentioning or excluding others, or that a certain course of action is preferred but not necessarily required, or that (in the negative form) a certain possibility or course of action is deprecated but not prohibited.







MAY: To be used to indicate permission. To be used instead of phrases such as "is permitted", "is allowed" or is permissible". The opposite of "may" is "need not".







CAN: To be used to indicate possibility and capability. To be used instead of phrases such as "be able to", "there is a possibility of" or "it is possible to".







Visit the EditHelp page on the ETSI server (http://www.etsi.org/EditHelp/ ) for further practical information about ETSI deliverables, including the ETSI drafting rules.
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ANNEX A   	The CR cover sheet







This annex provides further information on how to fill out the cover sheet of a CR.







The header:



a)	The header, including the committee or working party (e.g. ETSI SMG9 UMTS working Party), the tdoc number (to be obtained from PT SMG) and the meeting location and date.







The title box:



b)	The change request number. This is a 4 character string unique for each specification. It starts with an A and followed by 3 digits e.g. A123. This is allocated by the PT SMG project manager of the relevant STC.



c)	The GSM specification number (e.g. 09.02). The ETS/EN/TS number shall not be used.



d)	The SMG plenary number to which this CR will be submitted to if it gets agreed at the STC  meeting. (e.g. #29 for the June '99 SMG plenary, #30 (October 99), #31 (November 1999) or #32 (February 2000). If the specification in question is only under STC change control (there are not currently many specifications under this regime), the STC meeting number shall be used instead.



e)	for approval/for information: one box only shall be marked with an "X"



f)	Strategic / non-strategic. one box only shall be marked with an "X". The default is "non-strategic" but it is the chairman of the STC responsible for the specification who shall decide.







Proposed change affects:



g)	At least one box shall be marked with an "X"







Work item:	



h)	The name of the GSM phase 2+ work item for which the CR is relevant.







Source:



h)	The company name of the author of the CR. If the CR has already been agreed at a subgroup/working party meeting, the subgroup name should be used instead. (the working party tdoc number should also be included)



Subject:



I)	One line (only) of text that describes the subject of the CR. Details should be put under "reason for change"



	good examples:	"Clarification to FETCH command"



				"Alignment of operation and parameter names"



	recently used



	bad examples:	"correction"



				"editorial correction"



				"correction to GSM xx.yy"



				"various improvements"



Category and release:



j)	Choose one category only. Note that except under special circumstances, category B (addition of feature) and category C (functional modification of feature) can only be done to a current release of the specification. i.e. after the release 98 has been frozen (at SMG #28) only category F changes may be submitted for R98.



k)	The release to which this CR applies. Note that if you make a correction to a release 96 specification, other CRs shall also be made for the release 97 and release 98 versions if they exist.



Reason:



l)	This should be 1 to 10 lines of text that describes in further detail the reasons why the change is necessary and / or how the change is done.







Clauses Affected:



m)	Each subclause that is affected by the change should be listed here. New subclause number can be followed by " (new) ".







Other specs affected:



n)	Other releases of the same spec: if, for example this is a release 97 CR but there is also a CR for R98, it should be listed here. The format for listing other CRs is, for example, 11.14-A123.



	Other core specifications: to be used if the CR is linked to a CR for another specification.



	MS test specifications: to be used if a change is needed to GSM 11.10.



	BSS test specifications: to be used if a change is needed to the 11.2x series.



	O&M specifications: to be used if a change is needed to the 12 series specifications.








