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4.7.3.1.4
GPRS attach not accepted by the network

If the attach request cannot be accepted by the network, an ATTACH REJECT message is transferred to the MS. The MS receiving the ATTACH REJECT message stops timer T3310 and takes one of the following actions depending upon the reject cause:

# 3
(Illegal MS); or

# 6
(Illegal ME)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The new GMM state is GMM-DEREGISTERED. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed.

If the MS is IMSI attached via MM procedures, the MS shall in addition set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE. The SIM shall be considered as invalid also for non-GPRS services until switching off or the SIM is removed.

# 7
(GPRS services not allowed) 

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed. The new state is GMM-DEREGISTERED. 

# 11
(PLMN not allowed)

# 12
(Location area not allowed); or

# 13
(Roaming not allowed in this location area) 

The MS shall delete any RAI, P-TMSI, P-TMSI signature, and GPRS ciphering key sequence number stored, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) and shall change to state GMM-DEREGISTERED.

If the MS is IMSI attached via MM procedures, the MS shall in addition set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE.

The MS shall store the LAI or the PLMN identity in the appropriate forbidden list, i.e. in the “forbidden PLMN list” for cause #11, in the list of “forbidden location areas for regional provision of service” for cause #12 or in the list of “forbidden location areas for roaming” for cause #13. If cause #11 or #13 was received, the MS shall perform a PLMN selection instead of a cell selection.

Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is specified in section 4.7.3.1.5.

*** Next Modification ***
4.7.3.1.5
Abnormal cases in the MS

The following abnormal cases can be identified:

a)
Access barred because of access class control

The GPRS attach procedure shall not be started. The MS stays in the current serving cell and applies normal cell reselection process. The GPRS attach procedure is started as soon as possible, i.e. when access is granted or because of a cell change.

b)
Lower layer failure before the ATTACH ACCEPT or ATTACH REJECT message is received

The procedure shall be aborted. The MS shall proceed as described below.

c)
T3310 time-out

On the first expiry of the timer, the MS reset and restart timer T3310 and shall retransmit the ATTACH REQUEST message. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3310, the GPRS attach procedure shall be aborted and the MS shall proceed as described below.

d)   ATTACH REJECT, other causes than those treated in section 4.7.3.1.4
The MS shall proceed as described below.

e)
Change of cell into a new routing area 

If a cell change into a new routing area occurs before an ATTACH ACCEPT or ATTACH REJECT message has been received, the GPRS attach procedure shall be aborted and re-initiated immediately. If a routing area border is crossed when the ATTACH ACCEPT message is received but before an ATTACH COMPLETE message is sent, the GPRS attach procedure shall be aborted and the routing area updating procedure shall be initiated. If a P-TMSI was allocated during the GPRS attach procedure, this P-TMSI shall be used in the routing area updating procedure. If a P-TMSI signature was allocated together with the P-TMSI during the GPRS attach procedure, this P-TMSI signature shall be used in the routing area updating procedure. 

f)
Power off

If the MS is in state GMM-REGISTERED-INITIATED at power off, the GPRS detach procedure shall be performed.

g)
Procedure collision

If the MS receives a DETACH REQUEST message from the network in state GMM-REGISTERED-INITIATED, the GPRS detach procedure shall be progressed and the GPRS attach procedure shall be aborted. If the cause IE, in the DETACH REQUEST message, indicated a “reattach request”, the GPRS attach procedure shall be progressed and the DETACH REQUEST message shall be ignored.

In cases b, c and d the MS shall proceed as follows. Timer T3310 shall be stopped if still running. The GPRS attach attempt counter shall be incremented. 

If the GPRS attach attempt counter is less than  5:

-
timer T3311 is started and the state is changed to GMM-DEREGISTERED.ATTEMPTING-TO-ATTACH.

If the GPRS attach attempt counter is greater than or equal to  5:

-
the MS shall delete any RAI, P-TMSI, P-TMSI signature, and GPRS ciphering key sequence number, shall set the GPRS update status to GU2 NOT UPDATED, shall start timer T3302 and may optionally change to state GMM-DEREGISTERED.PLMN-SEARCH.

*** Next Modification ***

4.7.4.2.4
Abnormal cases on the network side

The following abnormal cases can be identified:

a) 
T3322 time-out

On the first expiry of the timer, the network shall retransmit the DETACH REQUEST message and shall start timer T3322. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3322, the GPRS detach procedure shall be aborted and the network changes to state GMM-DEREGISTERED.

b) 
Low layer failure

The GPRS detach procedure is aborted and the network changes to state GMM-DEREGISTERED.

c)
GPRS detach procedure collision

If the network receives a DETACH REQUEST message with “switching off” indicated, before the network initiated GPRS detach procedure has been completed, both procedures shall be considered completed.

If the network receives a DETACH REQUEST message without “switching off” indicated, before the network initiated GPRS detach procedure has been completed, the network shall send a DETACH ACCEPT message to the MS.

d)
GPRS detach and GPRS attach procedure collision

If the network receives an ATTACH REQUEST message before the network initiated GPRS detach procedure has been completed, the network shall ignore the ATTACH REQUEST message, except when the detach type IE value, sent in the DETACH REQUEST message, indicates that the MS shall perform a GPRS attach procedure. In this case, the detach procedure is aborted and the GPRS attach procedure shall be progressed after the PDP contexts have been deleted. 

e)
GPRS detach and routing area updating procedure collision

GPRS detach containing detach type "GPRS detach" or "combined GPRS/IMSI detach":

If the network receives a ROUTING AREA UPDATE REQUEST message before the network initiated GPRS detach procedure has been completed, the detach procedure shall be progressed, i.e. the ROUTING AREA UPDATE REQUEST message shall be ignored. 

GPRS detach containing detach type "IMSI detach":

If the network receives a ROUTING AREA UPDATE REQUEST message before the network initiated GPRS detach procedure has been completed, the network shall abort the detach procedure and shall progress the routing area update procedure. 
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Figure 4.7.4/2 GSM 04.08: Network initiated GPRS detach procedure

*** Next Modification ***
4.7.5.1.4
Normal and periodic routing area updating procedure not accepted by the network

If the routing area updating cannot be accepted, the network sends a ROUTING AREA UPDATE REJECT message to the MS. An MS that receives a ROUTING AREA UPDATE REJECT message stops timer T3330 . The MS shall then take different actions depending on the received reject cause value:

# 3

(Illegal MS); or

# 6

(Illegal ME)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and shall consider the SIM as invalid for GPRS services until switching off or the SIM is removed.

If the MS is IMSI attached via MM procedures, the MS shall in addition set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE. The SIM shall be considered as invalid also for non-GPRS services until switching off or the SIM is removed.

# 9 
(MS identity cannot be derived by the network)
The MS shall set the GPRS update status to GU2 NOT UPDATED (and shall store it according to section 4.1.3.2), enter the state GMM-DEREGISTERED, and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. Subsequently, the MS may automatically initiate the GPRS attach procedure.

# 10
(Implicitly detached) 

The MS shall change to state GMM-DEREGISTERED.NORMAL-SERVICE. The MS may then perform a new attach procedure and reactivate the PDP contexts, if any.

# 11
(PLMN not allowed);

# 12
(Location area not allowed); or

# 13
(Roaming not allowed in this location area)

The MS shall delete any RAI , P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) and enter the state GMM-DEREGISTERED.

If the MS is IMSI attached via MM procedures, the MS shall in addition set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE.

The MS shall store the LAI or the PLMN identity in the appropriate forbidden list, i.e. in the “forbidden PLMN list” for cause #11, in the list of “forbidden location areas for regional provision of service” for cause #12 or in the list of “forbidden location areas for roaming” for cause #13. If #11or  #13 was received, the MS shall perform a PLMN selection instead of a cell selection.

Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is  described in section 4.7.5.1.5.

*** Next Modification ***

4.7.5.2.3.2
Combined routing area updating successful for GPRS services only

The description for normal routing area update as specified in section 4.7.5.1.3 shall be followed. In addition, the following description for location area updating applies.

The MS receiving the ROUTING AREA UPDATE ACCEPT message takes one of the following actions depending on the reject cause:

# 2

(IMSI unknown in HLR) 

The MS shall set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM IDLE. The SIM shall be considered as invalid for non-GPRS services until switching off or the SIM is removed.

#16
(MSC temporarily not reachable);

#17
(Network failure); or

#22
(Congestion)


A GPRS MS operating in MS operation mode A shall then perform an IMSI attach for non-GPRS services by use of the MM IMSI attach procedure; a GPRS MS operating in MS operation mode B may then perform an IMSI attach for non-GPRS services by use of the MM IMSI attach procedure.

Other values are considered as abnormal cases. The combined routing area updating shall be considered as failed for GPRS and non-GPRS services. The specification of the MS behaviour in those cases is specified in section 4.7.5.2.5.

*** Next Modification ***
4.7.5.2.4
Combined routing area updating not accepted by the network

If the combined routing area updating cannot be accepted, the network sends a ROUTING AREA UPDATE REJECT message to the MS. An MS that receives a ROUTING AREA UPDATE REJECT message stops timer T3330 and enters state MM IDLE. The MS shall then take different actions depending on the received reject cause:

# 3

(Illegal MS);# 6

(Illegal ME); or
# 8

(GPRS services and non GPRS services not allowed)


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED and the update status to U3 ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, TMSI, RAI, LAI, ciphering key sequence number and GPRS ciphering key sequence number and shall consider the SIM as invalid for GPRS and non GPRS services until switching off or the SIM is removed.

# 7

(GPRS services not allowed) 

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed. The new state is GMM-DEREGISTERED.

# 9

(MS identity cannot be derived by the network)


The MS shall set the GPRS update status to GU2 NOT UPDATED (and shall store it according to section 4.1.3.2), enter the state GMM-DEREGISTERED, and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number. Subsequently, the MS may automatically initiate the GPRS attach procedure.

# 11
(PLMN not allowed);

# 12
(Location area not allowed); or

# 13
(Roaming not allowed in this location area)


The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED and the update status to U3 ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, TMSI, RAI, LAI, ciphering key sequence number GPRS ciphering key sequence number, reset the location update attempt counter, reset the routing area updating attempt counter and reset the GPRS attach attempt counter. 


The MS shall store the LAI or the PLMN identity in the appropriate forbidden list, i.e. in the “forbidden PLMN list” for cause #11, in the list of “forbidden location areas for regional provision of service” for cause #12 or in the list of “forbidden location areas for roaming” for cause #13. If #11 or  #13 was received, the MS shall then perform a PLMN selection instead of a cell selection. 

Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is described in section 4.7.5.2.5.

*** Next Modification ***
4.7.7.6
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Lower layer failure


Upon detection of a lower layer failure before the AUTHENTICATION AND CIPHERING RESPONSE is received, the network shall abort the procedure.

b)
Expiry of timer T3360


The network shall, on the first expiry of the timer T3360, retransmit the AUTHENTICATION AND CIPHERING REQUEST and shall reset and start timer T3360. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3360, the procedure shall be aborted.

c)
Collision of an authentication and ciphering procedure with a GPRS attach procedure


If the network receives an ATTACH REQUEST message before the ongoing authentication procedure has been completed, the network shall abort the authentication and ciphering procedure and proceed with the new GPRS attach procedure.

d)  Collision of an authentication and ciphering procedure with a GPRS detach procedure

GPRS detach containing  cause "power off":


If the network receives a DETACH REQUEST message before the ongoing authentication and ciphering procedure has been completed, the network shall abort the authentication and ciphering procedure and shall progress the GPRS detach procedure.

GPRS detach containing  other causes than "power off":

If the network receives a DETACH REQUEST message before the ongoing authentication and ciphering procedure has been completed, the network shall complete the authentication and ciphering procedure and shall respond to the GPRS detach procedure as described in section 4.7.4.

e)
Collision of an authentication and ciphering procedure with a routing area updating procedure


If the network receives a ROUTING AREA UPDATE REQUEST message before the ongoing authentication procedure has been completed, the network shall progress both procedures.
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Figure 4.7.7/1 GSM 04.08: Authentication and ciphering procedure

*** Next Modification ***
4.7.8.4
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Lower layer failure


Upon detection of a lower layer failure before the IDENTITY RESPONSE is received, the network shall abort any ongoing GMM procedure.

b)
Expiry of timer T3370


The identification procedure is supervised by the network by the timer T3370. The network shall, on the first expiry of the timer T3370, retransmit the IDENTITY REQUEST message and reset and restart the timer T3370. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3370, the network shall abort the identification procedure and any ongoing GMM procedure.

c)
Collision of an identification procedure with a GPRS attach procedure


If the network receives an ATTACH REQUEST message before the ongoing identification procedure has been completed, the network shall proceed with the GPRS attach procedure. 

d)  Collision of an identification procedure with an MS initiated GPRS detach procedure

GPRS detach containing  cause "power off":


If the network receives a DETACH REQUEST message before the ongoing identification procedure has been completed, the network shall abort the identification procedure and shall progress the GPRS detach procedure.

GPRS detach containing other causes than "power off":

If the network receives a DETACH REQUEST message before the ongoing identification procedure has been completed, the network shall complete the identification procedure and shall respond to the GPRS detach procedure as described in section 4.7.4.

e)
Collision of an identification procedure with a routing area updating procedure


If the network receives a ROUTING AREA UPDATE REQUEST message before the ongoing identification procedure has been completed, the network shall progress both procedures. 

[image: image4.wmf]MS

Network

IDENTITY REQUEST

Start T3370

IDENTITY RESPONSE

Stop T3370


Figure 4.7.8/1 GSM 04.08: Identification procedure

*** Next Modification ***
6.1.3.1.3
Unsuccessful PDP context activation initiated by the MS

Upon receipt of an ACTIVATE PDP CONTEXT REQUEST message the network may reject the MS initiated PDP context activation by sending an ACTIVATE PDP CONTEXT REJECT message to the MS. The message shall contain a cause code that typically indicates one of the following causes:

# 26: insufficient resources;

# 27: missing or unknown APN;
# 28: unknown PDP address or PDP type;
# 29: user authentication failed;
# 30: activation rejected by GGSN;
# 31: activation rejected, unspecified; 
# 32: service option not supported;
# 33: requested service option not subscribed; 
# 34: service option temporarily out of order;
# 35: NSAPI already used; or
# 95 - 111: protocol errors.

Upon receipt of an ACTIVATE PDP CONTEXT REJECT message, the MS shall stop timer T3380 and enter/remain in state PDP-INACTIVE.

*** Next Modification ***

6.1.3.1.5
Abnormal cases
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Figure 6.4/GSM 04.08: Network initiated PDP context activation procedure

*** Next Modification ***
6.1.3.2.1
Abnormal cases

On the first expiry of timer T3386, the network shall resend the MODIFY PDP CONTEXT REQUEST message,  reset and restart timer T3386. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3386, the network may continue to use the previously negotiated QoS or it may initiate the PDP context deactivation procedure.
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Figure 6.5/GSM 04.08: PDP context modification procedure

*** Next Modification ***
6.1.3.5.1
Implicit AA PDP context deactivation

The implicit deactivation is performed without signalling message exchange as specified below.

The AA PDP context on the network side shall be deactivated when:

-
the AA-READY timer expires in the GMM-AA entity.

The AA PDP context in the MS shall be deactivated when:

-
the AA-READY timer expires in the GMM-AA entity;
-    the MS changes the routing area;
-     the LLC SAPI indicated by the network can not be supported by the MS during activation, or

-
user requested.

*** Next Modification ***
6.1.3.5.3
Abnormal cases

a)
Expiry of timers


On the first expiry of timer T3397, the network shall retransmit the message DEACTIVATE AA PDP CONTEXT REQUEST and shall reset and restart timer T3397.


This retransmission is repeated four times, i.e. on the fifth expiry of timer T3397, the network shall release all remaining resources allocated for that MS and shall erase the AA PDP context related data for that MS.
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Figure 6.9/GSM 04.08: Network initiated AA PDP context deactivation procedure

b)
Lower layer failure


If a lower layer failure is indicated before the DEACTIVATE AA PDP CONTEXT ACCEPT message is sent, the MS shall abort the procedure and shall locally de-allocate the P-TMSI from the LLC sublayer.


If a lower layer failure is indicated before the DEACTIVATE AA PDP CONTEXT ACCEPT message is received, the network shall abort the procedure and shall locally de-allocate the P-TMSI from the LLC sublayer.

*** Next Modification ***
8.5
Non-semantical mandatory information element errors

When on receipt of a message,

-
an "imperative message part" error; or

-
a "missing mandatory IE" error

is diagnosed or when a message containing:

-
a syntactically incorrect mandatory IE; or

-
an IE unknown in the message, but encoded as "comprehension required" (see section 10.5); or

-
an out of sequence IE encoded as "comprehension required" (see section 10.5)

is received,

-
the mobile station shall proceed as follows:


If the message is not one of the messages listed in sections 8.5.1, 8.5.2, and 8.5.3, the mobile station shall ignore the message except for the fact that, if an RR connection exists, it shall return a status message (STATUS, RR STATUS or MM STATUS depending on the protocol discriminator) with cause # 96 "Invalid mandatory information". If the message was a GMM message the GMM-STATUS message with cause #96    “Invalid mandatory information” shall be returned. If the message was an SM message the SM-STATUS message with cause # 96 "Invalid mandatory information" shall be returned.

-
the network shall proceed as follows:


When the message is not one of the messages listed in section 8.5.3 b), c), d) or e), the network shall either

-
try to treat the message (the exact further actions are implementation dependent), or

-
ignore the message except that it should return a status message (STATUS, RR STATUS, MM STATUS (depending on the protocol discriminator), GMM STATUS, or SM STATUS) with cause # 96 "Invalid mandatory information".

*** Next Modification ***
9.4.1
Attach request

This message is sent by the MS to the network in order to perform a GPRS or combined GPRS attach. See table 9.4.1/GSM 04.08.

Message type:
ATTACH REQUEST

Significance:

dual

Direction:


MS to network

Table 9.4.1/GSM 04.08: ATTACH REQUEST message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


Skip indicator
Skip indicator

10.3.1
M
V
½


Attach request message identity
Message type

10.4
M
V
1


MS network capability
MS network capability

10.5.5.12
M
LV
2


Attach type
Attach type

10.5.5.2
M
V
½


GPRS ciphering key sequence number
Ciphering key sequence number 

10.5.1.2
M
V
½


DRX parameter
DRX parameter

10.5.5.6
M
V
2


P-TMSI or IMSI
Mobile station identity

 10.5.7.1
M
LV
– 6-9


Old routing area identification
Routing area identification

10.5.5.15
M
V
6


MS Radio Access capability
MS Radio Access capability

10.5.5.12a
M
LV
  4 – 11

19
Old P-TMSI signature
P-TMSI signature

10.5.5.8
O
TV
4

17
Requested READY timer
value
GPRS Timer

10.5.7.3
O
TV
2

9.4.1.1
Old P-TMSI signature

This IE is included if a valid P-TMSI and P-TMSI signature are stored in the MS.

9.4.1.2
Requested READY timer value

This IE may be included if the MS wants to indicate a preferred value for the READY timer.

*** Next Modification ***
9.4.2
Attach accept

This message is sent by the network to the MS to indicate that the corresponding attach request has been accepted. See table 9.4.2/GSM 04.08.

Message type:
ATTACH ACCEPT

Significance:

dual

Direction:


network to MS

Table 9.4.2/GSM 04.08: ATTACH ACCEPT message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


Skip indicator
Skip indicator

10.3.1
M
V
1/2


Attach accept message identity
Message type

10.4
M
V
1


Attach result
Attach result

10.5.5.1
M
V
1/2


Force to standby
Force to standby 

10.5.5.7
M
V
1/2


Periodic RA update timer
GPRS Timer

10.5.7.3
M
V
1


Radio priority for SMS
Radio priority

10.5.7.2
M
V
1/2


Spare half octet
Spare half octet 

10.5.1.8
M
V
1/2


Routing area identification
Routing area identification

10.5.5.15
M
V
6

19
P-TMSI signature
P-TMSI signature

10.5.5.8
O
TV
4

17
Negotiated READY timer
value
GPRS Timer

10.5.7.3
O
TV
2

18
Allocated P-TMSI
Mobile station identity

10.5.7.1
O
TLV
7

23
MS identity
Mobile identity

10.5.1.4
O
TLV
– 7

25
GMM cause
GMM  cause 

10.5.5.14
O
TV
2

9.4.2.1
P-TMSI signature

This IE may be included to assign an identity to the MS’s GMM context.

9.4.2.2
Negotiated READY timer

This IE may be included to indicate a value for the READY timer.

9.4.2.3
Allocated P-TMSI

This IE may be included to assign a P-TMSI to an MS in case of a GPRS or combined GPRS attach.

9.4.2.4
MS identity

This IE may be included to assign or unassign a TMSI to an MS in case of a combined GPRS attach.

9.4.2.5
GMM cause

This IE shall be included when IMSI attach for non-GPRS services was not successful during a combined GPRS attach procedure.

*** Next Modification ***
9.4.13
Identity response

This message is sent by the MS to the network in response to an identity request message providing the requested identity. See table 9.4.13/GSM 04.08.

Message type:
IDENTITY RESPONSE

Significance:

dual

Direction:


MS to network

Table 9.4.13/GSM 04.08: IDENTITY RESPONSE message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


Skip indicator
Skip indicator

10.3.1
M
V
1/2


Identity response message identity
Message type

10.4
M
V
1


Mobile identity
Mobile identity

10.5.1.4
M
LV
–    4-10

*** Next Modification ***
9.4.14
Routing area update request

This message is sent by the MS to the network either to request an update of its location file or to request an IMSI attach for non-GPRS services. See table 9.4.14/GSM 04.08.

Message type:
ROUTING AREA UPDATE REQUEST

Significance:

dual

Direction:


MS to network

Table 9.4.14/GSM 04.08: ROUTING AREA UPDATE REQUEST message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


Skip indicator
Skip indicator

10.3.1
M
V
1/2


Routing area update request message identity
Message type

10.4
M
V
1


Update type
Update type

10.5.5.18
M
V
1/2


GPRS ciphering key sequence number
Ciphering key sequence number 

10.5.1.2
M
V
1/2


Old routing area identification
Routing area identification

10.5.5.15
M
V
6


MS Radio Access capability
MS RadioAccess capability

10.5.5.12a
        M
     LV
   4 - 11

19
Old P-TMSI signature
P-TMSI signature

10.5.5.8
O
TV
4

17
Requested READY timer value
GPRS Timer

10.5.7.3
O
TV
2

27
DRX parameter
DRX parameter

10.5.5.6
O
TV
3

9.4.14.1
Old P-TMSI signature

This IE is included by the MS if it was received from the network in an ATTACH ACCEPT or ROUTING AREA UPDATE ACCEPT message.

9.4.14.2
Requested READY timer value

This IE may be included if the MS wants to indicate a preferred value for the READY timer.

9.4.14.3
DRX parameter

This IE may be included if the MS wants to indicate new DRX parameters.

*** Next Modification ***

9.4.15
Routing area update accept

This message is sent by the network to the MS to provide the MS with GPRS mobility management related data in response to a routing area update request message . See table 9.4.15/GSM 04.08.

Message type:
routing area update accept
Significance:

dual

Direction:


network to MS

Table 9.4.15/GSM 04.08: ROUTING AREA UPDATE ACCEPT message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


Skip indicator
Skip indicator

10.3.1
M
V
1/2


Routing area update accept message identity
Message type

10.4
M
V
1


Force to standby
Force to standby 

10.5.5.7
M
V
1/2


Update result
Update result

10.5.5.17
M
V
1/2


Periodic RA update timer
GPRS Timer

10.5.7.3
M
V
1


Routing area identification
Routing area identification

10.5.5.15
M
V
6

19
P-TMSI signature
P-TMSI signature

10.5.5.8
O
TV
4

18
P-TMSI
Mobile station identity

10.5.7.1
O
TLV
7

23
MS identity 
Mobile identity

10.5.1.4
O
TLV
7

26
List of LLC V(R)s
LLC V(R) list

10.5.5.11
O
TLV
4 - 9

17
Negotiated READY timer value
GPRS Timer

10.5.7.3
O
TV
2

25
GMM cause
GMM cause 

10.5.5.14
O
TV
2

9.4.15.1
P-TMSI signature

This IE may be included to assign an identity to the MS’s GMM context.

9.4.15.2
P-TMSI

This IE may be included in case of a GPRS or combined routing area updating procedure.

9.4.15.3
MS identity

This IE may be included to assign or unassign a TMSI to a MS in case of a combined routing area updating procedure.

9.4.15.4
List of LLC V(R)s

This IE shall be included in case of an inter SGSN routing area updating, if there are LLC connections that have been established in acknowledged transfer mode.

9.4.15.5
Negotiated READY timer value

This IE may be included to indicate a value for the READY timer.

9.4.15.6
GMM cause

This IE shall be included if IMSI attach was not successful for non-GPRS services during a combined GPRS routing area updating procedure.

*** Next Modification ***
9.4.18
GMM Status

This message is sent by the MS or by the network at any time to report certain error conditions listed in section 8. See table 9.4.18/GSM 04.08.

Message type:
GMM STATUS

Significance:

local

Direction:


both

Table 9.4.18/GSM 04.08: GMM STATUS message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


Skip indicator
Skip indicator

10.3.1
M
V
1/2


GMM STATUS message identity
Message type

10.4
M
V
1


GMM cause
GMM cause

10.5.5.14
M
V
1

*** Next Modification ***
9.5.1
Activate PDP context request

This message is sent by the MS to the network to request activation of a PDP context.

See table 9.5.1/GSM 04.08.

Message type:
activate PDP context request

Significance:

global

Direction:


MS to network

Table 9.5.1/GSM 04.08: Activate PDP context request message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


Transaction identifier


Transaction identifier

10.3.2
M
V
1/2


Activate PDP context request message identity
Message type

10.4
M
V
1


Requested NSAPI
Network service access point identifier 10.5.6.2
M
V
1


Requested LLC SAPI
LLC service access point identifier 10.5.6.9
M
V
1


Requested QoS
Quality of service

10.5.6.5
M
V
4


Requested PDP address
Packet data protocol address

10.5.6.4
M
LV
3 - 19

28
Access point name
Access point name

10.5.6.1
O
TLV
3 - 255

27
Protocol configuration options
Protocol configuration options 10.5.6.3
O
TLV
3 - 255

9.5.1.1
Access point name

This IE is included in the message when the MS selects a specific external network to be connected to.

9.5.1.2
Protocol configuration options

This IE is included in the message when the MS provides protocol configuration options for the external PDN.

*** Next Modification ***
9.5.10
Activate AA PDP context request

This message is sent by the MS to the network to initiate activation of an AA PDP context.

See table 9.5.10/GSM 04.08.

Message type:
Activate AA PDP context Request

Significance:

global

Direction:


MS to network

Table 9.5.10/GSM 04.08: Activate AA PDP context request message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


Transaction identifier
Transaction identifier

10.3.2
M
V
1/2


Activate AA PDP context request message identity
Message type

10.4
M
V
1


Requested NSAPI
Network service access point identifier 10.5.6.2
M
V
1


Requested LLC SAPI
LLC service access point identifier

10.5.6.9
M
V
1


Requested QoS
Quality of service

10.5.6. 5
M
V
4


Requested packet data
protocol address
Packet data protocol address

10.5.6.4
M
LV
  3-19

28
Access point name
Access point name

10.5.6.1
O
TLV
3 - 255

27
Protocol configuration options
Protocol configuration options

10.5.6.3
O
TLV
3 - 255

29
Requested AA-READY timer
value
GPRS Timer 

10.5.7.3
O
TV
2

9.5.10.1
Access point name

This IE is included in the message when the MS selects a specific external network to be connected to.

9.5.10.2
Protocol configuration options 

This IE is included in the message when the MS provides protocol configuration options for the external PDN.

9.5.10.3
Requested AA-READY timer value

This IE may be included if the MS wants to indicate a preferred value for the AA-READY timer.

*** Next Modification ***
9.5.11
Activate AA PDP context accept

This message is sent by the network to the MS to acknowledge the activation of an AA PDP context. See table 9.5.11/GSM 04.08.

Message type:
Activate AA PDP context Accept
Significance:

global

Direction:


network to MS

Table 9.5.11/GSM 04.08: Activate AA PDP context Accept message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


 Transaction identifier
 Transaction identifier

10.3.2
M
V
1/2


Activate AA PDP context accept message identity
Message type

10.4
M
V
1


Negotiated LLC SAPI
LLC service access point identifier

10.5.6.9
M
V
1


Negotiated QoS
Quality of service

10.5.6. 5
M
V
4


P-TMSI
Mobile station identity

10.5.7.1
M
LV
6


Packet data protocol address
Packet data protocol address

10.5.6.4
M
LV
3 – 19


Radio priority
Radio priority

10.5.7.2
M
V
1/2


Spare half octet
Spare half octet

10.5.1.8
M
V
1/2


SM cause
SM cause

10.5.6.6
M
V
1

27
Protocol configuration options
Protocol configuration options

10.5.6.3
O
TLV
3 -255

29
Negotiated AA-Ready timer value
GPRS Timer 

10.5.7.3
O
TV
2

9.5.11.1
Protocol configuration options

This IE may be included if the network wishes to transmit protocol configuration options from the external PDN.

9.5.11.2
Negotiated AA-Ready timer value

This IE may be included if the network wants to indicate a value for the AA-READY timer.

*** Next Modification ***
9.5.12
Activate AA PDP context reject

This message is sent by the network to the MS to reject the activation of an AA PDP context. See table 9.5.12/GSM 04.08.

Message type:
Activate AA PDP context REJECT

Significance:

global

Direction:


network to MS

Table 9.5.12/GSM 04.08: Activate AA PDP context REJECT message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


Transaction identifier
Transaction identifier

10.3.2
M
V
1/2


Activate AA PDP context reject message identity
Message type

10.4
M
V
1


SM Cause 
SM Cause 

10.5.6.6
M
V
1

27
Protocol configuration options
Protocol configuration options

10.5.6.3
O
TLV
3 255

*** Next Modification ***
9.5.13
Deactivate AA PDP context request

This message is sent to request deactivation of an active AA PDP context. See table 9.5.13/GSM 04.08.

Message type:
deactivate AA PDP context request

Significance:

global

Direction:


network to MS

Table 9.5.13/GSM 04.08: deactivate AA PDP context request message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


Transaction identifier
 Transaction identifier

10.3.2
M
V
1/2


Deactivate AA PDP context request message identity
Message type

10.4
M
V
1


AA deactivation cause
AA deactivation cause 

10.5.6.8
M
V
1

*** Next Modification ***
9.5.15
SM Status 

This message is sent by the network or the MS to pass information on the status of the indicated context. See table 9.5.15/GSM 04.08.

Message type:
SM Status

Significance:

local

Direction:


both

Table 9.5.15/GSM 04.08: SM STATUS message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
1/2


Transaction identifier
Transaction identifier

10.3.2
M
V
1/2


SM Status message identity
Message type

10.4
M
V
1


SM Cause 
SM Cause

10.5.6.6
M
V
1

*** Next Modification ***
10.5.5.12
MS network capability 

The purpose of the MS network capability information element is to provide the network with information concerning aspects of the mobile station related to GPRS. The contents might affect the manner in which the network handles the operation of the mobile station. The MS network capability information indicates general mobile station characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.

The MS  network capability is a type 4 information element with a maximum of 3 octets length.

The value part of a MS network capabilityinformation element is coded as shown in figure 10.5.128/GSM 04.08 and table 10.5.145/GSM 04.08.


8
7
6
5
4
3
2
1



MS network capability IEI
octet 1


Length of MS network capability contents
octet 2

 
MS network capability value
octet 3

Figure 10.5.128/GSM 04.08 MS network capability information element

Table 10.5.145/GSM 04.08 MS network capability information element

<MS network capability value part> ::=


<GEA bits>
<SM capabilities via dedicated channels: bit>
<SM capabilities via GPRS channels: bit>

<UCS2 support: bit>
<SS Screening Indicator: bit string(2)>
<Padding bit>;

<GEA bits> ::= < GEA/1 :bit>;

<Padding bit> ::= 0 {null | <Padding bit>};

SS Screening Indicator

0 0
defined in GSM 04.80 


0 1
defined in GSM 04.80 


1 0
defined in GSM 04.80 


1 1
defined in GSM 04.80 

SM capabilities via dedicated channels

0
Mobile station does not support mobile terminated point to point SMS via 


dedicated signalling channels


1
Mobile station supports mobile terminated point to point SMS via dedicated 


signalling channels

SM capabilities via GPRS channels

0
Mobile station does not support mobile terminated point to point SMS via 


GPRS packet data channels

1
Mobile station supports mobile terminated point to point SMS via GPRS 


packet data channels

UCS2 support
This information field indicates the likely treatment by the mobile station of UCS2 encoded character strings.

0
the ME has a preference for the default alphabet (defined in GSM 03.38)


over UCS2.

1
the ME has no preference between the use of the default alphabet and the


use of UCS2.

GPRS Encryption Algorithm GEA/1
0
encryption algorithm GEA/1not available
1
encryption algorithm GEA/1 available








10.5.5.13
Spare
This is intentionally left spare.

10.5.5.16       Spare 
This is intentionally left spare.

*** Next Modification ***
10.5.6.4
Packet data protocol address

The purpose of the packet data protocol address information element is to identify an address associated with a PDP.

The packet data protocol address is a type 4 information element with minimum length of 4 octets and a maximum length of  20 octets.

The packet data protocol address information element is coded as shown in figure 10.5.137/GSM 04.08 and table 10.5.155/GSM 04.08.


8
7
6
5
4
3
2
1


Packet data protocol address IEI
octet 1

Length of PDP address contents
octet 2

1
ext
0
0
0
spare
PDP type organisation
octet 3

PDP type number
octet 4

Address information


octet 5

octet n

Figure 10.5.137/GSM 04.08: Packet data protocol address information element

Table 10.5.155/GSM 04.08: Packet data protocol address information element


Length of PDP address contents (octet 2)

If the value of octet 2 equals 0000 0010, dynamic PDP
addressing is applied.

PDP type organisation (octet 3)
Bits
4 3 2 1
0 0 0 0

ETSI allocated address (e.g. X.121)
0 0 0 1

IETF allocated address

All other values are reserved.

If bits 4,3,2,1 of octet 3 are coded 0 0 0 0
PDP type number value (octet 4)
Bits
8 7 6 5 4 3 2 1 
0 0 0 0 0 0 0 0  X.121 address


All other values shall be interpreted as X.121 address 
in this version of the protocol.

If bits 4,3,2,1 of octet 3 are coded 0 0 0 1
PDP type number value (octet 4)
Bits
8 7 6 5 4 3 2 1 
0 0 1 0 0 0 0 1  IPv4 address
0 1 0 1 0 1 1 1  IPv6 address

All other values shall be interpreted as IPv4 address
in this version of the protocol.

Octet 3, bits 7, 6, and 5 are spare and shall be coded all 0.

If PDP type number indicates X.121, the Address information is coded as follows:


8

7


6


5


4


3

2

1



digit 2
digit 1
octet 5


digit 4
digit 3
octet 6



digit m+1

digit m

octet n*

Digit 1 contains the first BCD coded digit of the X.121 address. If the X.121 address has an odd number of digits, digit m+1 shall be padded with HEX(F).

If PDP type number indicates IPv4, the Address information in octet 5 to octet 8 contains the IPv4 address. Bit 8 of octet 5 represents the most significant bit of the IP address and bit 1 of octet 8 the least significant bit .

If PDP type number indicates IPv6, the Address information in octet 5 to octet 20 contains the IPv6 address. Bit 8 of octet 5 represents the most significant bit of the IP address and bit 1 of octet 20 the least significant bit.

*** Next Modification ***
G.2
Cause related to subscription options

Cause value = 11 PLMN not allowed


This cause is sent to the MS if it requests location updating in a PLMN where the MS, by subscription or due to operator determined barring is not allowed to operate.

Cause value = 12 Location Area not allowed


This cause is sent to the MS if it requests location updating in a location area where the MS, by subscription, is not allowed to operate.

Cause value = 13 Roaming not allowed in this location area


This cause is sent to an MS which requests location updating in a location area of a PLMN which do not offer roaming to that MS in that Location Area, by subscription.

*** Next Modification ***
11.2.2
Timers of GPRS mobility management

Table 11.3/GSM 04.08: GPRS Mobility management timers - MS side

TIMER NUM.
TIMER VALUE
STATE 
CAUSE OF START
NORMAL STOP
ON THE
 1st , 2nd, 3rd , 4th  EXPIRY Note3
















T3310
15s
GMM-
REG-INIT
ATTACH REQ sent
ATTACH ACCEPT received
ATTACH REJECT received
Retransmission of ATTACH REQ

T3311
15s
GMM-DEREG.ATTEMPTING-TO_ATTACH or

GMM-REG.ATTEMPTING-TO-UPDATE
ATTACH REJ with other cause values as described in chapter ‘GPRS Attach’ 

ROUTING AREA UPDATE REJ with other cause values as described in chapter ‘Routing Area Update’ 

Low layer failure
Change of the routing area
Restart of the Attach or the RAU procedure with updating of the relevant attempt counter









T3321
15s
GMM-

DEREG-INIT
DETACH REQ sent
DETACH ACCEPT received
Retransmission of the DETACH REQ

T3330
15s
GMM-ROUTING-UPDATING-INITIATED
ROUTING AREA UPDATE REQUEST sent
ROUTING AREA UPDATE ACC received

ROUTING AREA UPDATE REJ received
Retransmission of the ROUTING AREA UPDATE REQUEST
message

Table 11.3a/GSM 04.08: GPRS Mobility management timers – MS side

TIMER NUM.
TIMER VALUE
STATE 
CAUSE OF START
NORMAL STOP
ON 
EXPIRY

T3302
T3212

Note 4
GMM-DEREG

or

GMM-REG
At attach failure and the attempt counter is greater than or equal
to 5.

At routing area updating failure and the attempt counter is greater than or equal to 5.
At successful attach


At successful routing area updating
On every expiry, initiation of the

GPRS attach procedure

or

RAU procedure

T3312
Default 
54 min

Note1
GMM-REG
When READY state is left.
When entering state GMM-DEREG 
Initiation of the Periodic RAU procedure

T3314

READY
Default 
44 sec
Note 2
All except GMM-DEREG
Transmission of a PTP PDU
Forced to Standby
No cell-updates are performed

T3316 
AA-READY
Default 
44 sec
Note 2
-
Transmission of a PTP PDU
-
-

NOTE 1:
The value of this timer is used if the network does not indicate another value in a GMM signalling procedure.

NOTE 2:
The default value of this timer is used if neither the MS nor the Network send another value, or if the Network sends this value, in a signalling procedure.

NOTE 3:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.

NOTE 4:
T3302 is loaded with the same value which is used to load T3212.

Table 11.4/GSM 04.08: GPRS Mobility management timers - network side

TIMER NUM.
TIMER VALUE
STATE 
CAUSE OF START
NORMAL STOP
ON THE
 1st , 2nd, 3rd , 4th  EXPIRY Note3








T3322
8s
GMM-
DEREG-INIT
DETACH REQ sent
DETACH ACCEPT received
Retransmission of DETACH REQUEST

T3350
8s
GMM-COMMON-PROC-INIT
ATTACH ACCEPT
sent with P-TMSI and/or TMSI


RAU ACCEPT sent with P-TMSI and/or TMSI

P-TMSI REALLOC COMMAND
sent
ATTACH COMPLETE received

RAU COMPLETE received

P-TMSI REALLOC COMPLETE received
Retransmission of the same message type, i.e. ATTACH ACCEPT, RAU ACCEPT or REALLOC COMMAND

T3360
8s
GMM- COMMON-PROC-INIT
AUTH AND CIPH REQUEST
sent
AUTH AND CIPH RESPONSE received
Retransmission of AUTH AND CIPH REQUEST

T3370
8s
GMM-COMMON-PROC-INIT
IDENTITY REQUEST sent
IDENTITY RESPONSE received
Retransmission of IDENTITY REQUEST

Table 11.4a/GSM 04.08: GPRS Mobility management timers - network side

TIMER NUM.
TIMER VALUE
STATE 
CAUSE OF START
NORMAL STOP
ON 
EXPIRY

    T3313
Note1
GMM_REG
Paging procedure initiated
Paging procedure completed
Network dependent

T3314

READY
Default 
44 sec
Note 2
All except GMM-DEREG
Receipt of a PTP PDU
Forced to Standby
The network shall page the MS if a PTP PDU has to be sent to the MS

T3316 AA-

READY
Default 
44 sec
Note 2
-
Receipt of a PTP PDU
-
-

Mobile Reachable
Default is 4 min greater than T3312
All except GMM-DEREG
Change from READY to STANDBY state
PTP PDU received 
Network dependent but typically paging is halted on 1st expiry

NOTE 1:
The value of this timer is network dependent.

NOTE 2:
The default value of this timer is used if neither the MS nor the Network send another value, or if the Network sends this value, in a signalling procedure. The value of this timer should be slightly shorter in the network than in the MS, this is a network implementation issue.

NOTE 3:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.

