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1
Introduction

Hiding of Route headers, Record-Route headers, Via headers, and Path headers are all required in order to achieve the Configuration Independence required in TS 23.228.  

However, there is no need for separate mechanisms for each.  The mechanism chosen for the Path header during registration should also be applied to the headers during session establishment.

2
Discussion

Hiding of Route and Record-Route is discussed in an Internet Draft draft-byerly-sip-hide-route-00, presented at IETF#49 in December 2000.  The mechanism is a local one performed by a SIP element while processing a request, and the inverse operation is performed on the response.  There are no interactions with other SIP elements.  Therefore, the SIP WG concluded there was no need for a standardized method to achieve this function.  The information flows of Section 8 of 24.228 follow Bryan Byerly’s recommended algorithm.

Via hiding is described in RFC2543, but will be removed in the next version of the SIP specification.  It was originally envisaged as a request one proxy could make to another asking it to hide the routing information.  This trust relationship was difficult to guarantee.  The actual mechanism of hiding the Via headers, and restoring them in a response, were never questioned, and can still be implemented without impacting the standard behavior.

Hiding of Path headers has led to much discussion, and currently two alternatives have been identified as working assumptions with CN1.  Again, the implementation is entirely within a single IMS element, and there is little need for standardization of the mechanism.

3
Proposal

It is proposed that the mechanism used for hiding of Path headers also be utilized to hide Route, Record-Route, and Via headers.  This working assumption should be documented in the meeting minutes.

It is proposed that the “Editor’s Note” in Section 8.1.2, step 12, be deleted.

8.1.2

(MO#1b) Mobile origination, roaming, with I-CSCF in home network providing configuration independence

12. 183 Session Progress (I-CSCF to P-CSCF) – see example in Table 8.1.2-12

I-CSCF forwards the 183 Session Progress response to P-CSCF

Table 8.1.2-12: 183 Session Progress (I-CSCF to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.visited.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:Token(sip:scscf.home.net, sip:scscf2.home.net), sip:icscf.home.net

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

Record-Route: 
header entries to the left of I-CSCF’s entry are reversed and translated.
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