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Abstract

In N1-010484, some session Initiation exception conditions are mentioned. This contribution shows the information call flow for one of the exception conditions; the callee rejects the INVITE request.

Proposal

This contribution is for 24.228. It provids the information flows in the case that callee rejects the INVITE request by a 486 BUSY HERE response. It should be included as new clauses 8.2.5, 8.2.6 and 8.2.7.


8.2.5
(MT#1c) Mobile termination, roaming, without I-CSCF in home network providing configuration independence, reject the invite request

This termination procedure applies to roaming subscribers when the home network operator does not desire to keep its internal configuration hidden from the visited network.  The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure.  During registration, the home network allocates the S-CSCF. 

When registration is complete, S-CSCF knows the name/address of P-CSCF, and P-CSCF knows the name/address of the UE.  
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Procedure MT#1c is as follows: 

1. INVITE (S-S to MT#1a)

The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the Serving-CSCF for the terminating subscriber.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MO#2 are assumed.

Table 8.2.5-1: INVITE (S-S to MT#1c)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf0.home.net

Supported: 100rel 

Remote-Party-ID: John Doe <tel:+1-212-555-1111>

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2. 100 Trying (MT#1c to S-S)

S-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 8.2.5-2: 100 Trying (MT#1c to S-S)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3. Service Control

S-CSCF validates the service profile, and performs any termination service control required for this subscriber

4. INVITE (S-CSCF to P-CSCF)

S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE.  It forwards the INVITE to the P-CSCF.

Table 8.2.5-4: INVITE (S-CSCF to P-CSCF)

INVITE sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.visited.net SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route:
sip:+1-212-555-2222@home.net;user=phone

Record-Route: sip:scscf.home.net, sip:scscf0.home.net

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length: 

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Route: built from the registration information, (pcscf and UE contact name), followed by the initial Request-URI from the incoming INVITE request.  The first component of the Route header, pcscf, is moved to the Request-URI of the request.

Via:, Record-Route: S-CSCF adds itself 

5. 100 Trying (P-CSCF to S-CSCF)

P-CSCF responds to the INVITE request (4) with a 100 Trying provisional response.

Table 8.2.5-5: 100 Trying (P-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

6. INVITE (P-CSCF to UE)

P-CSCF determines the UE address from the value of the Request-URI (which was previously returned by P-CSCF as a contact header value in the registration procedure), and forwards the INVITE request to the UE. 

Table 8.2.5-6: INVITE (P-CSCF to UE)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf.visited.net;branch=token1

Media-Authorization: 31S14621

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: token1@pcscf.visited.net

Content-Type: 

Content-length: 

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  The saved value of the Route header is:

Route: sip:scscf.home.net, sip:scscf0.home.net,

sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Contact: a locally unique token to identify the saved routing information.  

Via:  P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values.  It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token

7. 486 Busy Here (UE to P-CSCF)

         UE is contacted successfully but it is currently not willing or able to take additional calls. The response MAY      indicate a better time later to call in the Retry-After header. 

Table 8.2.5-7: 486 Busy Here (UE to P-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP pcscf.visited.net;

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=1234

Contact: sip:[5555::eee:fff:aaa:bbb]

Call-ID: 

CSeq: 

Content-length:0

Retry-After:3600

               Retry -After: a time period in seconds indicating how long the caller can try again

8. ACK (P-CSCF to UE)

Upon receive the 486 reponse from the UE, P-CSCF sends ACK back to the UE.

Table 8.2.5-8: ACK (P-CSCF to UE)

ACK sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf.visited.net

From:

To: 

Call-ID: 

CSeq: 

Content-length:0

9. 486 Busy Here (P-CSCF to S-CSCF)

P-CSCF forwards the 486 reponse to the S-CSCF.

Table 8.2.5-9: 486 Busy Here (P-CSCF to S-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=4321

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.visited.net

Call-ID: 

CSeq: 

Content-length:0

Retry-After:3600

10. ACK (S-CSCF to P-CSCF)

S-CSCF sends ACK to the P-CSCF. 

Table 8.2.5-10: ACK (S-CSCF to P-CSCF)

ACK sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.visited.net SIP/2.0

Via: SIP/2.0/UDP scscf.home.net

From: 

To: 

Call-ID: 

CSeq: 

Content-length:0

11. 486 Busy Here (MT#1c to S-S)

S-CSCF forwards the 486 Busy Here response to the originator, per the S-CSCF to S-CSCF procedure. Also indicates the voice mail address of the callee
Table 8.2.5-11: 486 Busy Here (MT#1c to S-S)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=9999

Contact: 

Call-ID: 

CSeq: 

Content-length:0

Retry-After:3600

12. ACK (S-S to MT#1c)

The S-CSCF of calling party responds to the 486 Busy Here response with an ACK request which is sent to S-CSCF via the S-CSCF to S-CSCF procedure.

Table 8.2.5-12: ACK (S-S to MT#1c)

ACK sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net

From:

To: 

Call-ID: 

CSeq: 

Content-length:0

8.2.6
(MT#1d) Mobile termination, roaming, with I-CSCF in home network providing configuration independence, reject the invite request

This termination procedure applies to roaming subscribers when the home network operator does not desire to keep its internal configuration hidden from the visited network.  The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure.  During registration, the home network allocates the S-CSCF. 

When registration is complete, S-CSCF knows the name/address of P-CSCF, and P-CSCF knows the name/address of the UE.  
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Procedure MT#1d is as follows: 

1. INVITE (S-S to MT#1d)

The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the Serving-CSCF for the terminating subscriber.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MO#2 are assumed.

Table 8.2.6-1: INVITE (S-S to MT#1d)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf0.home.net

Supported: 100rel 

Remote-Party-ID: John Doe <tel:+1-212-555-1111>

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2. 100 Trying (MT#1d to S-S)

S-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 8.2.6-2: 100 Trying (MT#1d to S-S)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3. Service Control

S-CSCF validates the service profile, and performs any termination service control required for this subscriber

4. INVITE (S-CSCF to I-CSCF)

S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE.  It forwards the INVITE to the I-CSCF to perform the firewall functions.

Table 8.2.6-4: INVITE (S-CSCF to I-CSCF)

INVITE sip:icscf.home.net SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.visited.net, sip:+1-212-555-2222@home.net;user=phone

Record-Route: sip:scscf.home.net, sip:scscf0.home.net

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length: 

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Route:  built from the registration information, icscf, pcscf (and UE contact name), followed by the initial Request-URI from the incoming INVITE request.  The first component of the Route header, icscf, is moved to the Request-URI of the request.

Via:, Record-Route:  S-CSCF adds itself in the Record-Route and Via headers.

5. INVITE (I-CSCF to P-CSCF)

I-CSCF translates the Via headers in the request, and forwards the INVITE request to P-CSCF.

Table 8.2.6-5: INVITE (I-CSCF to P-CSCF)

INVITE sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.visited.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home.net, 
SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])

Route: sip:+1-212-555-2222@home.net;user=phone 

Record-Route: sip:icscf.home.net, sip:Token(sip:scscf.home.net, sip:scscf0.home.net)

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length: 

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Via: translated to preserve configuration independence of the home network.

Record-Route: translated to preserve configuration independence of the home network.

6. 100 Trying (P-CSCF to I-CSCF)

P-CSCF responds to the INVITE request (5) with a 100 Trying provisional response.

Table 8.2.6-6: 100 Trying (P-CSCF to I-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home.net, 
SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

7. 100 Trying (I-CSCF to S-CSCF)

I-CSCF determines the Via header, and forwards the 100 Trying provisional response to S-CSCF.

Table 8.2.6-7: 100 Trying (I-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 

8. INVITE (P-CSCF to UE)

P-CSCF determines the UE address from the value of the Request-URI (which was previously returned by P-CSCF as a contact header value in the registration procedure), and forwards the INVITE request to the UE. 

Table 8.2.6-8: INVITE (P-CSCF to UE)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf.visited.net;branch=token1

Media-Authorization: 31S14621

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: token1@pcscf.visited.net

Content-Type: 

Content-length: 

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  The saved value of the Route header is:

Route: sip:icscf.home.net, 



sip:Token(sip:scscf.home.net, sip:scscf0.home.net),



sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Contact: a locally unique token to identify the saved routing information.  

Via: P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values.  It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token

9. 486 Busy Here (UE to P-CSCF)

         UE is contacted successfully but it is currently not willing or able to take additional calls. The response MAY                                                          indicate a better time to call in the Retry-After header. 

Table 8.2.5-9: 486 Busy Here (UE to P-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP pcscf.visited.net;branch=token1

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; tag=171828
To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=1234

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

Content-length:0

Retry-After:3600

Retry-After: Indicates how long the caller can try again

10. ACK (P-CSCF to UE)

Upon receive the 486 reponse from the UE, P-CSCF sends ACK back to the UE.

Table 8.2.5-10: ACK (P-CSCF to UE)

ACK sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf.visited.net

From: 

To: 

Call-ID: 

CSeq: 

Content-length:0

11. 486 Busy Here (P-CSCF to I-CSCF)

P-CSCF forwards the 486 reponse to the I-CSCF.

Table 8.2.5-11: 486 Busy Here (P-CSCF to I-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP icscf.home.net, SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home.net, 
SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])

From:

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=4321

Call-ID: 

CSeq: 

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.visited.net

Content-length:0

Retry-After:3600

12. 486 Busy Here (I-CSCF to S-CSCF)

I-CSCF forwards the 486 reponse to the S-CSCF.

Table 8.2.5-12: 486 Busy Here (I-CSCF to S-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-length:0

Retry-After:3600

13.          ACK (S-CSCF to I-CSCF)
 S-CSCF copies the Requet-URL and Route headers from the original INVITE request to ACK and send it to the P-CSCF via I-CSCF. 

Table 8.2.5-13: ACK (S-CSCF to I-CSCF)

ACK: sip:icscf.home.net SIP/2.0

Via: SIP/2.0/UDP scscf.home.net

Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.visited.net, sip:+1-212-555-2222@home.net;user=phone

From: 

To: 

Call-ID: 

CSeq: 

Content-length:0

14.         ACK (I-CSCF to P-CSCF)

I-CSCF forwards the ACK to the P-CSCF, P-CSCF checks the ACK and makes sure this is for a 4xx response, so P-CSCF will not forward it further down.

Table 8.2.5-14: ACK (I-CSCF to P-CSCF)

ACK: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.visited.net SIP/2.0

Via: SIP/2.0/UDP icscf.home.net SIP/2.0/UDP Token(SIP/2.0/UDP scscf.home.net) 

Route: sip:+1-212-555-2222@home.net;user=phone

From: 

To: 

Call-ID: 

CSeq: 

Content-length:0

15.       486 Busy Here (MT#1d to S-S)

S-CSCF forwards the 486 reponse to the originator, per the S-CSCF to S-CSCF producedure

Table 8.2.5-15: 486 Busy Here (MT#1d to S-S)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd])

From:

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=9999

Call-ID: 

CSeq: 

Contact:sip[voice mailbox]

Content-length:0

Retry-After:3600

16. ACK (S-S to MT#1d)

S-CSCF0 sends the ACK to the S-CSCF

Table 8.2.5-16: ACK (S-S to MT#1d)

ACK sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net

From: 

To: 

Call-ID: 

CSeq: 

Content-length:0

8.2.7  
(MT#2a) Mobile termination, located in home network, reject the invite request

This termination procedure applies to subscribers located in their home service area.

The UE is located in the home network, and determines the P-CSCF via the CSCF discovery procedure.  During registration, the home network allocates a S-CSCF in the home network, S-CSCF.

When registration is complete, S-CSCF knows the name/address of P-CSCF, and P-CSCF knows the name/address of the UE.
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Procedure MT#2Aa is as follows: 

1. INVITE (S-S to MT#2a)

The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF to S-CSCF procedures, to the Serving-CSCF for the terminating subscriber.

NOTE: 
There are a number of different S-CSCF to S-CSCF flows, and the table represents a typical example of what one of these flows may produce. In this case, S-S#2 and MO#2 are assumed.

Table 8.2.7-1: INVITE (S-S to MT#2A)

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf0.home.net

Supported: 100rel 

Remote-Party-ID: John Doe <tel:+1-212-555-1111>

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>;


tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: B36(SHA-1(555-1111;time=36123E5B;seq=72))@localhost 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Content-Type: application/sdp 

Content-length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c= IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2. 100 Trying (MT#2a to S-S)

S-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 8.2.7-2: 100 Trying (MT#2A to S-S)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP pcscf0.home.net, SIP/2.0/UDP 
[5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

3. Service Control

S-CSCF validates the service profile, and performs any termination service control required for this subscriber

4. INVITE (S-CSCF to P-CSCF)

S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE.  It forwards the INVITE request to the P-CSCF.

Table 8.2.7-4: INVITE (S-CSCF to P-CSCF)

INVITE sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home.net SIP/2.0

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route:
sip:+1-212-555-2222@home.net;user=phone

Record-Route: sip:scscf.home.net, sip:scscf0.home.net

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-length: 

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

Route:  built from the registration information, (pcscf and UE contact name), followed by the initial Request-URI from the incoming INVITE request.  The first component of the Route header, pcscf, is moved to the Request-URI of the request.

Via:, Record-Route: S-CSCF adds itself in the Record-Route and Via headers.

5. 100 Trying (P-CSCF to S-CSCF)

P-CSCF responds to the INVITE request (4) with a 100 Trying provisional response.

Table 8.2.7-5: 100 Trying (P-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-length: 0

6. INVITE (P-CSCF to UE)

P-CSCF determines the UE address from the value of the Request-URI (which was previously returned by P-CSCF as a contact header value in the registration procedure), and forwards the INVITE request to the UE.

Table 8.2.7-6: INVITE (P-CSCF to UE) 

INVITE sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf.home.net;branch=token1

Media-Authorization: 31S14621

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: token1@pcscf.home.net

Content-Type: 

Content-length: 

v=

o=

s=

c= 

b=

t=

m=

a= 

a=

a=

a= 

P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.  The saved value of the Route header is:

Route: sip:scscf.home.net, sip:scscf0.home.net,



sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf0.home.net

Contact: a locally unique token to identify the saved routing information.  

Via: P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values.  It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token

7. 486 Busy Here (UE to P-CSCF)

         UE is contacted successfully but it is currently not willing or able to take additional calls. The response MAY                                                          indicate a better time to call in the Retry-After header. 

Table 8.2.7-7: 486 Busy Here (UE to P-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP pcscf.home.net;branch=token1

From: “Alien Blaster” <sip:B36(SHA-1(+1-212-555-1111; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=1234

Contact: sip:[5555::eee:fff:aaa:bbb]

Call-ID: 

CSeq: 

Content-length:0

Retry-After:3600

8. ACK (P-CSCF to UE)

Upon receive the 486 reponse from the UE, P-CSCF sends ACK back to the UE.

Table 8.2.7-8: ACK (P-CSCF to UE)

ACK sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf.home.net

From: 

To: 

Call-ID: 

CSeq: 

Content-length:0

9. 486 Busy Here (P-CSCF to S-CSCF)

P-CSCF forwards the 486 reponse to the S-CSCF.

Table 8.2.7-9: 486 Busy Here (P-CSCF to S-CSCF)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP scscf.home.net, SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=4321

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home.net

Call-ID: 

CSeq: 

Content-length:0

Retry-After:3600

10. ACK (S-CSCF to P-CSCF)

S-CSCF sends ACK to the P-CSCF. 

Table 8.2.7-10: ACK (S-CSCF to P-CSCF)

ACK sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf.home.net SIP/2.0

Via: SIP/2.0/UDP scscf.home.net

From: 

To: 

Call-ID: 

CSeq: 

Content-length:0

11. 486 Busy Here (MT#2a to S-S)

S-CSCF forwards the 486 BusyHere response to the originator, per the S-CSCF to S-CSCF procedure.

Table 8.2.7-11: 486 Busy Here (MT#2a to S-S)

SIP/2.0 486 Busy Here

Via: SIP/2.0/UDP SIP/2.0/UDP scscf0.home.net, SIP/2.0/UDP 
pcscf0.home.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=9999

Contact:

Call-ID: 

CSeq: 

Content-length:0

Retry-After:3600

12. ACK (S-S to MT#2a)

The S-CSCF of calling party responds to the 486 Busy Here response with an ACK request which is sent to S-CSCF via the S-CSCF to S-CSCF procedure.

Table 8.2.7-12: ACK (S-S to MT#1c)

ACK sip:+1-212-555-2222@home.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf0.home.net

From: 

To: 

Call-ID: 

CSeq: 

Content-length:0
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