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Introduction

This informational contribution presents a possible modification to the registration flows in [23.228] that are aligned with the corresponding flows in the current version of [24.228]. It is the intention of Nokia to clarify the registration and originating session procedures with respect to 3G TS 23.228 and 3G TS 24.228, so that possile CRs and contributions can be drafted.  

Discussion
It is our understanding that the current registration flows adopted in [24.228] would bring the following changes to [23.228]: 

5.3.2
Registration flows

5.3.2.4
Registration information flow – User not registered

The application level registration can be initiated after the registration to the access is performed, and after IP connectivity for the signalling has been gained from the access network.  For the purpose of the registration information flows, the subscriber is considered to be always roaming.  For subscribers roaming in their home network, the home network shall perform the role of the visited network elements and the home network elements.
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Figure 5-1 Start of Registration – User not registered

1.   After the Ue has obtained a signalling channel through the access network, it can perform the IM registration.  To do so, the Ue sends the Register information flow to the proxy (private user identity, public user identity, home networks domain name).  

2.   Upon receipt of the register information flow, the P-CSCF shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF).  The proxy shall send the Register information flow to the I-CSCF (P-CSCFs name, private user identity, public user identity, visited network contact name).  A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name.  When the I-CSCF receives the registration information flow from the proxy, it shall examine the subscriber identity and the home domain name, and employ the services of a name-address resolution mechanism, to determine the HSS address to contact. 

3.   The I-CSCF shall send the Cx-Query information flow to the HSS (P-CSCF name, private user identity, public user identity,, home domain name, visited network contact name).  The P-CSCF name is the contact name that the operator wishes to use for future contact to that P- CSCF. (Editors Note: It is FFS whether the terminal name, or proxy name, or both is included within this and subsequent register messages).  The Cx-query (P-CSCF name, private user identity, public user identity, , home domain name, visited network contact name) information flow is sent to the HSS.  

4.   The HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed to register in that visited network according to the User subscription and operator limitations/restrictions if any. Cx-Query Resp (indication of currently assigned S-CSCF if any) is sent from the HSS to the I-CSCF. If the checking in HSS was not successful the Cx-Query Resp shall reject the registration attempt.

5.   At this stage, it is assumed that the authentication of the user has been completed (although it may have been determined at an earlier point in the information flows). The I-CSCF shall send Cx-Select-Pull (serving network indication, private user identity, public user identity,) to the HSS to request the information related to the required S-CSCF capabilities which shall be input into the S-CSCF selection function.

6.   The HSS shall send Cx-Select-Pull Resp (required S-CSCF capabilities) to the I-CSCF.

7.   The I-CSCF, using its role of the S-CSCF selection, shall determine the name of an appropriate S-CSCF and,  using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism. . I-CSCF also determines the name of a suitable home network contact point, which may either be the S-CSCF itself, or a suitable I-CSCF in case network configuration hiding is desired. This decision may be based on results of the HSS query. If an I-CSCF is chosen as the home network contact point, it may be distinct from the I-CSCF that appears in this registration flow.  I-CSCF shall then send the register information flow (P-CSCFs name, public user identity, private user identity, visited network contact name, home network contact point) to the selected S-CSCF. The home network contact point will be used by the P-CSCF to forward signalling to the home network 
8.   The S-CSCF shall send Cx-Put (subscriber identity, S-CSCF name) to the HSS.  The HSS stores the S-CSCF name for that subscriber.

9.   The HSS shall send Cx-Put Resp to the I-CSCF to acknowledge the sending of Cx-Put.

10.   On receipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow (private user identity, public user identity,) to the HSS in order to be able to download the relevant information from the subscriber profile to the S-CSCF.  The S-CSCF shall store the visited network contact name, as supplied by the visited network.  This represents the name that the home network forwards the subsequent terminating session signalling to the P-CSCF.

11.   The HSS shall return the information flow Cx-Pull Resp (user information) to the S-CSCF.  The S-CSCF shall store this user information for that indicated user.

12. The S-CSCF shall return the 200 OK information flow (serving network contact information) to the I-CSCF.
13. The I-CSCF shall send information flow 200 OK (serving network contact information) to the P-CSCF. The serving network contact information may either be the S-CSCF name itself, or both an I-CSCF name and an S-CSCF name where the latter can be encrypted. The I-CSCF shall release all registration information after sending information flow 200 OK.
14.   The P-CSCF shall store the serving network contact information, and shall send information flow 200 OK  to the UE.

5.3.2.5
Re-Registration information flow– User currently registered

Editor's Note: the definition of the timers requires further study, however it is noted that the timers in the UE are shorter than the registration related timers in the network.

Periodic application level re-registration is initiated by the UE either to refresh an existing registration or in response to a change in the registration status of the UE. Re-registration follows the same process as defined in subclause 5.3.2.4 “Registration Information Flow– User not registered”. 
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1.
Prior to expiry of the agreed registration timer, the UE initiates a re-registration. To re-register, the UE sends a new REGISTER request. The UE sends the REGISTER information flow to the proxy (private user identity, public user identity, home networks domain name). 

2.
Upon receipt of the register information flow, the P-CSCF shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF).  The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I-CSCF (P-CSCFs name, visited network capabilities, private user identity, public user identity, visited network contact name).  A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name.  When the I-CSCF receives the registration information flow from the proxy, it shall examine the subscriber identity and the home domain name, and employ the services of a name-address resolution mechanism, to determine the HSS address to contact. 

3.
The I-CSCF shall send the Cx-Query information flow to the HSS (P-CSCF name, private user identity, public user identity, home domain name, visited network capabilities, and visited network contact name).  The P-CSCF name is the contact name that the operator wishes to use for future contact to that P- CSCF. (Editors Note: It is FFS whether the terminal name, or proxy name, or both is included within this and subsequent register messages).  The Cx-query (P-CSCF name, private user identity, public user identity, home domain name, and visited network contact name) information flow is sent to the HSS.  

4.
The HSS shall check whether the user is registered already and return an indication indicating that an S-CSCF is assigned.  The Cx-Query Resp (indication of entry contact point, e.g. S-CSCF) is sent from the HSS to the I-CSCF. 

5.   At this stage, it is assumed that the authentication of the user has been completed (although it may have been determined at an earlier point in the information flows). The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism. I-CSCF also determines the name of a suitable home network contact point, which may either be the S-CSCF itself, or a suitable I-CSCF in case network configuration hiding is desired. This decision may be based on results of the HSS query. If an I-CSCF is chosen as the home network contact point, it may be distinct from the I-CSCF that appears in this registration flow.  I-CSCF shall then send the register information flow (P-CSCFs name, public user identity, private user identity, visited network contact name, home network contact point) to the selected S-CSCF. The home network contact point will be used by the P-CSCF to forward signalling to the home network.
6.
The S-CSCF shall send Cx-Put (private user identity, public user identity, S-CSCF name) to the HSS.  The HSS stores the S-CSCF name for that subscriber.  Note: Optionally as an optimization, the S-CSCF can detect that this is a re-registration and omit the Cx-Put request.

7.
The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

8.
On receipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow (private user identity, public user identity) to the HSS in order to be able to download the relevant information from the subscriber profile to the S-CSCF.  The S-CSCF shall store the visited network contact name, as supplied by the visited network.  This represents the name that the home network forwards the subsequent terminating session signalling to the P-CSCF. Note: Optionally as an optimization, the S-CSCF can detect that this a re-registration and omit the Cx-Pull request.

9.
The HSS shall return the information flow Cx-Pull-Resp (user information) to the S-CSCF.  The S-CSCF shall store the user information for that indicated user.

10.
The S-CSCF shall return the 200 OK information flow (serving network contact information) to the I-CSCF.
11.
The I-CSCF shall send information flow 200 OK (serving network contact information) to the P-CSCF. The serving network contact information may either be the S-CSCF name itself, or both an I-CSCF name and an S-CSCF name where the latter can be encrypted. The I-CSCF shall release all registration information after sending information flow 200 OK.
12.
The P-CSCF shall store the serving network contact name, and shall send information flow 200 OK to the UE.
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